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SOFT ERROR PROTECTION DEVICE

BACKGROUND OF THE INVENTION

[0001] 1.Field of the Invention

[0002] The present invention relates to a protection device,
particularly to a soft error protection device.

[0003] 2. Description of the Related Art

[0004] Softerror is a transient fault, induced by one particle
in cosmic striking the sensitive region of a transistor with
deposited charges, latched by a memory element after propa-
gation. In recent years, since the technology keeps scaling
down and the parasitic capacitance in the circuit becomes
smaller, the circuit is more susceptible to the soft error. There-
fore, many advance architectures of the latch were proposed
to protect the occurrence of soft error.

[0005] The U.S. Pat. No. 6,380,781 used the loading tran-
sistor to enlarge the capacitance and eliminate the unexpected
pulse. However, the loading transistor may cause an unequal
transient and affect the normal operation. Therefore, the U.S.
Pat. No.6,573,774 disclosed two duplications of latches were
proposed to vote and select the certain logic value, but such
design has area overhead due to the replicated latches. More-
over, C-element was proposed in the U.S. Pat. No. 7,038,515
to protect the soft error and corrects the error value. However,
these three techniques can only prevent the soft error in the
memory cell but cannot protect the occurrence of soft error in
the combination logics. As a result, Build-In Soft Error Resil-
ience (BISER) was proposed in the conventional technology
to protect the soft error occurring on both memory and com-
binational circuit. BISER uses the double latching, delay
buffer and C-element to achieve the soft-error protection.
However, BISER still has some issues and can be improved.
For example, it requires a certain number of transistors, which
also increases the probability of soft error and results in more
area overhead.

[0006] To overcome the abovementioned problems, the
present invention provides a soft error protection device, so as
to solve the afore-mentioned problems of the prior art.

SUMMARY OF THE INVENTION

[0007] A primary objective of the present invention is to
provide a soft error protection device, which reduces the
probabilities of the occurrence of soft error, the number and
area of transistors compared with Build-In Soft Error Resil-
ient (BISER).

[0008] To achieve the abovementioned objectives, the
present invention provides a soft error protection device,
which comprises a soft errorresilient latch (SERL) coupled to
an electronic element and a clock (CLK) generator and
receiving a soft error pulse and a clock (CLK) signal respec-
tively outputted by the electronic element and the CLK gen-
erator. The SERL delays the soft error pulse. In the period of
a negative level of the CLK signal, the SERL stores the
delayed soft error pulse corresponding to the negative level
and used as a first detection data. The electronic element and
the CLK generator are coupled to a first latch receiving the
soft error pulse and the clock signal. In the period of the
negative level, the first latch stores the soft error pulse as a
second detection data. The SERL, the clock generator and the
first latch are coupled to a detection device receiving the CLK
signal, the first and second detection datum, and comparing
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the first and second detection datum to send out a detection
signal when the CLK signal rises from the negative level to a
positive level.

[0009] Below, the embodiments are described in detail in
cooperation with the drawings to make easily understood the
technical contents, characteristics and accomplishments of
the present invention.

BRIEF DESCRIPTION OF THE DRAWINGS

[0010] FIG.1isaschematic diagram illustrating a soft error
protection device according to an embodiment of the present
invention;

[0011] FIG. 2is a schematic diagram illustrating operation
of a soft error resilient latch (SERL) according to an embodi-
ment of the present invention;

[0012] FIG. 3 is a waveforms diagram illustrating a soft
error pulse and a clock signal according to an embodiment of
the present invention; and

[0013] FIG. 4 is a schematic diagram illustrating a C-ele-
ment according to an embodiment of the present invention.

DETAILED DESCRIPTION OF THE INVENTION

[0014] Refer to FIG. 1. A soft error protection device of the
present invention is also called a Soft Error Resilient Latch-
date flip flop (SERL-DFF), which comprises a soft error
resilient latch (SERL) 10 coupled to an electronic element 12
and a clock (CLK) generator 14, receiving a soft error pulse
and a clock (CLK) signal respectively outputted by the elec-
tronic element 12 and the CLK generator 14, and delaying the
soft error pulse. The SERL 10 stores the delayed soft error
pulse corresponding to a negative level of the clock signal and
used as a first detection data in the period of the negative level.
A first latch 16 is coupled to the electronic element 12 and the
clock generator 14 to receive the soft error pulse and the clock
signal. The first latch 16 stores the soft error pulse used as a
second detection data and corresponding to the negative level
in the period of the negative level. A detection device 18 is
coupled to the SERL 10, the first latch 16 and the clock
generator 14 to receive the clock signal, the first and second
detection datum, and compares the first and second detection
datum to send out a detection signal when the clock signal
rises from the negative level to a positive level. For example,
the first and second detection datum are unequal when the
clock signal rises from the negative level to the positive level,
and the detection signal retains an original value thereof, and
the detection signal is a high-level signal or a low-level signal.
Alternatively, the first and second detection datum are equal
when the clock signal rises from the negative level to the
positive level, and the detection signal and the compared
second detection data are unequal, and the detection signal is
a high-level signal or a low-level signal.

[0015] Refer to FIG. 1 and FIG. 2. The SERL 10 further
comprises a first electronic switch 20 coupled to a high-
voltage terminal VDD and receiving a low-level signal VCP
to be turned on. The first electronic switch 20 and the elec-
tronic element 12 are coupled to a second electronic switch 22
receiving the soft error pulse. The second electronic switch
22, the clock generator 14 and the detection device 18 are
coupled to a third electronic switch 24 receiving the clock
signal, and the third electronic switch 24 is turned on in the
period of the negative level of the clock signal. A fourth
electronic switch 26 is coupled to the third electronic switch
24 and coupled to the clock generator 14 through a first
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inverter 28 to receive the reversed clock signal, and the fourth
electronic switch 26 is turned on in the period of the negative
level of the clock signal. A fifth electronic switch 30 is
coupled to the fourth electronic switch 26 and the electronic
element 12 to receive the soft error pulse. The fifth electronic
switch 30 and a grounding terminal used as a low-voltage
terminal are coupled to a sixth electronic switch 32 receiving
ahigh-level signal VCN to be turned on. The high-level signal
VCN and the low-level signal VCP gradually respectively
descends and rises in the period of the negative level of the
clock signal whereby the sixth electronic switch 32 and the
first electronic switch 20 delay the time that the soft error
pulse is stored in output parasitic capacitances 34 and 36 of
the third and fourth electronic switches 24 and 26 through the
second and third electronic switches 22 and 24. In the
embodiment, the first, second, and third electronic switches
20,22, and 24 are exemplified by P-channel field effect tran-
sistors (PMOSFETs), and the fourth, fifth, and sixth elec-
tronic switches 26, 30, and 32 are exemplified by N-channel
field effect transistors (NMOSFETs). The output parasitic
capacitances 34 and 36 make a pulse require more effort to
flip the logic value on the output of SERL 10 since the tiny
pulse cannot charge or discharge in time. Therefore, the
SERL 10 masks more tiny pulses than BISER because of the
capacity effect.

[0016] The detection device 18 further comprises a second
inverter 38 coupled to the clock generator 14 to receive the
clock signal and reverse it. The second inverter 38 and the first
latch 16 are coupled to a second latch 40 receiving the second
detection data and the reversed clock signal. The second latch
38 stores the second detection data corresponding to the posi-
tive level in the period of the positive level of the clock signal.
The second inverter 38 and the SERL 10 are coupled to a third
latch 42 receiving the first detection data and the reversed
clock signal. The third latch 42 stores the first detection data
corresponding to the positive level in the period of the positive
level of the clock signal. The second and third latches 40 and
42 are coupled 10 a detection element 44 such as a C-element.
The detection element 44 receives and compares the first and
second detection datum corresponding to the positive level in
the period of the positive level, so as to send out the detection
signal. Besides, a voltage stabilizer 46 is coupled to the detec-
tion element 44 to stabilize the detection signal.

[0017] Referto FIG. 1, FIG. 2 and FIG. 3. When a particle
strikes on the electric element 12, the electric element 12
transmits the soft error pulse to the first latch 16, the second
electric switch 22 and the fifth electric switch 30. Meanwhile,
the clock generator 14 sends out the clock signal. The clock
signal is transmitted to the first inverter 28, the second inverter
38, the third electric switch 24 and the first switch 16. The first
inverter 28 and the second inverter 38 reverses the clock
signal to send out it. The fourth electric switch 26 receives the
reversed clock signal from the first inverter 28, and the first
electric switch 20 and the sixth electric switch 32 respectively
receive the low-level signal VCP and the high-level signal
VCN to be turned on. In the period of the negative level of the
clock signal, the high-level signal VCN and the low-level
signal VCP gradually respectively descends and rises
whereby the sixth electronic switch 32 and the first electronic
switch 20 delay the time that the soft error pulse is stored in
the output parasitic capacitances 34 and 36 of the third and
fourth electronic switches 24 and 26 through the second and
third electronic switches 22 and 24. And, the delayed soft
error pulse is used as a first detection data, namely a low-level
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signal. In the period of the negative level of the clock signal,
the first latch 16 stores the soft error pulse corresponding to
the negative level and used as a second detection data, namely
a high-level signal.

[0018] The second latch 40 and the third latch 42 receive
the reversed clock signal from the second inverter 38, and the
second latch 40 and the third latch 42 respectively receive the
second detection data and the first detection data. At the time
point T that the clock signal rises from the negative level to the
positive level, the second latch 40 and the third latch 42
respectively store the second detection data and the first
detection data corresponding to the time point T, wherein the
stored second detection data and first detection data are
respectively a high-level signal and a low-level signal. Mean-
while, the detection element 44 receives and compares the
first and second detection datum to send out the detection
signal which 1s stabilized by the voltage stabilizer 46. In the
embodiment, the detection signal retains the original value
thereof which denotes interference from the soft error. The
detection signal does not retain the original value thereof
which denotes no interference from the soft error. In order to
sticcessfully obtain data at time point T, the second latch 40
and the third latch 42 have to begin to store the data at time
point T—t1 until time point T+t2. The difference between the
time points T-t1 and T+t2 has to be less than and positioned
within the width of the soft error.

[0019] The detection element 44 of the present invention is
realized with a C-element which is shown in FIG. 4. The
detection element 44 comprises a first P-channel field effect
transistor (PMOSFET) 48, a second PMOSFET 50, a first
NMOSFET 52 and a second NMOSFET 54. The PMOSFET
48 and the second NMOSFET 54 receive a signal A, and the
second PMOSFET 50 and the first NMOSFET 52 receive a
signal B. Thus, the second PMOSFET 50 and the first NMOS-
FET 52 output a signal Q. When A and B are both low-level
signals, Q is high-level signal. When A and B are both high-
level signals, Q is low-level signal. When A and B are respec-
tively a low-level signal and a high-level signal, Q retains the
original value, namely an output value from the previous
cycle. When A and B are respectively a high-level signal and
a low-level signal, Q retains the original value, namely an
output value from the previous cycle.

[0020] For different neutron strikes caused by cosmic rays,
every deposited charge Q has different striking rate. Where F,
K, A, Qs and Q respectively present neutron flux with energy,
technology-independent fitting parameter, susceptible area,
charge-collection slope and deposited electric quantity. The
equation is used to evaluating The probability of every depos-
ited charge Q is expressed by

R(Q) = FKAQI_SeXp(_Q_?]'

[0021] Consider Q=20 {C, 50 fC, 80 fC and 120 fC in our
simulation with 1 ns clock period. At each clock period,
divide the clock cycle into 1000 slices. In each slice, use R(Q)
to evaluate the soft error rate. Compared with BISER, SERL-
DFF results in lower soft error rates as listed in Table 1.
Particularly, the soft error rate becomes zero as when the
delay times are 93 ps and 109 ps, because they are larger than
the transient pulse width.
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TABLE 1

delay

58 ps 64 ps 71 ps 81 ps 93ps  109ps

1.22¢7  7.1le” 253¢7
645¢7 00 0.0

25662 2.17e2 1.83¢72
6.08¢7> 519 % 1.08e7*

BISER
SERL-DFF

[0022] Inaddition, since a SERL-DFF has fewer transistors
than a BISER as listed in Table 2, its area is smaller than that
of a the BISER.

TABLE 2

Number of Transistor

BISER 49
SERL DFF 45

[0023] In conclusion, the present invention not only has a
smaller area but also effectively reduces the probabilities of
occurrence of soft error.

[0024] The embodiments described above are only to
exemplify the present invention but not to limit the scope of
the present invention. Therefore, any equivalent modification
or variation according to the shapes, structures, features, or
spirit disclosed by the present invention is to be also included
within the scope of the present invention.

What is claimed is:

1. A soft error protection device comprising:

a soft error resilient latch (SERL) coupled to an electronic
element and a clock (CLK) generator, receiving a soft
error pulse and a clock (CLK) signal respectively out-
putted by said electronic element and said CLK genera-
tor, and delaying said soft error pulse, and said SERL
stores delayed said soft error pulse corresponding to a
negative level of said clock signal and used as a first
detection data in a period of said negative level,

a first latch coupled to said electronic element and said
clock generator to receive said soft error pulse and said
clock signal, and said first latch stores said soft error
pulse used as a second detection data and corresponding
to said negative level in said period of said negative
level; and

adetection device coupled to said SERL, said firstlatch and
said clock generator to receive said clock signal, said
first and second detection datum, and comparing said
first and second detection datum to send out a detection
signal when said clock signal rises from said negative
level to a positive level.

2. The soft error protection device of claim 1, wherein said
first and second detection datum are unequal in a period of
said positive level, and said detection signal retains an origi-
nal value thereof, and said detection signal is a high-level
signal or a low-level signal.

3. The soft error protection device of claim 1, wherein said
first and second detection datum are equal in a period of said
positive level, and said detection signal and said second
detection data corresponding to said positive level are
unequal, and said detection signal is a high-level signal or a
low-level signal.
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4. The soft error protection device of claim 1, wherein said
SERL further comprises:

a first electronic switch coupled to a high-voltage terminal

and receiving a low-level signal to be turned on;

a second electronic switch coupled to said first electronic
switch and said electronic element and receiving said
soft error pulse;

a third electronic switch coupled to said second electronic
switch, said clock generator and said detection device to
receive said clock signal, and said third electronic switch
is turned on in said period of said negative level,

a fourth electronic switch coupled to said third electronic
switch and coupled to said clock generator through a
first inverter to receive reversed said clock signal, and
said fourth electronic switch is turned on in said period
of said negative level;

a fifth electronic switch coupled to said fourth electronic
switch and said electronic element to receive said soft
error pulse; and

a sixth electronic switch coupled to said fifth electronic
switch and a low-voltage terminal and receiving a high-
level signal to be turned on, and said high-level signal
and said low-level signal gradually respectively
descends and rises in said period of said negative level
whereby said sixth electronic switch and said first elec-
tronic switch delay time that said soft error pulse is,
stored in a output parasitic capacitance of said third
electronic switch through said second and third elec-
tronic switches.

5. The soft error protection device of claim 4, wherein said
first, second, and third electronic switches are P-channel field
effect transistors (PMOSFETs), and said fourth, fifth, and
sixth electronic switches are N-channel field effect transistors
(NMOSFETSs).

6. The soft error protection device of claim 4, wherein said
low-voltage terminal is a grounding terminal.

7. The soft error protection device of claim 1, said detection
device further comprises:

a second inverter coupled to said clock generator to receive

said clock signal and reverse it;

a second latch coupled to said second inverter and said first
latch to receive said second detection data and reversed
said clock signal, and said second latch stores said sec-
ond detection data corresponding to said positive level in
a period of said positive level;

a third latch coupled to said second inverter and said SERL
to receive said first detection data and said reversed said
clock signal, and said third latch stores said first detec-
tion data corresponding to said positive level in said
period of said positive level; and

a detection element coupled to said second and third
latches, and said detection element receives and com-
pares said first and second detection datum correspond-
ing to said positive level in said period of said positive
level, so as to send out said detection signal.

8. The soft error protection device of claim 7, further com-
prises a voltage stabilizer coupled to said detection element to
stabilize said detection signal.

9. The soft error protection device of claim 7, wherein said
detection element is a C-element.
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