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Abstract The techniques of frame aggregation and block

acknowledgement (ACK) are utilized in the IEEE 802.11n

standard for achieving high throughput performance from

the medium access control perspective. Conventional

greedy scheme for block ACK adopts the transmitter-

defined starting sequence number (SSN) to construct the

ACK window for recognizing the correctness of data

packets. However, there exists correctly received packets

that lie outside of the ACK window which will unavoid-

ably be retransmitted by adopting the conventional scheme.

In this paper, a greedy fast-shift (GFS) block ACK mech-

anism is proposed to provide the receiver-defined SSN,

which can both implicitly acknowledge the correctly

received packets before the SSN and explicitly identify the

correctness information for the packets after the SSN. In

order to evaluate the effectiveness of the GFS scheme, the

analytical models for these two mechanisms are proposed

based on the window utilization. Compared to the con-

ventional greedy scheme, it is observed from the simulation

results that the proposed GFS method can provide better

performance owing to its fast-shift behavior on ACK

window.

Keywords Wireless local area network � IEEE 802.11n �
Medium access control � Block acknowledgement

1 Introduction

A wireless network is a type of computer networks that

utilizes wireless communication technologies to maintain

connectivity and exchange messages. Depending on the

size of wireless coverage, the IEEE standards association

establishes five standard series to enable wireless trans-

mission. Among these wireless standard series, the IEEE

802:11 standard designed for wireless local area networks

(WLANs) is considered the well-adopted suite for indoor,

high speed communication due to its remarkable success in

both design and deployment.

Various amendments are contained in the IEEE 802:11

standard suite, mainly including IEEE 802:11a/b/g [1–3],

IEEE 802:11e [4] for quality-of-service (QoS) support, and

IEEE 802:11n [5] for high throughput performance. In

order to fulfill the requirement for achieving enhanced

throughput, the IEEE 802:11 Task Group N (TGn)

enhances the the physical layer (PHY) data rate by

adopting advanced communication techniques, such as

orthogonal frequency-division multiplexing (OFDM) [6]

and multi-input multi-output (MIMO) [7] technologies.

However, it has been investigated in [8] that simply

improves the PHY data rate will not suffice for enhancing

the system throughput from the medium access control

(MAC) perspective. Accordingly, the IEEE 802:11 TGn

further exploits packet aggregation techniques to moderate

the drawbacks that are originated form the MAC/PHY

overheads.

There are research works proposed in [9–18] that focus

on the schemes for data packet aggregation. Xiao [9] has
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suggested to adopt packing, concatenation, and multiple

frame transmission in order to reduce the MAC/PHY

overheads. Lu et al. [10] recommended the MAC queue

aggregation (MQA) scheme for the enhancement of VoIP

traffic; while Wu [11] proposed the differentiated data

aggregation (DDA) mechanism which exploited the mul-

tilevel modulation from the PHY layer for improving the

data aggregation of the WLANs. Ghazisaidi et al. [12]

further considers the joint aggregation effects with the

Ethernet passive optical network (EPON) [19] system in

the hybrid optical fiber-wireless (FiWi) broadband access

networks [20]. It is also noted that two-level aggregation

techniques, i.e., the aggregate MAC service data unit

(A-MSDU) and the aggregate MAC protocol data unit

(A-MPDU), are adopted within the IEEE 802:11n standard

for performance enhancement of the network throughput.

The performance of the A-MSDU and A-MPDU schemes

has been analyzed in the research works [21–24], and the

decision of the optimal frame size can be found in [25].

Finally, the implementation and experiments are conducted

in [26] for validating the effectiveness of the frame

aggregation schemes.

It has been studied that the large amount of small-sized

control packets, i.e., the acknowledgement (ACK) packets,

can significantly degrade the throughput performance [27].

The use of the stop-and-wait automatic repeat request

(ARQ) [28] in the prior wireless LAN standard takes the

major blame for the creation of these small ACK packets

since each data packet should be acknowledged by an

independent ACK packet. Due to the observed inefficiency,

the block ACK mechanism has been specified in both the

IEEE 802:11e and IEEE 802:11n standards for the aggre-

gation of ACK packets. It is noted that the block ACK

scheme utilizes comparably longer payload to accommo-

date the information from numerous ACK packets, which

can effectively reduce the total number of required ACK

packets. The IEEE 802:11 standard provides the message

format to support multiple ACK packets. However, the

algorithm to perform block ACK is not specified in the

standard and it should be designed to match the message

format.

Based on the IEEE 802:11e and IEEE 802:11n standard,

several block ACK algorithms are proposed to accommo-

date larger size of ACK aggregation. One of the repre-

sentative block ACK schemes is the extended block ACK

(EBA) mechanism [29, 30]. In order to distinguish from the

proposed scheme, the EBA mechanism is denoted as the

conventional greedy scheme (GS) in this paper. Initially,

the transmitter assigns each packet with a specific sequence

number. Based on these sequence numbers, the receiver

initiates the block ACK packet which contains the bitmap

with its first bit beginning from a specific starting sequence

number (SSN). The transmitter will be informed regarding

the correctness of each numbered packet, i.e., the ACK

window ranging from the SSN to the end sequence number

of the bitmap. Afterwards, the GS scheme will resend the

unsuccessfully received packets together with the new-

coming packets in order to both recover the packet errors

and enhance the system throughput. However, the limited

bitmap size may cause the problem that some correctly

received data packets can not be properly acknowledged

since these packets may lie outside of the ACK window

defined by the SSN value. In the conventional GS scheme,

significant throughput degradation due to this problem can

be frequently observed since the transmitter is in charge of

determining the SSN value. It therefore lacks the flexibility

of changing the SSN value since more information can be

obtained from the receiver side. The details of the GS

scheme and its underlying problem will further be descri-

bed in the next section.

In this paper, a greedy fast-shift (GFS) block ACK

mechanism is proposed from the receiver’s point of view to

reduce the occurrence of the aforementioned problem due

to the insufficient bitmap size. Based on the proposed GFS

scheme, the receiver will derive and provide the SSN value

which carries additional information that the packet with

sequence number (SN) smaller than the SSN are considered

correctly received. It can both implicitly acknowledge the

correctly received packets before the SSN and also

explicitly provide the correctness information for the

packets after the SSN. The SSN value can therefore be

increased faster than the conventional GS scheme, which

effectively mitigates the performance degradation resulting

from the insufficient bitmap. Furthermore, analytical

models for these two block ACK mechanisms are proposed

based on the Markov chain techniques [31] to evaluate the

window utilization from the mathematical point of view.

The correctness and effectiveness of the derived analytical

models are validated via simulations. With respect to sys-

tem throughput, end-to-end delay, and blocking overhead,

it is observed from the simulation results that the proposed

GFS scheme outperforms the conventional GS method

under different packet error probabilities and window sizes.

The rest of this paper is organized as follows. Section 2

describes both the conventional GS scheme and the GFS

ACK mechanism. The proposed analytical models for both

schemes are further derived and explained in Sect. 3.

Section 4 shows the performance validation and compari-

son of these two schemes via simulations. Section 5 draws

the conclusions.

2 Block acknowledgement mechanisms

In this section, the conventional GS scheme and its

underlying problem will first be described. Furthermore,
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the proposed GFS mechanism for block ACK will be

explained as follows.

2.1 Conventional greedy scheme

The conventional block ACK mechanism denoted as the

GS scheme is described in this subsection. For the gener-

alization of data aggregation mechanisms, a system

parameter called window size W is introduced to denote

the maximum number of data packets that are contained

within a single frame. The characteristics of the conven-

tional GS scheme is explained with the example as shown

in Fig. 1(a) under W ¼ 4 as follows.

In the conventional GS scheme, the transmitter assigns

each data packet with an SN for packet identification, e.g.,

SN = 1 for D1 and SN = 2 for D2. As illustrated in

Fig. 1(a), the first aggregate frame consisting of W data

packets from D1 to D4 is delivered by the transmitter;

while both D2 and D4 packets denoted with the � sign are

considered corrupted. The block ACK packet consists of an

additional SSN field in front of its bitmap array to record

the sequence number of the starting packet within the

aggregate frame, e.g., SSN = 1 denotes that D1 is the

starting packet in the first frame; and SSN = 2 represents

D2 as the starting packet for the second frame. Moreover,

the bitmap array of size W within the block ACK packet

indicates the packet correctness based on the consecutive

SNs.

As shown in Fig. 1(a), the bitmap from the first block

ACK packet b ¼ ½1010� with SSN = 1 contains the cor-

rectness information of the aggregated data packets from

SN = 1 to SN ¼ 1þ ðW � 1Þ ¼ 4, i.e., for the consecutive

D1 to D4 data packets. It is noticed that the one value

within the bitmap denotes that the corresponding packet is

correctly received; while the zero value implies that the

correctness of the corresponding packet should be deter-

mined by the transmitter since the packet can be either

corrupted or previously acknowledged. After the reception

of the first block ACK packet, the transmitter redelivers the

previously unacknowledged D2 and D4 packets together

with the newly scheduled D5 and D6 packets in the second

aggregate frame. Associated with SSN = 2 and bitmap

b ¼ ½1011� in the second block ACK packet, the receiver

notifies the transmitter that D2;D4, and D5 packets are

correctly received while the correctness of D3 packet is

undetermined. Based on the previous reception within the

transmitter, it can be observed that packet D3 was suc-

cessfully received such that it is not required to be re-

transmitted. Furthermore, it is worthwhile to notice that the

correctness of packet D6 becomes undetermined even

though it is correctly received by the receiver. The per-

formance degradation due to the insufficient bitmap for

recording the correctness information can therefore be

perceived.

2.2 Proposed greedy fast-shift (GFS) scheme

The GFS block ACK mechanism is proposed in this

subsection as an enhanced version of the conventional GS

scheme. The main objective of the proposed GFS scheme

is to mitigate the performance degradation due to insuf-

ficient bitmap of the conventional GS scheme. The pro-

cedures of proposed GFS scheme with W ¼ 4 is

illustrated in the exemplified schematic diagram of

Fig. 1(b). Inherited from the conventional GS scheme, the

characteristics of both the SN and SSN fields in the

D1 D2 * D3 D4 * D2 D4 D5 D6 

Block ACK Block ACK

1 0 1 0 

Aggregate Frame Aggregate Frame 

1 0 1 1 

Transmitter 

Receiver 

Bitmap Bitmap SSN 

1 

SSN 

2 

(a)

D1 D2 * D3 D4 * D2 D4 D5 D6 

0 1 0 0 

Aggregate Frame Aggregate Frame 

0 0 0 0 

Transmitter 

Receiver 

Bitmap Bitmap SSN 

2 

SSN 

7 

Block ACK Block ACK

(b)

Fig. 1 Examples for the two

block ACK mechanisms under

window size W ¼ 4: a the

conventional greedy scheme

(GS), and b the proposed greedy

fast-shift (GFS) scheme
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transmitter side are still preserved. For efficiency con-

sideration, the mechanism of retransmitting both the

corrupted packets and the new-coming packets are also

employed. The major differences between the proposed

GFS mechanism and the conventional GS scheme are on

the methodologies to determine the SSN value at the

receiver side. In the GS scheme, the SSN of the feedback

block ACK packet is determined by the SN of first packet

in the aggregate frame. In other words, the receiver does

not change the value of SSN, which is actually assigned

by the transmitter. On the other hand, in the proposed

GFS scheme, the SSN value is given by the receiver as

the SN of the first unreceived data packet. Consequently,

the SSN value of the block ACK packet may not neces-

sarily be equal to the SN of first packet in the aggregate

frame. It can be a larger value or even beyond the largest

SN in the aggregate frame.

The bitmap array, i.e., the ACK window, specified in the

block ACK packet of the proposed GFS scheme still rep-

resents the packet correctness based on the consecutive

SNs starting with the SSN value. Consider the same case as

in Fig. 1(a), the packets D2 and D4 in the first aggregate

frame of Fig. 1(b) are corrupted. Instead of receiving the

block ACK with SSN ¼ 1, the transmitter receives a block

ACK packet with SSN = 2 in the proposed GFS scheme

since the SSN is determined by the receiver as the SN of

the first unreceived data packet, i.e., the packet D2. Like-

wise, after the reception of the first block ACK packet, the

transmitter redelivers the previously unacknowledged D2

and D4 packets together with the newly scheduled D5 and

D6 packets in the second aggregate frame. After receiving

the second aggregate frame with correct D2;D4;D5, and

D6 packets, the receiver knows that the data packets from

D1 to D6 are correctly received. Therefore, the receiver

assigns the SSN to be 7 which is the SN of the first unre-

ceived packets. It can be observe that the SSN value will be

larger than the SN’s range of the aggregate frame. After-

wards, the receiver sends the block ACK packet with

SSN = 7 and bitmap b ¼ ½0000�, which indicates that the

receiver does not receive packets from D7 to D10 and all

the packets before D7, i.e., D1 to D6, are correctly

received.

Instead of providing explicit ACK to each packet in the

aggregate frame, the proposed GFS scheme adopts a hybrid

method to both implicitly acknowledge the correctly

received packets before the SSN and also explicitly provide

the correctness information of those packets after the SSN.

Contributing to this hybrid method, the SSN value will

grow faster than that in the conventional GS scheme,

resulting in the phenomenon of fast-shift ACK window

specified in the block ACK packet. The performance

degradation due to the insufficient bitmap can therefore be

mitigated. The detailed processes and the analytical model

of the proposed GFS scheme are further explained in

Sect. 3.2.

3 Proposed Markovian chain-based analytical models

for block acknowledgement mechanisms

In this section, two proposed analytical models for the

conventional GS scheme and the proposed GFS mechanism

will be respectively formulated based on the Markov chain

techniques. The main target of both analytical models is

focused on the throughput performance based on the met-

rics of window utilization. The window utilization is

defined as the average number of successfully acknowl-

edged packets within an aggregate frame divided by the

window size W . It is intuitive to directly relate the window

utilization to the system throughput of the corresponding

scheme. In order to simplify the derivations of the proposed

analytical models, one transmitter/receiver pair for packet

transmission is considered in the network. Moreover, it is

assumed that all data packets possess the same packet error

probability pe; while the block ACK packets are considered

correctly received. The explanation of the two proposed

analytical models are stated as follows.

3.1 Analytical model for conventional greedy scheme

The analytical model for the conventional GS scheme is

constructed by adopting the Markov chain techniques.

Based on the Markovian approach, there exists a state

transition diagram consisting of internal states and the

respective state transition probability. In this subsection,

the internal states for the analytical model of the GS

scheme will first be defined. The underlying state transition

diagram with the transition probability for the corre-

sponding state transition is also properly formulated.

Finally, the derivation of window utilization for the GS

scheme concludes the analytical model. It is noted that all

the context will be provided based on the generic analytical

model with window size W . An illustrative example under

W ¼ 3 will be addressed for further explanation.

3.1.1 Internal states

In order to define the internal states of GS scheme, three

parameters are first introduced, including the transmitter

correctness bitmap, the middle union, and the state index.

The transmitter correctness bitmap represents the Boolean

correctness array for all numbered data packets from the

transmitter’s perspective. The state index is a set of W

binary digits with its most significant bit located at the first

zero of the transmitter correctness bitmap. The middle

union is acquired by implementing the bitwise OR
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operation on the current state index and the feedback block

ACK bitmap. It is also noted that the state index will be

utilized to define its respective internal state.

The illustrative example for the three critical parameters

under the window size W ¼ 3 is shown in Fig. 2. Initially,

the transmitter correctness bitmap is an all-zero array,

which results in the state index k ¼ ½000�. The transmitter

starts to deliver the numbered data packets D1;D2, and D3

to the receiver. It is assumed that a feedback block ACK

packet with a bitmap of b ¼ ½101� is consequently acquired

by the transmitter. As a result, the middle union can be

computed as m ¼ k [ b ¼ ½000� [ ½101� ¼ ½101�. As illus-

trated in Fig. 2, the transmitter correctness bitmap is also

updated by recording the bit values in the middle union into

its corresponding bits. As the transmitter correctness bit-

map is changed, the state index is consequently shifted to

become k ¼ ½010� based on its definition. According to the

conventional GS scheme, the transmitter redelivers the

previously corrupted packet D2 together with the newly

scheduled packets D4 and D5, and receives a feedback

block ACK packet consisting of a bitmap b ¼ ½100�. As a

consequence, the new state index will be calculated and

obtained as k ¼ ½000� as in Fig. 2.

Based on the definition, the state index must have the

leading zero to represent either a previously corrupted or a

newly scheduled packet. Therefore, the conventional GS

scheme will possess a total of 2W�1 internal states that are

denoted as Sk with the state index k 2 ½0; 1; :::; ð2W�1 � 1Þ�.
As shown in Fig. 3, four states S0 to S3 exist in the state

transition diagram for the conventional GS scheme under

the window size W ¼ 3. In order to facilitate the expla-

nation, each state can be represented by either the decimal

Sequence Number 

Transmitter Correctness Bitmap

Feedback Block ACK

Middle Union 

Transmitter Correctness Bitmap

Feedback Block ACK

Middle Union 

Transmitter Correctness Bitmap

Feedback Block ACK

1 2 3 4 5 6 7 8

State Index

0 0 0 0 0 0 0 0

1 0 1

1 0 11

BitmapSSN

1 0 1 0 0 0 0 0

1 0 02

State Index

BitmapSSN

1 1 0

1 1 1 0 0 0 0 0

0 0 14

State Index

BitmapSSN

0 0 1Middle Union 

Fig. 2 The three critical

parameters for the internal state

definition of the conventional

GS scheme: the transmitter

correctness bitmap, the middle

union, and the state index

S[011]

[000]
[100] [110]

[111]

S[001]

S[000]

[011][101]

[001]

[011]

[001]

[111]

[011]

[111]

[010]

[110]

[111]

[010]

[011]

S[010] S[000]      S0

S[001]      S1

S[010]      S2

S[011]      S3

[101]

Fig. 3 State transition diagram for the conventional GS scheme under

the window size W ¼ 3: each state transition is represented as a

unidirectional link with the causal middle union of width W
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or the binary subscript, i.e. S0 � S½000�; S1 � S½001�; S2 �
S½010�, and S3 � S½011�.

3.1.2 State transition diagram

In the state transition diagram of window size W , there

exist 2W�1 internal states and their corresponding state

transitions. Each transition between two states is repre-

sented as a unidirectional link from the original state Si to

the resulting state Sk. Moreover, the potential middle

unions that result in the state transition are also shown

around the link. The representative state transition diagram

under the window size W ¼ 3 is illustrated in Fig. 3.

Consider that the transition from S½001� to S½010� is resulted

from the middle union m ¼ ½101�, the middle union m ¼
½101� will consequently let the transmitter increase the SSN

by one, causing the state index to become k ¼ ½010�, i.e. the

state of S½010�. It is noted that the mechanism for acquiring

the resulting state can be generalized by the rule as to

remove all the leading ones in the middle union and pad an

equal number of zeros from the right-hand side.

3.1.3 State transition probability

As shown in Fig. 3, the state transition probability from S½001�
to S½010� can be computed from the bit values within the

middle union m ¼ ½101� as G½001�!½010� ¼ ð1� peÞ � pe,

where pe denotes the packet error probability and G½001�!½010�
represents the transition gain from S½001� to S½010�. It is noticed

that the rightmost bit within the middle union is not con-

sidered in the computation of packet error probability since

the data packet was correctly received in the previous

transmission. The generic transition probability from Si to Sk

under different window size W is modeled as the transition

gain Gi!k which can be computed via Algorithm 1.

As shown in the for loop of Algorithm 1, the transition

gain Gi!k is acquired by adopting the exhaustive search

method, i.e., to scan from every enumerate possible middle

union m. Furthermore, the bitwise AND operation of the

possible middle union and the state index k will consistently

be equal to k since the bit values that denote correctly

received packets in the transmitter correctness bitmap will

always have the one value. For example, it can be observed

that the bitwise AND operation on the middle union m ¼
½101� and the original state index k ¼ ½001� is still equivalent

to the original state index k ¼ ½001�.
As a result, the algorithm employs the function

bitwise andðÞ and the state index i as a mask to filter out

those unsuitable middle unions m recognized by the dis-

criminant that the bitwise AND operation of i and m is not

equal to i. Moreover, the number of newly correctly

acknowledged packets is represented as the variable a. The

variable b records the number of the remaining zeros, i.e.,

the number of those unacknowledged packets. The two

variables a and b are utilized for the computation of packet

error probability based on the corresponding middle union

m. For the next step, the while loop generates the resulting

state index r by the rule to suppress all leading one of the

middle union m and to pad an equal number of zeros from

the right-hand side. Consequently, the transition gain Gi!k

can be computed via the sum of error probability from each

suitable middle union m leading to the resulting state index

r ¼ k.

3.1.4 Window utilization

The window utilization for the GS scheme can be derived

from the saturated probability of internal states after the

occurrence of an infinite number of state transitions. The

saturated probability Hk for each internal state Sk under the
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window size W can be computed as the sum of all the

possible 2W�1 state transitions as

Hk ¼
X2W�1�1

i¼0

Gi!kHi; ð1Þ

for 8k 2 ½0; 1; . . .; 2W�1 � 1�. However, these state

equations form an underdetermined linear system which

has an infinite number of solutions for all the Hk.

Therefore, for solving the saturated probability Hk, an

additional constraint is imposed in order to make the

underdetermined system possess a finite number of

solutions, i.e.,

X2W�1�1

k¼0

Hk ¼ 1 ð2Þ

since the sum of all saturated state probability Hk in a

Markov state transition diagram should be equal to one.

After the derivation of saturated probability Hk from (1)

and (2), the window utilization UW
G of the GS scheme under

the window size W can be obtained as

UW
GS ¼

P2W�1�1
k¼0 ð1� peÞZWðkÞHk

W
: ð3Þ

where the subscript GS is adopted to denote the con-

ventional GS scheme. ZWðkÞ represents the number of

zeros within the state index k of W digits, i.e., to indi-

cate the number of unacknowledged data packets. It is

noted that the product ð1� peÞ � ZWðkÞ denotes the

expected total number of properly acknowledged data

packets that is forecasted in the next state transition

of Sk.

An illustrative example under the window size W ¼ 3 is

provided as follows. Based on (1), the four state equations

under W ¼ 3 are represented via the matrix form as

H0

H1

H2

H3

2
6664

3
7775¼

1� 2peþ 2p2
e ðpe� 1Þ2 1� pe 1� pe

ð1� peÞp2
e p2

e 0 0

peð1� peÞ peð1� peÞ p2
e 0

peðpe� 1Þ2 ð1� peÞpe ð1� peÞpe pe

2
66664

3
77775

H0

H1

H2

H3

2

6664

3

7775:

ð4Þ

Associated with
P3

k¼0 Hk ¼ 1, the solution for each satu-

rated probability Hk of Sk can be obtained as

H0 ¼
1þ pe

1þ 3pe þ 2p2
e þ p3

e

ð5Þ

H1 ¼
p2

e

1þ 3pe þ 2p2
e þ p3

e

ð6Þ

H2 ¼
peð1þ pe þ p2

eÞ
1þ 4pe þ 5p2

e þ 3p3
e þ p4

e

ð7Þ

H3 ¼
peð1þ 2pe þ p2

e þ p3
eÞ

1þ 4pe þ 5p2
e þ 3p3

e þ p4
e

ð8Þ

if pe 6¼ 1. In the case of pe ¼ 1, it can be acquired that

H0 ¼ 1 and H1 ¼ H2 ¼ H3 ¼ 0. As a result, the window

utilization for the W ¼ 3 case becomes

U3
GS ¼

ð1� peÞð3H0 þ 2H1 þ 2H2 þH3Þ
3

¼ 3þ 6pe � 4p3
e � 4p4

e � p5
e

3þ 12pe þ 15p2
e þ 9p3

e þ 3p4
e

;

ð9Þ

which concludes the description and derivation of the

analytical model for conventional GS scheme.

3.2 Analytical model for proposed greedy fast-shift

scheme

The derivation of the analytical model for proposed GFS

scheme is similar to that of the conventional GS scheme in

the aspect of adopting the Markov chain techniques.

Accordingly, the internal states, the state transition dia-

gram, and the corresponding state transition probability

will first be described and properly defined. With the help

of these defined elements, the analytical model for the GFS

scheme is concluded by the mathematical expression of

window utilization, and all the context will be provided by

a generic analytical model for the window size W with an

illustrative example under W ¼ 3.

3.2.1 Internal states

In order to define the internal states of the proposed GFS

scheme, five parameters should be introduced including (a)

the transmitter correctness bitmap, (b) the receiver cor-

rectness bitmap, (c) the state index, (d) the correctness

array, and (e) the middle union. The transmitter and

receiver correctness bitmaps respectively represent the

Boolean correctness array for all numbered data packets

from the transmitter’s and the receiver’s perspectives. The

state index is defined as a set of 2W � 1 binary digits with

its most significant bit at the first zero of the receiver

correctness bitmap. Noticed that the state index for the

proposed GFS scheme is defined from the receiver’s per-

spective instead of the transmitter’s aspect as in the GS

Wireless Netw (2014) 20:2503–2519 2509

123



scheme. The correctness array represents the situations

whether the individual data packet in the current aggregate

frame is successfully received or not. In the end, the middle

union is defined as the combined result of the current state

index and the correctness array. The combination is con-

ducted by setting the corresponding bit in the current state

index if the data packet is specified as correctly received by

the correctness array. It is noted that the middle union also

has the size of 2W � 1 digits.

The illustrative example under the window size W ¼ 3 is

shown in Fig. 4. Initially, in the first round, both the trans-

mitter and the receiver correctness bitmaps are all-zero

arrays, which result in the state index k ¼ ½00000�. Noted that

the size of state index becomes 2W � 1 ¼ 5. The transmitter

starts to deliver the numbered data packets from D1 to D3.

Assuming the correctness array as c ¼ ½011� which denotes

that only the first packet D1 is corrupted, the middle union

will become m ¼ ½01100� since the corresponding fields for

D2 and D3 in the state index are set to be 1. In the same time,

based on the definition that the most significant bit of the state

index must be the first zero of the receiver correctness bit-

map, the new state index will therefore be k ¼ ½01100� as

shown in the second round of Fig. 4. According to the pro-

posed GFS algorithm, the receiver will choose SSN to be the

SN of the first unacknowledged packet, i.e., the packet D1.

Consequently, the receiver will send the block ACK with

SSN ¼ 1 and the bitmap b ¼ ½011� back to the transmitter.

After the reception of feedback block ACK packet, the

transmitter correctness bitmap is updated as shown in the

second round of Fig. 4. Therefore, the transmitter will send

the previously corrupted packet D1 associated with new-

coming packets D4 and D5 to the receiver. If the correctness

array is c ¼ ½111�, i.e., all packets are correct, the middle

union will become m ¼ ½11111� since packets D1;D4 and

D5 are correctly received. The new state index will therefore

be right shifted five digits and become k ¼ ½00000� as in the

third round. Based on the GFS scheme, the SSN of the

feedback block ACK packet in the second round will become

6 and the corresponding bitmap will be b ¼ ½000�. From the

transmitter side, SSN ¼ 6 indicates that all packets before

D6 are successfully received. Therefore, the first five digits

of the transmitter correctness bitmap are all 1 as in the third

round of Fig. 4. The procedures will be repeatedly conducted

if there is any data packet to be transmitted.

The reason for the state index to contain 2W � 1 digits is

stated as follows. Consider the worst case that the transmitter

delivers an aggregate frame with W packets and only the first

packet is failed to be transmitted. The transmitter will

retransmit the failed first packet together with the other

W � 1 new-coming packets. Therefore, from the receiver’s

perspective, the number of influenced digits in the receiver

correctness bitmap will be 2W � 1, which also represents the

total number of involved W þ ðW � 1Þ data packets during

the transmissions.

Feedback Block ACK

Round 2 1 1 1 1 1 

Bitmap 

Middle Union 

Sequence Number Sequence Number 1 2 3 4 5 6 7 8 9 10 

SSN 

1 0 1 1

0 0 0 0 0 0 0 0

Bitmap

6 0 0 0

BitmapSSN

0 1 1 0 0 0 0 0

Transmitter Correctness Bitmap 

Feedback Block ACK 7 0 1 0

1 1 1 1 1 0 0 0

BitmapSSN

0 1 1 

State Index 

0 0 0 0 0 0 0 0 0 0 

0 1 1 0 0 

1 1 1 

State Index 

0 1 1 0 0 0 0 0 0 0 

1 0 1 
D6 D7 D8 

Receiver Correctness Bitmap 

State Index 

1 1 1 1 1 0 0 0 0 0 

Correctness Array 

Middle Union 1 0 1 0 0 

Bitmap 

Bitmap 

Receiver Correctness Bitmap 

Correctness Array 

Receiver Correctness Bitmap 

Correctness Array 

Middle Union 

D1 D4 D5 

D1 D2 D3 

Transmitter Correctness Bitmap 

Transmitter Correctness Bitmap

Feedback Block ACK

1 2 3 4 5 6 7 8

Round 1 

Round 3 

Fig. 4 The five critical parameters for the internal state definition of the proposed GFS scheme: the transmitter correctness bitmap, the receiver

correctness bitmap, the correctness array, the middle union, and the state index
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Moreover, it is required to figure out the total number of

state indexes and that for the corresponding internal states.

The leftmost bit of the state index is always zero according to

the definition of state index. The remaining W � 1 digits of

the state index control the number of new-coming packets in

the next aggregate frame. Therefore, these W � 1 digits are

responsible for the calculation of total number of internal

states. In the case that none of these W � 1 digits is zero, the

transmitter will transmit W � 1 new-coming packets which

results in the total number of state indexes as CW�1
0 2W�1,

where Cb
a is denoted as the binomial coefficient. If one of

these W � 1 digits is zero, the transmitter will retransmit the

failed packets with W � 2 new-coming packets which will

cause an additional number of CW�1
1 2W�2 state indexes. As a

result, the total number of state indexes or internal states can

be generalized and obtained as

NW
GFS ¼

XW�1

i¼0

CW�1
i 2W�1�i: ð10Þ

The proposed GFS scheme has NW
GFS internal states that are

denoted as Vk with the index k 2 I, where I is the set of all

state indexes. As shown in Fig. 5, the nine internal states

V½00000�;V½00100�;V½01100�;V½01000�;V½00110�;V½01110�;V½01101�;

V½01111�, and V½01010� are depicted in the state transition

diagram for the proposed GFS scheme under the window

size W ¼ 3.

3.2.2 State transition diagram

The state transition diagram of GFS scheme under the

window size W consists of NW
GFS internal states and their

possible state transitions. The exemplified state transition

diagram under window size W ¼ 3 is illustrated in Fig. 5.

Each transition between two states is represented as a

unidirectional link from the original state Vi to the resulting

state Vk. Moreover, the middle unions that result in the

state transitions are also shown around the link. For

example, the state transition from V½00100� to V½01000� is

obtained according to the middle union m ¼ ½10100�. This

middle union m ¼ ½10100� will consequently let the

receiver increase the SSN by one, causing the state index to

become k ¼ ½01000�, i.e., the state of V½01000�. The state

V½01000� can be obtained by suppressing all the leading ones

within the middle union and padding an equal number of

zeros from the right-hand side, which is considered the

same technique as in the conventional GS scheme.

3.2.3 State transition probability

As shown in Fig. 5, the transition probability from the

initial state V½00100� to the resulting state V½01000� can be

computed from the bit values within the corresponding

middle union m ¼ ½10100�. According to the initial state

V½00100� and the window size W ¼ 3, the transmitter will

send an aggregate frame consisting of two previously

corrupted packets and one new-coming packet. These

packets are respectively represented by the first two bits

and the fourth bit from the left-hand side since the third bit

denotes the correctly received packet in the last aggregate

frame. Accordingly, referring to the middle union

m ¼ ½10100�, the casual correctness array can be obtained

by its first two bits and the fourth bit as c ¼ ½100�. The

transition gain from V½00100� to V½01000� is therefore com-

puted by the probability of the correctness array c ¼ ½100�

[11100] 
[11000] [10000] 

[00000] 

[01100] 

[01101] 

[01101] 

[01111] 

[01111] 

[01110] 
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(6):[11100],[11110]    (13):[11010]                             (20):[11101]

(7):[10110]                 (14):[01110]                             (21):[01110]

Fig. 5 State transition diagram for the proposed GFS scheme under the window size W ¼ 3: Each state transition is represented as a

unidirectional link with the causal middle union of width 2W � 1
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and is denoted as H½00100�!½01000� ¼ ð1� peÞ � p2
e , where pe

is the packet error probability. The generic transition

probability from Vi to Vk under different window size W is

modeled as the transition gain Hi!k which can be com-

puted via Algorithm 2.

The main idea of Algorithm 2 is to find the probability

sum of all possible middle unions which can let the state Vi

change to the state Vk. the algorithm first sets a parameter c
to record the number of zeros within W digits from the left-

hand side of state index i, excluding the leftmost leading

zero. The physical meaning of c is to specify the number of

zeros from the right-hand side of the state index since these

zeros represent those packets that have not been transmit-

ted. The remaining 2W � 1� c digits from the left-hand

side of state index i is the only portion that can influence

the state transition. Therefore, as shown in Algorithm 2,

the variable s of the for loop represents all possible bit

patterns within 2W � 1� c digits. All the possible middle

union m can be obtained with c zero paddings from the

right-hand side. The bitwise AND operation of these

middle unions with the state index i can filter out the

unsuitable middle unions m recognized by the discriminant

that the bitwise AND operation of i and m is not equal to i.

With regard to the state index i and the middle union m, the

variable a represents the newly correctly received packets;

while b indicates the number of unacknowledged packets.

The value of b can be obtained by subtracting the total

number of remaining zeros with the c zeros from right-

hand side. The probability for the middle union can

therefore be formulated as ð1� peÞa � pb
e . Subsequently, the

while loop generates the resulting state index by the rule of

suppressing the leading one and padding an equal number

of zeros. Finally, the transition gain Hi!k can be computed

via the sum of probability from each suitable middle union

m leading to the resulting state index r ¼ k.

3.2.4 Window utilization

The window utilization for proposed GFS scheme can be

derived from the saturated probability of internal states

after the occurrence of an infinite number of state transi-

tions. The saturated probability Kk for each internal state

Vk under the window size W can be computed as the sum

of all the possible state transition as

Kk ¼
P

i2I Hi!kKi ð11Þ

for 8k 2 I, where I is the set of all state indexes. Similarly,

in order to solve the saturated probability Kk, an additional

constraint is imposed to make the underdetermined system

possess a finite number of solutions, i.e.,

X

k2I
Kk ¼ 1; ð12Þ

since the sum of all saturated state probability Kk in a

Markov state transition diagram should be equal to one.

Based on (11), the nine state equations derived from the

exemplified state transition diagram under W ¼ 3 are

represented via the matrix form as

K ¼ ½AjB�9�9 K; ð13Þ

where K ¼ K½00000� K½00100�K½01100� K½01000�K½00110� K½01110�
�

K½01101�K½01111� K½01010��T with
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and

Associated with (12), if pe 6¼ 1, the solution for each sat-

urated probability Kk of Vk can be obtained as

A9�4 ¼

2p2
e � 2pe þ 1 1� 2pe þ p2

e 1� 2pe þ 2p2
e � p3

e 1� 2pe þ 2p2
e � p3

e

p2
e � p3

e p3
e 0 0

pe � 2p2
e þ p3

e pe � p2
e p3

e p2
e � p3

e

pe � p2
e p2

e � p3
e pe � 2p2

e þ p3
e pe � 2p2

e þ 2p3
e

0 p2
e � p3

e 0 0

0 pe � 2p2
e þ p3

e p2
e � p3

e pe � 2p2
e þ p3

e

0 0 p2
e � p3

e 0

0 0 pe � 2p2
e þ p3

e 0

0 0 0 p2
e � p3

e

2

6666666666664

3

7777777777775

ð14Þ

B9�5 ¼

1� 2pe þ p2
e 1� pe 1� 2pe þ p2

e 1� pe 1� 2pe þ p2
e

0 0 0 0 0

pe � p2
e 0 0 0 0

0 0 pe � p2
e 0 pe � p2

e

p2
e 0 0 0 0

pe � p2
e p2

e 0 0 pe � p2
e

0 0 p2
e 0 0

0 pe � p2
e pe � p2

e pe 0

0 0 0 0 p2
e

2

66666666666666664

3

77777777777777775

: ð15Þ

K½00000�

K½00100�

K½01100�

K½01000�

K½00110�

K½01110�

K½01101�

K½01111�

K½01010�

2

66666666666666664

3

77777777777777775

¼

ðp3
e þ 2p2

e þ 2pe þ 1Þðp5
e þ 3p4

e þ 3p3
e þ 4p2

e þ 2pþe 1Þ
C1ðpeÞ

p2
eðpe þ 1Þðp5

e þ 3p4
e þ 3p3

e þ 4p2
e þ 2pe þ 1Þ

C1ðpeÞ
peðp7

e þ 3p6
e þ 5p5

e þ 7p4
e þ 7p3

e þ 5p2
e þ 2pe þ 1Þ

C1ðpeÞ
peðp7

e þ 4p6
e þ 8p5

e þ 11p4
e þ 12p3

e þ 9p2
e þ 5pe þ 1Þ

C1ðpeÞ
p4

eðp5
e þ 3p4

e þ 4p2
e þ 2pr þ 1Þ

C1ðpeÞ
p2

eðp2
e þ pe þ 1Þðp7

e þ 3p6
e þ 6p5

e þ 11p4
e þ 11p3

e þ 8p2
e þ 6pe þ 1Þ

ðpe þ 1ÞC2ðpeÞ
p3

eðp7
e þ 3p6

e þ 5p5
e þ 7p4

e þ 7p3
e þ 5p2

e þ 2pe þ 1Þ
ðpe þ 1ÞC1ðpeÞ

p2
eðp2

e þ pe þ 1Þðp7
e þ 3p6

e þ 6p5
e þ 11p4

e þ 11p3
e þ 8p2

e þ 6pe þ 1Þ
ðpe þ 1ÞC2ðpeÞ

p3
eðp7

e þ 4p6
e þ 8p5

e þ 11p4
e þ 12p3

e þ 9p2
e þ 5pe þ 1Þ

C2ðpeÞ

2

66666666666666666666666666666666666664

3

77777777777777777777777777777777777775

; ð16Þ
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where

C1ðpeÞ ¼ p10
e þ 6p9

e þ 20p8
e þ 42p7

e

þ62p6
e þ 72p5

e þ 63p4
e þ 42p3

e þ 20p2
e þ 6pe þ 1

C2ðpeÞ ¼ p11
e þ 7p10

e þ 26p9
e þ 62p8

e þ 104p7
e

þ134p6
e þ 135p5

e þ 105p4
e þ 62p3

e þ 26p2
e þ 7pe þ 1:

ð17Þ

In the case that pe ¼ 1, it is acquired that K½00000� ¼ 1 and

the others are equal to 0.

After the derivation of saturated probability Kk from

(11) and (12), the window utilization UW
GFS of the proposed

GFS scheme under the window size W can be obtained as

UW
GFS ¼

X

k2I

E½Nk
new�Kk

W
; ð18Þ

where E½Nk
new� represents the expected total number of

newly acknowledged data packets that is forecasted in the

next state transition of Sk. It can be computed as

E½Nk
new� ¼

X

j2Mk

P
j
WðkÞS

j
WðkÞ; ð19Þ

where Mk is the set of all possible middle union outgoing

from the state Vk. The parameter P
j
WðkÞ denotes the prob-

ability of the corresponding outgoing middle union j; while

S
j
WðkÞ denotes the newly acknowledged data packets under

the same middle union j. As shown in Fig. 5, for example,

the middle union j ¼ ½01110� is one of the outgoing middle

unions from the state V½00110�. Based on the state index, two

corrupted packets and one new-coming packet will be

delivered since the transmitter can only recognize the first

W ¼ 3 bits due to the window size constraint. Moreover,

the fourth bit as 1 represents the data packet that is pre-

viously correctly received but not properly acknowledged.

The last bit will remain 0 since the next aggregate frame

transmission will not include the corresponding packet.

Finally, according to the middle union j ¼ ½01110�, the

correctness array becomes c ¼ ½01X� where X is denoted as

the don’t-care bit. Therefore, P
j
WðkÞ can be obtained as

pe � ð1� peÞ; while S
j
WðkÞ is computed as 1 since only one

packet is newly acknowledged as correct. Consider another

middle union j ¼ ½11110� of the same state V½00110�, the

correctness array will be c ¼ ½11X� associated with

P
j
WðkÞ ¼ ð1� peÞ2 and S

j
WðkÞ ¼ 3. The reason for S

j
WðkÞ ¼

3 is that the previously correctly received data packet

denoted by the fourth bit in the state index can be detected

as correct in conjunction with the two correct packet

receptions in the current aggregate frame. According to

(18) and (19), the window utilization for the exemplified

state transition diagram of W ¼ 3 can be obtained as

where C2ðpeÞ is specified in (17) and

C3ðpeÞ ¼ p13
e þ 11p12

e þ 47p11
e þ 117p10

e þ 186p9
e þ 190p8

e :

ð21Þ

It concludes the description and derivation of the analytical

model for proposed GFS scheme.

4 Performance evaluation

In this section, model validation of the proposed analytical

models for both the conventional GS mechanism and the

proposed GFS scheme is conducted via the simulations.

Furthermore, the comparison between these two schemes is

performed under different simulation scenarios. The net-

work scenario includes one base station (BS) and multiple

channel contenders, where the channel contenders are

randomly placed within the transmission range of the BS.

The simulations are conducted in the network simulator

(NS-2, [32]) with wireless extension, using the IEEE

802:11n distributed coordination function (DCF) as the

MAC protocol. The parameters utilized in the simulations

are listed as shown in Table 1.

4.1 Model validation

In order to illustrate the effectiveness of proposed ana-

lytical models, both block ACK mechanisms are validated

with simulation results. The window utilization which is

defined as the average number of successfully acknowl-

edged packets of an aggregate frame divided by the win-

dow size W is utilized as the validation index. Figures 6

and 7 illustrate the comparison for window utilization W

with different packet error probabilities pe under the win-

dow size W ¼ 3 and 6, respectively. It can be observed that

U3
GFS ¼

C3ðpeÞ þ 105p7
e � 41p6

e � 168p5
e � 201p4

e � 151p3
e � 72p2

e � 21pe � 3

�3ðpe þ 1ÞC2ðpeÞ
; ð20Þ
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the proposed theoretical models can almost match and

predict the performance of the two schemes via simulation

results, which validates the correctness of proposed mod-

els. Furthermore, in the performance comparison between

the two schemes based on the metric of window utilization,

Figs. 6 and 7 show that the proposed GFS scheme out-

performs the conventional GS mechanism under both

window size W ¼ 3 and W ¼ 6.

The performance gaps between the proposed GFS

scheme and the GS method can be attributed to the dif-

ferent ACK feedback mechanisms. In additional to pro-

viding explicit ACK to each packet in the aggregate frame

after the SSN, the proposed GFS scheme furthermore

implicitly acknowledges the correctly received packets

before the SSN. Contributing to this hybrid method, the

SSN in the proposed GFS scheme will slide faster than that

in the GS mechanism which results in higher window

utilization. All the performance curves in Figs. 6 and 7

have the trend that the window utilization is degraded with

the increase of packet error probability pe. Intuitively, as pe

becomes larger, more packet errors will occur which con-

sequently decrease the window utilization.

4.2 Performance comparison

For the purpose of comparing the performance between the

GFS and the GS mechanisms, three performance metrics

are utilized in the simulations as follows.

1. Blocking Overhead: The number of additional data

packets per second which have been retransmitted due

to the insufficient window size.

2. End-to-End Delay: the duration between the time when

the packet arrives at the transmitter queue and the time

when the packet is successfully acknowledged by the

receiver.

3. Throughput: the total number of successfully received

packets per second.

The comparisons between the proposed GFS scheme and

the conventional GS mechanism under these three metrics

will be performed under different window sizes W , packet

error probabilities pe, and numbers of contending nodes N.

Figures 8, 9 and 10 show the performance comparison

based on the three metrics versus packet error probability

with window size W ¼ 64 under the number of contending

nodes N ¼ 5; 10, and 15. Figure 8 illustrates the compari-

son of blocking overhead between the proposed GFS

scheme and the GS method. The blocking overhead

becomes smaller with the increased number of nodes,

which can be contributed to the smaller system throughput

caused by higher packet collisions from more contending

nodes. With lowered throughput performance, the chance

for the occurrence of additional retransmitted packets will

0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4 0.45 0.5

0.4

0.5

0.6

0.7

0.8

0.9

1

Packet Error Probability

W
in

do
w

 U
til

iz
at

io
n

GFS:Theoretical
GFS:Simulation
GS:Theoretical
GS:Simulation

Fig. 6 Model validation: window utilization versus packet error

probability under window size W ¼ 3
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Fig. 7 Model validation: window utilization versus packet error

probability under window size W ¼ 6

Table 1 Simulation parameters

Parameter type Parameter value

Network area Disk with a radius of 250 m

Simulation time 40 s

Transmission range 250 m

Routing protocol DumbAgent

Traffic type Constant bit rate (CBR)

Data packet size 500 bytes

Number of base station 1

Number of channel contender 5, 10, 15

Queue size 100 packets

PHY data rate 100 Mbps
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consequently be reduced. It is also observed that the

blocking overhead becomes larger with regard to the

increase of packet error probability. As the packet error

happens frequently, it becomes difficult to enlarge the SSN

value in the block ACK packet which causes more packets

outside of the ACK window, i.e., from SSN to

SSNþ ðW � 1Þ, to be retransmitted. Furthermore, as

shown in Fig. 8, the proposed GFS scheme outperforms the

GS method due to its fast-shift mechanism for packet

acknowledgements, which consequently reduce the number

of retransmitted blocked packets. In the proposed GFS

scheme, the receiver can shift the SSN to the maximal

value of 2W � 1; while the GS method can only increase

the SSN value up to W . As a result, the proposed GFS

scheme will cause less blocking overhead compared to the

GS method.

The end-to-end delay under different packet error

probabilities and numbers of nodes is shown in Fig. 9. It is

intuitively to notice that as the number of contending nodes

is increased, more packet collisions and retransmissions

will consequently occur leading to the enlargement of

packet delay. Based on the same reason, the delay will be

prolonged with regard to the increase of packet error

probability since more retransmissions will be required. As

shown in Figs. 6, 7 and 8, the proposed GFS scheme has

higher window utilization and smaller blocking overhead

compared to that from the conventional GS method.

Therefore, more packets can be successfully transmitted in

one aggregate frame by adopting the GFS scheme, which

results in the shorter delay as shown in Fig. 9.

Figure 10 illustrates the comparison of throughput per-

formance between the proposed GFS scheme and the GS

method. It is observed that the system throughput is

decreased as the packet error probability is augmented

since more transmission attempts will be required to

recover the packet errors. Moreover, the throughput per-

formance is decreased in both schemes with the increased

number of nodes, which is contributed to the additional

packet collisions if there exists more channel contenders.

Based on (3) and (18) and Figs. 6 and 7, the window uti-

lization of the proposed GFS scheme is larger than the

conventional GS scheme. Therefore, as shown in Fig. 10,

the system throughput of the proposed GFS scheme will be

higher than that of the GS method since the window uti-

lization is a positive-related metric with respect to the

throughput performance. This result further validates the

effectiveness of our proposed analytical models and the

analysis based on window utilization.

Figures 11, 12 and 13 depict the comparison with

respect to the three metrics versus window size with packet

error probability pe ¼ 0:1 under the number of contending

nodes N ¼ 5; 10, and 15. Figure 11 shows the blocking

overhead performance for the proposed GFS and the

0.05 0.1 0.15 0.2 0.25 0.3 0.35 0.4 0.45 0.5
0

5000

10000

15000

Packet Error Probability

B
lo

ck
in

g 
O

ve
rh

ea
d 

(p
ac

ke
ts

/s
ec

)

GFS: N=5
GS: N=5
GFS: N=10
GS: N=10
GFS: N=15
GS: N=15

Fig. 8 Performance comparison: blocking overhead versus packet

error probability under the window size W ¼ 64
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conventional GS schemes. It is observed that the blocking

overhead becomes larger when the window size is exten-

ded, which can be explained as follows. From the trans-

mitter side, consider that the SSN no of the block ACK

packet is known, the packet with SN in the range from no to

no þ ð2W � 1Þ will possibly be included in the aggregate

frame for the next transmission. After the receiver receives

the aggregate frame, a new SSN nn will be created. There is

potential for the packets with SN in the range from nn þW

to no þ ð2W � 1Þ to induce the blocking overhead. As the

window size increases, this range will be extended which

consequently results in more blocking overhead. Never-

theless, the proposed GFS scheme causes significant less

blocking overhead compared to the GS method owing to its

efficient determination of the SSN value, which has been

described as the explanation for Fig. 8.

The end-to-end delay performance under different

window sizes and number of nodes is shown in Fig. 12. As

the window size becomes larger, there are two situations to

happen which are explained as follows: (a) Since each

aggregate frame can accommodate more packets, the end-

to-end delay is decreased for the reason that packets will

spend less time in the transmitter’s queue; (b) With

increased blocking overhead as in Fig. 11, additional time

is required for the packets to be successfully acknowledged

which contributes to larger packet delay. Based on the joint

effects from these two cases, the end-to-end delay will be

observed to first decrease and then increase as the window

size is enlarged. Moreover, owing to the smaller blocking

overhead and larger window utilization, the proposed GFS

scheme possesses smaller end-to-end delay compared to

the GS method. From the delay performance of Fig. 12, the

evaluation on the throughput metric of Fig. 13 can be

predicted and explained in a similar manner. As the win-

dow size becomes larger, the throughput performance of

both schemes will first be increased and then decreased

afterwards. Similar to the reason as explained in Fig. 10,

due to the less blocking overhead and higher window uti-

lization, the proposed GFS scheme will have significant

throughput gain in comparison with the conventional GS

method. The effectiveness of the proposed mechanism and

analytical models can therefore be perceived, which con-

cludes the performance evaluation of this section.

5 Conclusion

In this paper, a GFS block ACK mechanism is proposed to

alleviate the performance degradation due to insufficient

bitmap within the ACK window. Instead of adopting the
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transmitter-defined SSN in the conventional greedy block

ACK scheme, the design of receiver-defined SSN is uti-

lized in the proposed GFS scheme. The proposed mecha-

nism can effectively reduce the occurrence of packet

retransmissions for those correctly received packets that

are outside of the ACK window. Moreover, based on the

Markovian techniques, the analytical models for both

schemes are also constructed to measure the throughput-

related performance metric, i.e., the window utilization.

Simulations are performed to validate the proposed ana-

lytical models and to evaluate the performance for these

two schemes. It can be observed from the performance

comparison that the proposed GFS scheme can outperform

the conventional greedy scheme on the throughput, delay,

and blocking overhead under different window sizes and

packet error probabilities.
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