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a b s t r a c t

Software as a Service (SaaS) is regarded as a favorable solution to enhance a modern organization’s IT
performance and competitiveness; however, many organizations may still be reluctant to introduce SaaS
solutions mainly because of the trust concern—they may perceive more risks than benefits. This paper
presumes that an organization will augment the trust of adopting SaaS solutions when perceived risks
decrease and/or perceived benefits increase. To gain insights into this issue, a solution framework using
a modified Decision Making Trial and Evaluation Laboratory (DEMATEL) approach is proposed. The core
ecision Making Trial and Evaluation
aboratory (DEMATEL)

logic is to treat perceived benefits and perceived risks as two distinct themes so that a visible cause–effect
diagram can be developed to facilitate the decision makers. A case study is conducted on a Taiwanese
company—one of the world’s leading manufacturers in the niche and specialized resistor markets. The
findings suggest that the case company concern more about strategic-oriented benefits than economic-
oriented benefits and more about subjective risks than technical risks. Some implications are addressed

accordingly.

. Introduction

Cloud services can be viewed as a cluster of service solutions
ased on cloud computing, which involves making computing, data
torage, and software services available via the Internet. Cloud
omputing is carried out on behalf of customers on hardware that
he customers do not necessarily own or operate, which provides
he other types of cloud implementation (e.g., private and hybrid
eployment). When a customer sends out the input data to the
loud, the data will be processed by the cloud service providers, and
he results will be sent back to the customer. Consequently, cloud
omputing can provide the services on demand at lower cost with
reater scalability. Goscinski and Brock (2010) indicated that com-
uting resources hosted within the cloud can perform in many roles
uch as database services, virtual servers, service workflows or con-
gurations of distributed computing systems. More importantly,
loud services based on cloud computing can free an organization
rom the burden of having to develop and maintain large-scale IT
ystems; therefore, the organization can focus on its core business
rocesses and implement the supporting applications to deliver the

ompetitive advantages (Feuerlicht, 2010). Today, cloud services
ave been regarded not only as the favorable solutions to improve
n organization’s performance and competitiveness, but also as the
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new business models for providing novel ways of delivering and
applying computing services through IT.

Generally, cloud services can be divided into three categories:
Software as a Service (SaaS), Platform as a Service (PaaS), and
Infrastructure as a Service (IaaS). Among them, SaaS is regarded
as a potential segment and the utilization of SaaS solutions can
lead to many benefits for enterprise users with profound conse-
quences in improving IT performance (Catteddu & Hogben, 2009).
SaaS delivers applications’ functionality through the media of
the Internet as a service (Sultan, 2010). Although many vendors
announced that the SaaS adoption can bring out promising ben-
efits, yet some organizations are still reluctant to introduce SaaS
solutions due mainly to the trust concern (e.g., data security, net-
work security). In fact, each service model (SaaS, PaaS, or IaaS)
has its own security issues and calls for a different level of secu-
rity requirement in the cloud environment (Catteddu & Hogben,
2009; Subashini & Kavitha, 2010). Some surveys related to cloud
services have enhanced our understandings of the factors involved
in adoption of SaaS solutions. For example, in The Adoption of
Software as a Service in Small and Medium-Sized Businesses (IDC
#205798, 2007), the report remarked that while SaaS has strong
growth potential, small and medium-sized businesses have not
been adopting SaaS as quickly as originally anticipated. Concern
about data security is the factor most frequently cited as discour-

aging the use of SaaS. Marketing efforts are called for, including
establishing appropriate sales channels and deciding how best to
market SaaS to these firms. This report also revealed that market-
ing efforts for the SaaS adoption should highlight the issue of trust
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y enhancing users’ perceived benefits as well as decreasing users’
erceived risks.

In SaaS, Subashini and Kavitha (2010) pointed out that some
ey security elements should be considered, including data secu-
ity, network security, data locality, data integrity, data segregation,
ata access, authentication and authorization, data confidentiality,
eb application security, data breaches, virtualization vulnera-

ility (e.g., weaknesses or flaws of virtualization technologies,
hich allow attackers to reduce a system’s information assurance),

vailability, backup, as well as identity management and sign-on
rocess. Although some studies have addressed possible benefits
nd risks in terms of SaaS adoption, very few have discussed the
ignificance of separating possible benefits/risks into cause/effect
roups. If the factors (e.g., possible benefits and risks) could have
een clustered into cause and effect groups, it would provide more

nsights for the organizations to make better decisions. Moreover,
t would also facilitate the SaaS vendors to take more effective

easures to promote the SaaS adoption. With this motivation, this
tudy aims to develop a solution framework which can distinct the
erceived benefits from the perceived risks so as to help the organi-
ations to make better decisions on the adoption of SaaS solutions.

In fact, the adoption of new technologies or service solutions is
n eternally hot topic because new technologies or service solu-
ions are regarded as the enablers for improving an organization’s
ompetitiveness. Many studies have investigated important factors
ffecting the adoption of new technologies or service solutions. For
xample, Tarafdar and Vaidya (2006) indicated that the adoption
f e-commerce technologies could be affected by such factors as
he role of top management, aspects of organization culture, char-
cteristics of information system professionals, and organization
tructure. Elahi and Hassanzadeh (2009) pointed out that technical,
rganizational and inter-organizational are three essential dimen-
ions for evaluating e-commerce adoption. However, few studies
ave discussed in-depth the determinants of SaaS adoption for an
rganization, with a compact and comprehensive framework.

Technology Acceptance Model (TAM), originally proposed by
avis (1986), has become one of the most extensively used models
hile dealing with the adoption of a new technology or service

olution, partly because of its understandability and simplicity
King & He, 2006). Subsequently, the original TAM has been modi-
ed into different advanced forms, for instance, the first modified
ersion (Davis, Bagozzi, & Warshaw, 1989), the final modified
ersion (Venkatesh & Davis, 1996), TAM2 (Venkatesh & Davis,
000), the Unified Theory of Acceptance and Use of Technol-
gy (UTAUT) model (Venkatesh, Morris, Davis, & Davis, 2003),
AM3 (Venkatesh & Bala, 2008), TAM-Diffusion Theory Model
Lopez-Nicolas, Molina-Castillo, & Bouwman, 2008), among oth-
rs. However, these TAM-related models are lacking of considering
he issue of trust which has been emphasized by several reports
n cloud services. It is believed that trust has the power to affect
ne’s belief in amplifying the acceptance of perceived benefits and
essening the fear of perceived risks. As such, this study is further

otivated to build a solution framework, with consideration of
rust issue, to explore the decisive factors affecting an organiza-
ion’s SaaS adoption.

Another promising approach is the Decision Making Trial and
valuation Laboratory (DEMATEL), which can divide a set of factors
nto cause and effect groups with a causal diagram (Gabus & Fontela,
972; Gabus & Fontela, 1973). With a cause–effect diagram, one can
hen view those in the cause group as the decisive factors affecting
he SaaS adoption. This can enable the SaaS vendors to deeply grasp
ustomer needs and thereby to make effective effort to promote

arketing activities, as well as to allow potential users to conduct
thoughtful analysis for adopting new technologies.

Based on the above motivations, this paper aims to propose a
olution framework with a modified DEMATEL approach which
ation Management 31 (2011) 556–563 557

can explore the key factors affecting an organization’s SaaS adop-
tion. The core logic of the proposed solution framework is to treat
perceived benefits and perceived risks as two distinct themes so
that a visible cause–effect diagram can be developed to help make
better decisions. To demonstrate the applicability of the proposed
approach, a case study is conducted. The rest of this paper is orga-
nized as follows. In Section 2, the proposed solution framework is
elaborated. In Section 3, a case company is studied. Based on the
findings, some managerial implications are discussed in Section 4.
Finally, conclusions, limitations and suggestions for future studies
are addressed.

2. Methodologies

2.1. Dematel

The DEMATEL approach, a mathematical procedure originated
from the Geneva Research Centre of the Battelle Memorial Insti-
tute, was designed to deal with important issues of world societies
(Gabus & Fontela, 1972 1973). Because of the advantages of visualiz-
ing the structure of complicated causal relationships, the DEMATEL
approach has been widely applied in various fields, including ser-
vice quality (Tseng, 2009; Shieh, Wu, & Huang, 2010), portfolio
selection (Ho, Tsai, Tzeng, & Fang, 2011), management system
selection (Tsai & Chou, 2009), technology selection (Shen, Lin, &
Tzeng, 2011), critical success factors (Shieh et al., 2010; Zhou,
Huang, & Zhang, 2011), supplier selection criteria (Chang, Chang, &
Wu, 2011), e-learning programs (Tzeng, Chiang, & Li, 2007), higher
education (Chen & Chen, 2010), employment service outreach pro-
gram (Wu, Li, & Kuo, 2010), importance–performance analysis (Hu,
Lee, Yen, & Tsai, 2009), group decision-making (Lin & Wu, 2008),
among others. The DEMATEL possesses some excellent features.
For instance, it is based on matrices or digraphs which portray a
contextual relation between the elements of the system, in which
a numeral represents the strength of influence. It converts the
cause–effect relationship of factors into an intelligible structural
model. More importantly, it can separate involved factors into a
cause group and an effect group. A modified DEMATEL approach is
proposed below.

2.2. The proposed solution framework

Trust is widely considered as a key factor of success in any types
of e-commerce (Wu, Chen, & Shieh, 2010), it is also true for the
SaaS adoption. Referring to Deutsch (1962), trust is the willingness
of an individual to behave in risky and uncertain situations when
expected benefits surpass perceived risks. When users have low
knowledge or less self-confidence of the situation of vulnerabil-
ity and risk, trust is especially important to reduce users’ perceived
risks. According to Slovic (1992), risk is subjectively defined by indi-
viduals who may be influenced by a wide array of psychological,
social, institutional and cultural factors. This reveals that dealing
with the issues of SaaS adoption requires considering not only the
technical security risks but also the subjective security risks. Evans
and Krueger (2010) exhibited a model related to expected value
of trust. Based on their concept, we presume that trust augments
when perceived risks decrease and/or perceived benefits increase.
That is, perceived risks will act as barriers to the SaaS adoption,
whereas perceived benefits will serve as driving forces.

Based on the aforementioned presumption, the proposed solu-
tion framework is depicted in Fig. 1. Notice that perceived benefits

(PB) and perceived risks (PR) here are treated as two distinct
themes, which require being handled by the DEMATEL approach
separately to obtain the respective cause–effect factors. Further-
more, the results of cause–effect analysis can be combined into a
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Trust of SaaS adoption

PB-PR matrix

Perceived benefits (PB) Perceived risks (PR)
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3.1. The case company
Fig. 1. The proposed solution framework.

B–PR matrix, which serves as a causal map to offer visible insights.
n sum, the proposed solution framework embraces three main
teps: (1) selecting a set of PB and PR for the SaaS adoption; (2)
sing the DEMATEL to conduct the cause–effect analysis through
reating the initial direct-relation matrix, normalizing the initial
irect-relation matrix, and completing the total-relation matrix;
nd (3) building the PB–PR matrix. The DEMATEL and the PB–PR
atrix are further explained as follows.
The conventional DEMATEL contains four main steps: gener-

ting the initial direct-relation matrix, normalizing the direct-
elation matrix, attaining the total-relation matrix, and producing
causal diagram (Wu, 2008). Unlike many conventional DEMATEL

elated studies (Fontela & Gabus, 1976; Wu, 2008; Wu & Lee, 2007)
hich merely dealt with one theme, this paper develops a modi-
ed DEMATEL approach to dealing with two themes (i.e., PB and
R), coupled with an integrated causal map (i.e., PB–PR matrix).

Let vector D and vector R respectively denote the sum of rows
nd the sum of columns from the total-relation matrix. The horizon-
al axis (D + R), named “Prominence,” reveals how much importance
he factor has; the vertical axis (D − R), named “Relation,” divides
actors into a cause group and an effect group. The factor belongs
o “cause group” if (D − R) is positive, whereas it belongs to “effect
roup” if (D − R) is negative (Wu, 2008; Wu & Lee, 2007). How-
ver, there is a primary difference between our modified DEMATEL
nd the conventional DEMATEL. Our modified DEMATEL intends
o combine two causal maps into the PB–PR matrix. The value of
D + R) of each factor of the PR requires transforming “positive” into
negative” such that the cause–effect factors of PR are located in
uadrant II and Quadrant III, and that the cause–effect factors of
B are positioned in Quadrant I and Quadrant IV (Fig. 2). To boost
he trust of SaaS adoption, one should always focus on two cate-
ories of factors—the “cause factors” of PR in Quadrant II and PB in
uadrant I. This is the basis of our modified DEMATEL approach.

Mathematically, the solving steps of the proposed modified
EMATEL can be further narrated as follows:

tep 1. Generating the direct relation matrix

The initial direct-relation matrix Z is a n × n matrix obtained
y pair-wise comparisons in terms of influences and directions
etween criteria, in which zij is denoted as the degree to which
he criterion i affects the criterion j, i.e., Z = [zij] .
n×n

tep 2. Normalizing the direct relation matrix
Fig. 2. The PB–PR matrix.

The normalized direct-relation matrix X, i.e., X = [xij]n×n
and

0 ≤ xij ≤ 1 can be obtained through the formulas (1) and (2), in which
all principal diagonal elements are equal to zero:

X = s · Z (1)

where

s = 1

max
1≤i≤n

∑n
j=1zij

, i, j = 1, 2, ..., n (2)

Step 3. Attaining the total relation matrix

Once the normalized direct-relation matrix X is obtained, the
total-relation matrix T can be acquired by using the formula (3), in
which I denotes the identity matrix:

T = X(I − X)−1 (3)

Step 4. Producing a causal diagram

The sum of rows and the sum of columns are separately denoted
as D and R through the formulas (4)–(6):

T = [tij]n×n
, i, j = 1, 2, ............., n (4)

D =

⎡
⎣

n∑
j=1

tij

⎤
⎦

n×1

= [ti]n×1 (5)

R =

⎡
⎣

n∑
j=1

tij

⎤
⎦

1×n

= [tj]n×1 (6)

In these equations, vector D and vector R denote the sum of rows
and the sum of columns from total-relation matrix T, respectively.

Step 5. Building a cause–effect diagram

A causal diagram can be acquired by mapping the dataset of
(D + R, D − R), where the horizontal axis (D + R) is made by adding D
to R, and the vertical axis (D − R) is made by subtracting D from R.

3. Case study
The SaaS solution is considered as an effective way to enhance
an organization’s IT competitiveness because it comprises several
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Table 1
The initial direct-relation matrix for perceived benefits.

PB1 PB2 PB3 PB4 PB5 PB6 PB7 PB8

PB1 0 1 4 0 4 3 2 2
PB2 3 0 3 3 4 2 2 2
PB3 4 2 0 0 4 1 0 1
PB4 1 1 0 0 1 1 2 1
PB5 4 3 4 1 0 0 0 1
PB 1 1 0 0 0 0 2 2

tiality of corporate data. The SaaS, a leading type of cloud services,
can be viewed as a hopeful business model on the value proposi-
tion of offering such benefits as better flexibility and scalability of
IT resources with lower costs. The value proposition is an essential

Table 2
The initial direct-relation matrix for perceived risks.

PR1 PR2 PR3 PR4 PR5 PR6 PR7

PR1 0 3 3 3 4 2 3
PR2 3 0 3 4 4 2 3
PR 3 1 0 1 1 3 1
W.-W. Wu et al. / International Journal o

enefits, including speedy deployment, lower initial costs, no need
or software maintenance, IT staff savings, among others. In Taiwan,
owever, the SaaS is still at an introductory stage. In particular,
ost of the small and medium enterprises (SMEs) are not famil-

ar with the SaaS solutions. It reflects that the vendors’ marketing
fforts might be insufficient. But, more importantly, it requires
mproving the trust which involves both users’ perceived benefits
nd perceived risks for the SaaS adoption.

Many Taiwanese SMEs are in effect facing severe decreasing
rofit margins due to the vying competition from Japan, Korea and
hina. Nonetheless, the case company F is an outstanding SME in

ts advanced technologies with high operating margin of around
0%. The case company was established in 1969 and now has dis-
ributors in USA, Belarus, Israel, Japan, Singapore, France, Germany,
oland, and so on. It is one of the world’s leading manufacturers in
he niche and specialized resistor markets (especially focusing on
ermany and Japan markets). F Company is wishing to serve as an
dvanced resistor technology platform with emphases on high flex-
bility and automation, high quality, customization, professional
&D service team, one-stop shopping, just-in-time delivery system,
nd application consulting.

Recently, F Company considered the use of SaaS as a favorable
ay to perform sourcing strategies, and tried to introduce SaaS

olutions from Salesforce.com for customer relationship manage-
ent as well as from Workday.com for human capital management.

his company has certain understandings about the merits of the
aaS adoption that can enhance the IT competitive advantages, yet
t is still seeking for a systemic way to assess the potential benefits
nd risks. Due to lack of time and knowledge to conduct research
n the SaaS adoption, F Company has sought one of the authors to
evelop the proposed solution framework for use. The following
hows how F Company successfully utilized the proposed solution
ramework to explore the decisive factors affecting its intensions
n the SaaS adoption.

First, F Company followed our proposed solution framework
y forming a task force group of five key persons, including the
eneral Manager and four managers from marketing, production,
nancial, and information technology departments. After several
roup meetings, they decided to refer to IDC report (2009) “New IDC
T Cloud Services Survey: Top Benefits and Challenges” by select-
ng eight perceived benefits: PB1 (pay only for what you use), PB2
easy and fast to deploy to end-users), PB3 (monthly payments),
B4 (encourages standard systems), PB5 (requires less in-house IT
taff, costs), PB6 (always offers latest functionally), PB7 (sharing sys-
ems with partners simpler), and PB8 (seems like the way of future).

oreover, they chose seven perceived risks from a recent work by
ubashini and Kavitha (2010), which included PR1 (data locality and
ecurity), PR2 (network and web application security), PR3 (data
ntegrity and segregation), PR4 (authentication and authorization),
R5 (virtualization vulnerability), PR6 (data access and backup), and
R7 (identity management and sign-on process).

Then, the modified DEMATEL approach was utilized to con-
uct the cause–effect analysis. Several tasks were completed here,

ncluding assessing the relationship between criteria using such
inguistic scale as 0 (no influence), 1 (very low influence), 2 (low
nfluence), 3 (high influence), and 4 (very high influence); acquiring
nd aggregating the assessments of decision makers; conducting
he initial direct-relation matrix, the normalized direct-relation

atrix using formulas (1) and (2), the total-relation matrix using
ormula (3); and building the cause–effect diagram using formulas
4)–(6).
.2. The results

To demonstrate the step-by-step details in implementing the
roposed modified DEMATEL approach, the following tables are
6

PB7 0 1 1 2 0 0 0 1
PB8 2 1 1 2 4 1 1 0

detailed. Tables 1 and 2 reveal the initial direct-relation matrix
for perceived benefits and the initial direct-relation matrix for
perceived risks, respectively. Tables 3 and 4, display the nor-
malized direct-relation matrix for perceived benefits and the
normalized direct-relation matrix for perceived risks, respectively.
Tables 5 and 6, present the details of the total-relation matrix for
perceived benefits and the total-relation matrix for perceived risks,
respectively. It should be noted that arithmetic mean method is
often used to aggregate the decision makers’ assessments. The
arithmetic average, however, is not necessarily representing the
consensus of group decisions. Therefore, the majority rule was
employed instead to carry out the group decision-making in the
case study.

According to Tables 5 and 6, we can build the PB–PR matrix
displayed in Fig. 3. One could obviously see that PB2 (easy and fast
to deploy to end-users) was the most influential factor among the
eight perceived benefits, followed by PB8 (seems like the way of
future). On the other hand, PR1 (data locality and security) was the
foremost concern among the seven perceived risks, followed by PR4
(authentication and authorization).

4. Discussion and implications

Referring to Mehrtens, Cragg, and Mills (2001), the SaaS adop-
tion could be influenced by a set of factors such as an organization’s
characteristics and competitive strategies, influences of internal
and external parties on the adoption decision process, perceived
benefits of the new technology, and organizational readiness. In
addition, an organization needs to consider other factors when
identifying its suitability for the adoption of cloud computing.
These include the size of the IT resources, the utilization pattern
of the resources, sensitivity of the data they are handling, and crit-
icality of work done by the organization (Misra & Mondal, 2010).
Referring to Catteddu and Hogben (2009), among possible reasons
for using cloud services, the foremost reason is avoiding capital
expenditure in hardware, software, and IT support, followed by the
flexibility and scalability of IT resources. The main concerns with
regard to using the cloud services include privacy, availability of
services and/or data, integrity of services and/or data, and confiden-
3

PR4 1 3 0 0 1 4 4
PR5 2 4 0 1 0 4 1
PR6 2 2 2 3 4 0 2
PR7 2 3 0 3 1 1 0
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Table 3
The normalized direct-relation matrix for perceived benefits.

PB1 PB2 PB3 PB4 PB5 PB6 PB7 PB8

PB1 0.000 0.053 0.211 0.000 0.211 0.158 0.105 0.105
PB2 0.158 0.000 0.158 0.158 0.211 0.105 0.105 0.105
PB3 0.211 0.105 0.000 0.000 0.211 0.053 0.000 0.053
PB4 0.053 0.053 0.000 0.000 0.053 0.053 0.105 0.053
PB5 0.211 0.158 0.211 0.053 0.000 0.000 0.000 0.053
PB6 0.053 0.053 0.000 0.000 0.000 0.000 0.105 0.105
PB7 0.000 0.053 0.053 0.105 0.000 0.000 0.000 0.053
PB8 0.105 0.053 0.053 0.105 0.211 0.053 0.053 0.000

Table 4
The normalized direct-relation matrix for perceived risks.

PR1 PR2 PR3 PR4 PR5 PR6 PR7

PR1 0.006 0.158 0.158 0.158 0.211 0.105 0.158
PR2 0.006 0.000 0.158 0.211 0.211 0.105 0.158
PR3 0.008 0.053 0.000 0.053 0.053 0.158 0.053
PR4 0.011 0.158 0.000 0.000 0.053 0.211 0.211
PR5 0.011 0.211 0.000 0.053 0.000 0.211 0.053
PR6 0.000 0.105 0.105 0.158 0.211 0.000 0.105
PR7 0.003 0.158 0.000 0.158 0.053 0.053 0.000

Table 5
The total-relation matrix for perceived benefits.

PB1 PB2 PB3 PB4 PB5 PB6 PB7 PB8 D R D + R D − R

PB1 0.269 0.228 0.425 0.109 0.463 0.266 0.210 0.249 2.218 2.241 4.459 −0.022
PB2 0.439 0.201 0.415 0.270 0.505 0.246 0.241 0.274 2.593 1.502 4.094 1.091
PB3 0.431 0.255 0.242 0.096 0.451 0.175 0.111 0.191 1.950 2.047 3.998 −0.097
PB4 0.144 0.117 0.096 0.055 0.155 0.102 0.155 0.115 0.940 1.059 1.999 −0.119
PB5 0.451 0.307 0.434 0.151 0.301 0.145 0.121 0.201 2.112 2.464 4.575 −0.352
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PB6 0.130 0.105 0.081 0.054 0.102 0.
PB7 0.077 0.099 0.110 0.140 0.088 0.
PB8 0.300 0.188 0.244 0.184 0.399 0.

art of a business model, which usually places emphasis on pro-
oting the possible benefits to users. However, it requires the trust

n ways that increases the perceived benefits and/or decreases the
erceived risks for users. Being indecisive to introduce SaaS solu-
ions may be regarded as a trust problem involving users’ perceived
enefits and risks.

Referring to Fig. 3, we can obtain some interesting findings about
ow F Company will consider introducing the SaaS services. In the
spect of perceived benefits, F Company seemed to be strategic-
riented rather than economic-oriented because the foremost two
enefits were PB2 (easy and fast to deploy to end-users) and PB8
seems like the way of future). This finding has revealed F Com-
any’s most desires for adopting SaaS solutions. Therefore, the SaaS
endors should emphasize the strategic-oriented benefits to cope
ith F Company’s needs. In the aspect of perceived risks, on the

ther hand, F Company’s concerned mostly about PR1 (data local-
ty and security) and PR4 (authentication and authorization). In fact,

oth PR1 and PB8 are subjective, rather than technical, because
ost organizations normally dislike completely lacking for own-

rship and control of the cloud computing implementation. This
nding has suggested that the SaaS vendors should place more

able 6
he total-relation matrix for perceived risks.

PR1 PR2 PR3 PR4 PR5

PR1 0.021 0.442 0.273 0.419 0.450
PR2 0.019 0.261 0.240 0.417 0.400
PR3 0.014 0.173 0.058 0.170 0.168
PR4 0.020 0.351 0.099 0.215 0.247
PR5 0.019 0.371 0.101 0.242 0.190
PR6 0.012 0.315 0.181 0.335 0.369
PR7 0.011 0.292 0.069 0.289 0.185
0.149 0.155 0.824 1.170 1.994 −0.346
0.043 0.095 0.692 1.176 1.868 −0.484
0.145 0.118 1.727 1.398 3.126 0.329

emphases on the subjective aspects in lessening F Company’s secu-
rity worries. The finding has provided the SaaS vendors with useful
information to know the F Company’s intent. That would certainly
facilitate the SaaS vendors to develop a better starting point for a
customized assessment. In sum, the findings are beneficial to both
SaaS vendors and case company in that the vendors can offer bet-
ter individual customization with the flexibility of adjusting selling
points, whereas the case company can request more suitable cus-
tomization needs for use.

The SaaS solution is a sort of advanced online service as well
as a new-fangled type of e-commerce. For the purpose of pro-
moting conventional e-commerce, some studies have noticed the
importance of perceived risk or trust. For example, Crespo and del
Bosque (2010) identified three influential factors including atti-
tudes toward e-commerce, subjective norm, and perceived risk.
Moreover, Cho (2010) accentuated that customer needs can be sig-
nificantly affected by such factors as unease of delivery, complexity

of services, trust and reliability. However, no studies have system-
ically discussed the SaaS adoption with the viewpoint of perceived
benefits, risks and trust. From the view of trust, this paper high-
lighted the different importance between perceived benefits and

PR6 PR7 D R D + R D − R

0.401 0.399 2.405 0.116 −2.521 2.288
0.364 0.362 2.062 2.205 −4.267 −0.142
0.266 0.158 1.008 1.020 −2.028 −0.013
0.382 0.373 1.687 0.000 −1.687 1.687
0.370 0.219 1.511 2.009 −3.520 −0.498
0.226 0.280 1.717 2.212 −3.929 −0.494
0.203 0.143 1.192 1.935 −3.127 −0.742
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erceived risks, which are in effect two diverse concepts (like sat-
sfaction and dissatisfaction). The proposed solution framework can
erve as a useful tool for SaaS vendors to grasp the customer knowl-
dge. More importantly, the solution framework can also facilitate
company to explore the imperative factors so as to further make
ecisions on the SaaS adoption.

Needless to say, discovering the key perceived benefits as well
s perceived risks involved in the SaaS adoption can not only help
nterprise users gain insights into the SaaS adoption process, but
lso help SaaS vendors obtain inspirations in developing more
ffective marketing actions. Furthermore, to deal with the issue
hy organizations are still reluctant to introduce SaaS solutions, we
ay broadly divide the problem into B type (perceived benefits sur-

ass perceived risks) and R type (perceived risks surpass perceived
enefits). For B type, the SaaS vendors require making sure of the
elling point regarding what perceived benefits an individual user
ould prefer to, whereas the user necessitates selecting a superior

endor for successful adoption. For R type, the SaaS vendors need
o reduce security risks of SaaS adoption through demonstrating
he best practices of celebrity firms as well as expert recommen-
ations, whereas the user requires making sure of what perceived
isks really matter.

Although some reports noted that many organizations nowa-
ays are still reluctant to introduce SaaS solutions mainly because
f the trust issue—they may perceive more risks than benefits, yet
ew studies have so far addressed this issue in a systematic and
rofound way. To add contribution to this, the present paper has
evised a novel framework to explore the critical factors affect-

ng the advancement of SaaS adoption, using the concept of the
rust model coined by Evans and Krueger (2010), in conjunction

ith a modified DEMATEL technique. More specifically, the main

ontributions of this work include the following. First, unlike some
revious studies on e-business that have dealt with the trust issue
y treating PB and PR individually or in separate models, this paper
PB–PR matrix.

combined such distinct themes (PB and PR) into a model for cloud
service issues. As such, this paper can provide more informative
message to both SaaS vendors and enterprise users to help iden-
tify the root causes leading to SaaS adoption. Second, this paper
developed a discernible PB–PR matrix that simultaneously exhibits
two sets of cause–effect factors in the DEMATEL, vis-à-vis the con-
ventional DEMATEL handling the cause–effect relations for one
theme only. The PB–PR matrix is handy-dandy for the SaaS ven-
dors to develop effective marketing strategies. It is also manifest
for the potential users to remove their barriers should they wish to
introduce SaaS solutions. Third, to the best of authors’ knowledge,
this paper is a pioneering work integrating the trust model of two
distinct themes with DEMATEL approach for the issue of SaaS adop-
tion. In theory, it adds to the literature with novel methodological
framework; in practice, it also helps the dilemma of adopting the
SaaS for a real company.

The values of using our proposed new framework may include
the following. It splits complex factors into two themes – PB & PR
– and further produces an integrated causal map for the distinct
themes, which can manifestly provide the decision makers with
perceivable and comprehensive information (key factors) such that
they can easily focus on the root causes to develop effectual actions.
If PB and PR are mixed in one theme, it may result in an endless
dispute about which one is more important: PB or PR? Besides,
the integrated causal map based on the PB–PR matrix is ratio-
nal and helpful to serve as a constructive communication tool for
receiving cooperation or support from the stakeholders, which can
certainly enhance a company’s competitive advantage. Without the
proposed framework, one can hardly achieve an integrated causal
map to advance the quality of decision-making and, thereby, to

facilitate the process of transforming strategic objectives into effec-
tive actions. Last but not least, the proposed framework should be
applicable for dealing with the adoption issues of other new tech-
nologies or service solutions, which deserve further exploration. It
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s recommended that both vendors and users utilize our proposed
ramework to look into PB and PR together so as to identify the most
ritical concerns about the SaaS adoption. The ultimate goal is to
xpedite the adoption of SaaS solutions at the individual, business,
nd government levels to enhance the worldwide competitiveness
f a nation.

. Concluding remarks

.1. Conclusions

We presumed that SaaS adoption is a trust issue involving per-
eived benefits and perceived risks, as also argued by Evans and
rueger (2010). The present paper has proposed a solution frame-
ork that employs a modified DEMATEL approach to cluster a
umber of criteria (perceived benefits and perceived risks) into
cause group and an effect group, respectively. The proposed

ramework can handle two themes (PB and PR) and build a PB–PR
atrix to display four segments regarding the cause–effect factors

f perceived benefits and perceived risks. This added an important
ontribution to literature.

To demonstrate the application of the proposed solution frame-
ork, a case study was successfully presented. The findings have

xplicitly revealed the root causes such that the enterprise users
an remove the critical barriers that hindered the SaaS adoption.
he findings have also provided the SaaS vendors with a clue to
evelop more effective marketing strategies to promote the growth
f SaaS business.

In sum, the present paper has contributed to the extension of
ractical applications of DEMATEL in the field of cloud services,
nd has proposed a valuable solution framework for dealing with
he SaaS adoption with consideration of trust issue. Specifically,
he proposed framework is advanced and practical because it can
eal with two themes – perceived benefits and perceived risks –
ogether with producing a visible cause–effect map, which is help-
ul to perform better decision-makings (for the enterprise users)
nd to initiate more effective marketing strategies (for the SaaS
endors). The case study has also successfully demonstrated the
pplicability of the proposed framework. It provides a paradigm for
ther organizations to systemically look into the complex factors
hile planning to introduce the SaaS solutions.

.2. Limitations and directions for future studies

The study has some limitations. First, the study only conducted
case study for F Company in Taiwan; the findings should not

e generalized to other enterprise users. Second, the case com-
any formed a task force which determined to make use of fifteen
riteria—eight perceived benefits and seven perceived risks, and
tilized the majority rule to reach a group conclusive value for each
riterion. It is believed that different enterprises may have different
oncerns (criteria) about the SaaS adoption and they may also have
ifferent decision-making processes. In this sense, it is worthwhile
o perform more cases study in order to unearth new criteria as well
s to attempt other promising decision-making processes. Third,
he proposed modified DEMATEL approach was the first attempt in
iterature to undertake two dimensions (PB and PR) of casual anal-
ses. It would be more practical if one could extend the analysis
y introducing more criteria in other dimensions, such as finan-
ial aspect and customer satisfaction, to the SaaS adoption in the
uture study. Moreover, the trust addressed in this paper may be

ather limited. Other types and definitions of trust deserve further
xploration in the future research as well.

It is interesting to further examine the difference between
dopted and non-adopted companies for the SaaS solutions. In
ation Management 31 (2011) 556–563

the future, one can conduct such a comparison study to explore
more insights regarding the SaaS adoption. Finally, the proposed
DEMATEL approach offers the means to explore micro-level knowl-
edge about SaaS adoption. Other creditable models such as TAM,
UTAUT, and TAM-Diffusion Theory Model may also provide the
means to examine the macro-level knowledge on SaaS adoption. It
deserves further explorations as well. It may be favorable to link a
micro-level approach (e.g., the proposed modified DEMATEL) with
a macro-level one (e.g., TAM-Diffusion Theory Model) in order to
gain more in-depth insights into the similar issues in the future
research.
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