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Abstract

In the recently year, the WiMAX becomes one of the most popular solutions for next generation
wireless network. With the growth of mobile devices, the handoff issue is a hot topic in the mobility
research. The WiMAX End-to-End Network Architecture proposed by WiMAX Forum is a newly
architecture of wireless network, and the ASN and CSN anchored mobility are the basic mobility
management for WIMAX networks. In this thesis, we implement the R4 mobility and a
pre-constructing data path method in WiMAX environment. The handoff packet loss and handoff
delay are evaluated in the proposed methods. The numerical results show that the network assisted

mobility management can improve the handoff performance and reduce the packet loss.



hipd EOR YT FARMR A ERR PRI L XFE ek E
PANGE AR P REGRLE TR D2 Fanth i Bt e o AL
R EY EF BN (SR AT @RS et 4 s ek il 2
B B e

BELDP TP R RFADFT R b AP £F B BRI 2P
B (e ~ 35 Gl RHONE R SHRP(FEFT RP)DERY S 22

B4 B 0 3 8 AR ARth A K LR R R A SGRA G

R AT AL ERERR I BT R L S RATTHS 2N
_’ri’”}"th%o

&]ngr%g fravp e AR REAT T LY 5 k0 T RN
BAGREE L AR B L RBAR RN R BAE YIRS B2 &
FIRIIRDLT % o AHATHRE 5 BHMEZ LT e g RR
ST 7 el = (AL 425 B2 S shih) o R T 4 e R
AR BRIE 0 AR IR ALY o S R PR F R B AR
A & -

BREFREHAREHRA o N P AT ERB LR PR AR
EREPF S AP CEANL S - Ry AFTAS G R Bl 4 F
FTAE B B A LR MR K Y A AT T AR BB hE AT e

PERSFO Y oG BRI ¢ F o AH R Es E R ERER



Contents

Chapter 1 INtrOQUCTION.......coiiieeeeee ettt st sne e 1
Chapter 2 BaCKQIOUNG..........eoueieieieetiriesteiet ettt ettt ettt se e st sne e 5
2.1 Network FUNCHIONAI ENLILY ....cocvveiieieiiic e se ettt sen e s sane e 6
2.1.1 Access Service NetWOrK (ASN) .....c.ooieieriieerertee ettt 6
2.1.2 Connectivity Service NetWork (CSN) .....cc.coveireririnerieieeseseseee e 7

2.2 REferenCe POINES.......cccoiiiriiie s fietiie e oietisane ettt e se e 8
2.2.1 Inter Network FunctionEntity Reference Point=..............ccccoevivinenencncinencneee 8
INtra-ASN RETErenCe POINT. ... i, oot i Fe it e ettt 9
Chapter 3  Mobility Management in WiMAX Network Reference Model..............cocueee.. 11
3.1 The WiMAX End-to-End ProtoCol Stack..........cceererereiieiiinineeceeeseeeeee 11
3.2 ASN ANCOred MODITITY ...c.coveeeiiriinieieiee e 14
3.2.1 HO Preparation PRESE........cceciieiieiieieeieeree e see st sts st teesteesteeste e sreesnaesnae e 16
3.2.2 HO ACLION PRESE ...ttt st neen 17

3.3 CSN ANChOred MODITITY....c.ccieeieirienieieiee e e 18
B RA MODITILY .ot ee e es s s e es e es e s ee s eeseeee e sesseessenereeesees 19
3.5 The Pre-constructing Data Path ...........ccoeieririniereceeeese e 22
Chapter 4 Performance EValUALION..........cccoouerieieirinerieieeeeee ettt 25



A1 EVAIUATION TOO ..ottt ettt e e e et et e e e s e e e eeeeesssasesaeeeeeesesanseneeeeeeas 25

4.2 Evaluation ENVIFONMENT.........ccieiiiieieieseeeeste sttt ste et sseesaensesneennens 26
4.3 EVAIUALION CASES ...ueeietieieie sttt ettt et ettt et sttt e st e sbe e s e besbeeatebesbesneensenaeene 27
4.4 NUMEFICAI RESUILS ...ttt sttt et e sne e esesee e 28
Chapter 5 Conclusion and FULUIre WOTK ..o 31
71 o] [ToTo [T o] )Y 28 PP 33



List of Figures and Tables

Figure 1 Relationship between IEEE 802.16 series and NWG End-to-End Network

ATCRITECTUNE ..ot 3
Figure 2 The WiMAX Network Reference Model (NRM).........ccovveveveenenieneniienens 6
Figure 3 The intra-ASN Reference Point (R6, R7, R8).......c.cccevveeeeviieieceeeceeene, 10
Figure 4 The End-to-End Network Architecture Protocol Stack ...........cccceeeverenennene 12
Figure 5 ASN and CSN Anchored Mobility ..........ccccvevieieeiiceceeeceee e, 13
Figure 6 Message Flow of ASN Anchored Mobihity............c..coceveveniniinininincnieee 16
Figure 7 CSN Anchored Mobility by DHCP-and PMIP protocols ............ccccccevenenene 19
Figure 8 The inter-ASN Mobility (R4 Mobility) DataPath ...........ccccceeevvvererceennenen. 21
Figure 9 R4 Mobility Message FIOW.............c...cciimiiinieniceceeeeeeee e 22
Figure 10 The Predictive Data Path Establishment ... 24
Figure 11 Evaluation ArChiteCtUIE .........ccueiuieiieciecieceseee e 26
Figure 12 Experiment with CSN Anchored Mobility (R3 mobility) .........cccccvevenneee. 29
Figure 13 Experiment With R4 Mobility ........cccccevieiieieceeeeeeeeeee e 30
Figure 14 Experiment with Pre-establish Data Path............cccocevineninnnninneee 30
Table 1 The Setting of EXPEriMENt ........c.coveiirieriieieseeie et 27
Table 2 The Packet Loss Comparison While Handoff............cccooeeeiieiiieceeeeee, 30

vi



Chapter 1

Introduction

With the growth of the wireless netwaorks, in recently year, there are various
information services that are supported by the Internet such as VoIP (Moice over IP),
multimedia, and real time transmissions.-However, the Internet services grow day by
day, the high bandwidth and wide radio coverage are necessarily for the network
subscribers. The end users can connect to the wireless network not only by the
computers but also by the mobile devices such as cell phone, personal digital assistant
(PDA), and laptops. Because the handheld devices are so popular and convenience,
and devices roaming makes network mobility become an important issue for the
wireless network to support users to roam around the wireless environment.

IEEE 802.16 series, also known as Worldwide Interoperability Microwave
Access (WiMAX), is one of the most popular solution for next generation wireless
networks. In particularly, WiMAX has cell range of 30 miles and non-line-of-sight
(NLOS) technology based on orthogonal frequency division multiplexing (OFDM), it
can construct a metropolitan network that the wireless signal could be received

everywhere. Because WiIMAX uses different broadband technology from the IEEE
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802.11 (WLAN), there will be 70 Mbps data rate in WiMAX network, which is much
better than the IEEE 802.11 wireless network (WLAN) that has several limitations
such as narrow transmission coverage and the interference problem.

Now, WiMAX is an ongoing project in the WiMAX forum [1], and this group
has specified the series of 802.16 standards. The IEEE 802.16-2004 standard [2]
standardizes the air interface for fixed broadband wireless access systems. It specified
the physical layer (PHY) and Medium Access Control layer (MAC) for fixed WiMAX
networks. The IEEE 802.16-2004 is followed by the IEEE 802.16e-2005 standard [3],
approved as an amendment to the 802.16-2004, it specified the combined fixed and
mobile broadband wireless access systems in PHY and MAC layers. In the end of
year 2007, the IEEE 802.16g-2007 [4] was published for the Management Plane
Procedures and Services. But, these series of standards only define the PHY and the
MAC air link primitives between one MS (Mebile. Station) and one BS (Base Station)
for functions required in WiMAX mnetwork,-such as network entry and selection,
quality of service (QoS) related parameters,.power management modes, and mobility
management.

However, the network architecture of WiMAX network environment is out of
scope of the IEEE 802.16 standards. Therefore, in January 2005, the WiMAX forum
specified the WIMAX Forum Network Architecture [5] by the Network Working
Group (NWG), and the architecture is called WiMAX End-to-End Network
Architecture. The architecture detailed defines the whole WiMAX network scope
except the air link between MS and BS. The network architecture specifies various
network components with different functions that construct an end-to-end
environment. In addition to the network reference model of WiMAX network, it also
specifies the functions such as mobility management between BS and other network

components, power-saving management between MS and the networks, MS profiles
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that are managed and stored by the network function, packet forwarding path between
BS and ASN gateway, IP mobility of the MS, authentication between MS and the
network, and the reference point connection between any two network components.
Currently, the NWG has released the newest version 1.2 of WiMAX Forum Network
Architecture, and it will be improved to version 1.5 at the end of year 2008. Figure 1
shows the relationship between IEEE 802.16 series standards and the NWG WiMAX

Network Architecture.

IEEE 802.16 series NWG End-to-End Network Architecture

N ASN & CSN
55 | €—Radio Access=—P> B3

=Wired Access= Network
Mobile Station
Base Station
PHY PHY
MAC MAC

Figure 1 Relationship between IEEE 802.16'seriesiand NWG End-to-End Network Architecture

As mentioned above, the increasing mobility of the wireless network users
makes the MS handoff between two BSs frequently. Recently, so many researchers
have focused on the topics of wireless network mobility and handoff. Most of them
focus on the handoff mechanism between MS and BS, and try to improve the
performance and throughput by modifying or re-designing the PHY and MAC layer
protocols. Fewer researches have considered the WiMAX Network Architecture for
mobility management improvement. But the WiMAX network reference model plays
an important role in mobility management of the end-to-end environment. Therefore,
the issue how to improve the mobility management of network architecture is also a

hot topic in the high mobility network environment.



In this thesis, we implement the WiIMAX Network Reference Model (WiMAX
NRM) that can support the network mobility management. The ASN anchored
mobility, CSN anchored mobility and R4 mobility are implemented, and we suggest
that the R4 mobility can be used to replace the CSN anchored mobility. We also
design a pre-constructing data path method for the path registration, and compare it
with CSN anchored mobility and R4 mobility. Except for PHY and MAC layer
protocol of the IEEE 802.16 standards, we emulate the whole NWG WIMAX
Network Architecture which includes the complete network function entities. Based
on the proposed emulator, we estimate the packet loss of these mobility methods. We
believe that the network architecture is an important factor that can affect the mobility
management and handoff performance.

The rests of this thesis is organized as follows. Chapter 2 introduces the whole
WiIMAX Network Reference Model. Chapter 3 characters the different mobility
methods, ASN anchored mobility, \CSN-anchored-mobility, R4 mobility and our
pre-constructing data path method"in the WiMAX end-to-end network environment.
Chapter 4, evaluation, shows that the evaluation of packet loss in different mobility

methods, and the end of this article are chapter 5, conclusion and feature work.



Chapter 2

Background

The WiMAX network architecture ‘can-be,logically presented by the Network
Reference Model (NRM), which divides :all. the functional entities into different
blocks that have different capabilities; As illustrated in Figure 2, the WiIMAX NRM
divides the whole network architecture into three’ major network function entities,
Mobile Station (MS), Access Service Network (ASN), and Connectivity Service
Network (CSN). Also, the graph sketches the reference point connection between any
two network components. In Figure 2, the solid line presents that there are Bearer
Plane protocols between two network components, and the dotted line presents the
Control Plane protocol, they are all in the scope of reference points. We introduce

these two parts, network function entity and reference point in following sections.
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Figure 2 The WiMAX Network Reference Model (NRM)

2.1 Network Functional Entity
2.1.1 Access Service Network (ASN)

The ASN defines a logical boundary of the network access service, and it
consists of at least one BS and at least one ASN Gateway (ASN-GW), which provides
the network access for the MS to access the network. In the ASN network, BS
provides the L1 (PHY Layer) and L2 (MAC Layer) functions for the MS to access the
radio network and also has a connection to ASN-GW for delivering the L3 (Network
Layer) messages. The ASN-GW in the ASN network plays an important role [16], in
which it handles all the packets that sends and receives to and from the outer networks.
ASN also is a middle proxy server between MS and CSN network that gathers all the
information which MS needs. There are network functions between BS and ASN-GW,

including data path (DP), context, handover (HO), authentication, service flow (SF),
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paging control (PC), these functions in BS and ASN-GW will exchange control
messages for the access service network management. In addition the L3 control
message that transmits between BS and ASN-GW, data packet delivering between the
BS and ASN-GW is based on the Generic Routing Encapsulation (GRE) tunneling
protocol [6], which architecture is called as Data Path (DP). Because ASN-GW and
BS are in the two end of data path, the ASN-GW is defined as an anchor point that
connects to the outer wired network, and the BS has two interfaces that one is for
radio link connecting to MS and the other is for connection to the ASN-GW. In
business consideration, the operator that provides the BSs and ASN-GWs to construct
an ASN network is called Network Access Provider (NAP), and the access service can

be supported by ASN of different NSP.

2.1.2 Connectivity Service.Network (CSN)

The CSN provides the IP connectivity services for the MS. Typically the CSN
network is an aggregation of the connectivity-service servers, it includes the DHCP
(Dynamic Host Configuration Protocol) server, AAA (Authentication, Authorization,
Accounting) server, policy server, Mobile IP home agent (MIP HA), and other servers
that provide MS connectivity services. When the MS initial entries into the serving
BS, all associations in PHY and MAC layer between MS and BS will be done first
and then follows the MS authentication and IP host configuration, the CSN network
will afford all the servers that MS needs for connectivity. Also, when the network
provides the Mobile IP (MIP) [7] [8] service for IP connectivity service of MS, the
home agent (HA) in the CSN network will be an IP-in-IP packet re-packing agent. HA
receives the packets that targets to MS and adds the IP of ASN-GW address
(care-of-address, CoA) where the MS is now connecting as destination IP in packet

header, then it forwards the packet to the right destination where MS is connecting in.



MIP is useful for MS be IP mobility and keeping IP connectivity. The same as ASN
network, the operator of the CSN network is called Network Service Provider (NSP).
When MS is roaming, it can connect to different CSN networks providing by different
NSPs. Although we discuss the service servers of CSN network here, the detail of
CSN network aggregation is out of scope of the WiMAX End-to-End Network
Architecture.

The relationship between ASN and CSN network could be multiple ASNs connect
to multiple CSN. One ASN network can connect to more than one CSN networks.
When MS entries the network, it depends on the user profile to choose the properly
CSN for IP connectivity. One CSN network also can connect to multiple ASN

networks that could provide various MSs the connectivity service.

2.2 Reference Points

The reference point definition“here is.the connection between any two network
components. It is also the result why WiMAX Network Architecture called the
WiMAX End-to-End Network Architecture. Inthis NRM, two kind of reference point
are defined. One is the connection that the two ends are between two network entities,
e.g., reference point R1 is between MS and ASN network, the other is the connection
that the two ends are between two intra-ASN network entities such as reference point
R6 is between BS and ASN-GW. Following we will introduce the eight reference

points, R1 to R8, defined in the NRM.

2.2.1 Inter Network Function Entity Reference Point

® Reference Point R1: The R1 is the connection between MS and the ASN, and it
is the radio link between MS and BS. This connection consists of protocols that
specified by the PHY and the MAC layer. R1 is under the specification of IEEE

802.16-2004 [2], 802.16€-2005 [3] and 802.16g [4].

8



® Reference Point R2: The R2 is a logical connection between MS and CSN, but
R2 does not reflect a direct protocol. This connection handles the protocols such
as MS authentication (PKMv2 [9], RADIUS [10]) and IP host configuration (MIP)
management, and it is a novel link for connectivity services.

® Reference Point R3: The R3 is a connection between ASN and CSN network,
the Control Plane (e.g., authentication, IP mobility) and the Bearer Plane (e.g.
IP-in-IP tunneling) protocol is used. This connection can transfer user data packet
between CSN and ASN.

® Reference Point R4: The R4 reference point is set between two ASNs (or
ASN-GWs), and it has Control Plane protocols between ASN-GWSs. This
connection uses the ASN-GW function to communicate between two ASNs and
when MS is roaming inter different ASN damains, the inter-ASN mobility will
implement by R4 connection.. Because -of there is inter-ASN connection, the
Bearer Plane protocol in R4-the same-as-R6.is the GRE tunnel.

® Reference Point R5: The R5 is the connection between two CSN networks, and
it is used when a MS roams to a Visited-CSN, and the Visited-CSN could connect
to the MS’s Home-CSN for information retrieval such as Authentication Key (AK)
and MS profile.
Figure 2 above shows the relationship of the inter network entity reference points

in WIMAX NRM.

Intra-ASN Reference Point

® Reference Point R6: The R6 is a Control Plane and Bearer Plane connection
between BS and ASN-GW, and it can handle the data path establishment,
modification and cancelation, and send packet through the GRE tunnel. The

connection also delivers the mobility control message between BS and ASN-GW



for MS mobility. Because the ASN-GW in ASN network is like a management
center, the ASN and BS function entity control message will exchange all through
the R6 reference point. Here, the data path between BS and ASN-GW is
implemented by GRE tunnel and it is the R6 Bearer Plane connection protocol.

® Reference Point R7: The R7 is a connection between the Decision Point and
Enforcement Point in the ASN-GW. The decomposition of the ASN-GW function
by the R7 is optional depends on the vendors.

® Reference Point R8: The R8 is a connection between two BSs, and it consists of
Control Plane and Bearer Plane protocol for the seamless and fast mobility
between BSs. This connection is prepared for the handoff mechanisms that are
provided by IEEE 802.16e-2005 and 802.16g, but it is also undefined in current
WIMAX NRM.
Figure 3 shows that the intra:ASN reference. point relationship in the WiMAX

NRM.

ASN

ASN
Gateway &
R1 R6 Decision
I [ Enforcement R4
BS Points | @ @ be—————

S/
R8 ¥

A
[=3)
~

Decision Point

T
Ca
ASN-GW
Enforcement Point

-
________ L BS i l ASN-GW I
']

Source: NWG 1.2

Figure 3 The intra-ASN Reference Point (R6, R7, R8)
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Chapter 3
Mobility Management in WIMAX

Network Reference Model

3.1 The WIMAX End-to-End Protocol
Stack

Because the WiMAX End-to-End Network Architecture differs from the past
wireless network architecture, it also has different protocol stack in data packet
delivery. In WiMAX networks, MS will do the following steps to initial network
entries:

(@) The PHY and MAC layer associate between MS and BS through the radio link,
and it is the scope of the R1 reference point connection.

(b) User and mobile device authenticate to the AAA server in CSN, and this step will
relay the Authentication Key (AK) and other security information to the AAA
proxy in the ASN network.

(c) MS establishes an intra-ASN data path between serving BS and anchored

11



ASN-GW, this is in the scope of R6 and GRE tunnel will be used for data path
establishment.

(d) The last step is the IP host configuration of MS to CSN, and it makes the MS’s HA
available to deliver packet to MS.
Figure 4 shows the whole End-to-End Network Architecture and the relationships

among MS, BS, ASN-GW, and home agent in protocol stack.

ASN
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R8 . GW CSN

B
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- N
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R
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= B3

ASN GW (Serv ) ASN GW (Anc.) HA

Figure 4 The End-to-End Network Architecture Protocol Stack
We can find that if a corresponding node (CN) wants to send a data packet to MS,
the path between MS and CN divides into four different segments:
(1) The packet would be sent to HA of MS according to the IP routing protocol.
(2) When packet arrives at HA, it checks the binding update (BU) cache in HA
to find out which care-of-address (CoA) (or Foreign Agent address,
ASN-GW address) MS is now located, then re-packs the packet with CoA
in header and sends it. This step is an IP-in-1P tunneling.

(3) The ASN-GWI/FA receives the packet from HA, and it unpacks the packet to

12



get the MS IP address, according to the MS IP address it will map to the
data path id in the DP list of ASN-GW. Because every MS that attach in a
BS has a unique DP id between BS and ASN-GW, ASN-GW can use the DP
id repacking the packet and sending to the BS where MS attaches to. This
connection between BS and ASN-GW is a per-MS connection implemented
by GRE protocol.

(4) When data packet arrives at BS, it uses the air interface specified by the
IEEE 802.16 PHY and MAC layer protocol to send packet through radio
link to the MS MAC address.

The packet forwarding by four packet-sending steps as shown in Figure 4 is

through the path from HA, ASN-GW, BS, and finally arrives at MS. The data packet

transmission path is a basic situation of NWG packet delivering.

CSN
HA/AAA/
DHCP Server
R3
ASN ASN
%\ASN—GW
. Q\, ........
o o
BS BS |

\J \/
ASN Anchored Mobility | | CSN Anchored Mobility
( Micro-Mobility ) ( Macro-Mobility )

Figure 5 ASN and CSN Anchored Mobility
The movement of MS from one BS to another BS, the NWG End-to-End

Network Architecture is more complicit than the 802.11 wireless networks. When MS
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roams from one BS to another, we must consider that if MS moves to the BS that in
the same coverage of anchored ASN-GW or not. According to precedent secxtion, a
data path between serving BS and anchored ASN-GW must be established for the
connection of MS and CN and HA must do IP host configuration for MS. If MS
moves to the target BS that is on the same coverage of ASN-GW (it means the target
BS where MS moves to connecting to the same anchor ASN-GW), we call it is an
ASN anchored mobility (or R6 mobility). In opposite, if MS move to the target BS
that is not in the same coverage of anchor ASN-GW (it means the target BS where
MS moves to not connecting to the same anchor ASN-GW), it is the CSN anchored
mobility (or R3 mobility). The movement in different ASN network domains is also
called the inter-ASN mobility. Figure 5 shows the difference of ASN and CSN
anchored mobility and we will introduce the /ASN and CSN anchored mobility in

detail.

3.2 ASN Anchored Mobility

If MS moves from one BS to another BS and the two BSs is in the same ASN
network domain and connect to the same ASN-GW, it is called ASN anchored
mobility. The ASN anchored mobility is the same as its name, the anchored ASN will
not change when MS roaming, it will only re-establishes the data path between the
target BS and anchored ASN-GW. IP address of the MS is also the same because the
anchor ASN-GW does not change, HA could find the MS in the same CoA (ASN-GW
or FA IP address). Because ASN anchored mobility only replaces the R6 data path, so
it is also called R6 mobility.

Figure 6 shows the message flow of ASN anchored mobility. We skip the detailed
PHY and MAC layer protocols because they are out of our scope. In Figure 6, the

serving BS is that MS connects with currently, and the target BS is that MS wants to

14



move to. The handoff between the BS and ASN-GW is related to three major
functions, those are Hanover Function (HO), Context Function, and Data Path
Function (DP), and the control messages in the handoff are all about these functions.
We can divide the message flow into two phases, the first phase is the HO Preparation
Phase that between MS sends the MOB_MSHO-REQ and MS receives the
MOB_MSHO-RSP, and the second phase is the HO Action Phase that between MS

sends the MOB_HO-IND and MS completes the handoff.
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Figure 6 Message Flow of ASN Anchored Mobility

3.2.1 HO Preparation Phase

In this phase, when MS sends the MOB_MSHO-REQ, the serving BS triggers a
three-way handshake message of HO Function (HO-REQ/HO-RSP/HO-ACK) to the

target BS through anchor ASN-GW. In Figure 6, we can see that in this three-way
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handshake procedure the serving BS sends some MS information such
SBC/PKM/Registration/Service Flow to the target BS by HO-REQ. When the target
BS receives the HO-REQ from serving BS, it will retrieve the Context Function for
the profile of MS stored in ASN-GW by Context-REQ/Context-RSP messages. Then
the target BS sends the HO-RSP that including the Result/Authentication Policy/HO
Optimization to the serving BS, this information tells the serving BS about the
profiles and information of target BS. In the same time of the target BS sending
HO-RSP, target BS will start the data path pre-registration procedures by sending
three-way handshake message of DP Function (PATH_PRE_REG-REQ/Path_PRE_
REG-RSP/Path_PRE_REG-ACK). This pre-registration procedure will pre-build the
data path between the target BS and the anchor ASN-GW, but if one of BS and
ASN-GW is not supporting path pre-registration phase, this procedure will not happen.
After serving BS receives the HO-RSP, it sends.the HO-ACK to the target BS and
MOB_BSHO-RSP to the MS, and this step-will-finish the HO Preparation Phase. MS
in this phase is still connecting to the serving BS, and this phase is a preparation for

handoff that has not occur.

3.2.2 HO Action Phase

When MS sending the MOB_HO-IND, it means that the MS is leaving the
serving BS and has chosen the target BS to handoff, then the serving BS will send
HO-Cnf to the target BS to confirm that MS decide to handoff, this confirm message
could also include the SBC/PKM/Registration/Service Flow of MS to the target BS.
Target BS will replay HO-ACK for the confirm message, in the same time, it can also
trigger the path pre-registration procedure for data path between target BS and anchor
ASN-GW, this is the second place can do path pre-registration procedure. After all,

MS will start ranging with the target BS. If there is no path pre-registration for the
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data path, it will start the path registration procedure by PATH _REG-REQ/Path_
REG-RSP/Path_ REG-ACK messages. But, if there was path pre-registration before
MS entries, the path registration procedure can reduce to two-way handshake by
PATH REG-REQ/Path_ REG-RSP to enable the pre-registration path. Finally, the
HO is almost complete, then target BS will send the HO-Complete to the serving BS.
The serving BS cancels the data path between the serving BS and the anchor
ASN-GW by PATH_DREG-REQ/Path_DREG-RSP/Path_ DREG-ACK messages at
first, then replies the HO-ACK to the target BS to finish the ASN anchor mobility

procedure.

3.3 CSN Anchored Mobility

Moving from one ASN domain to another is called CSN anchored mobility, and it
not only changes the anchor ASN=-GW but also.changes CoA of MS. In this phase, the
procedures of changing the anchor- ASN-GW are almost the same as the ASN anchor
mobility procedures, and the most different-is that-the two end of data path will all
change (ASN anchor mobility only changes'BS but CSN anchored mobility changes
the BS and the anchor ASN-GW). After finishing the inner ASN data path establish in
CSN anchored mobility, the IP host Configuration of MS will be done by Proxy
Mobile IP (PMIP) [11] or Client Mobile IP (CMIP, the same as the MIP [6]) protocol.
The CMIP protocol is that the client (MS) supports Mobil IP registration function, so
the client can self configure its IP address without assistance of other network
component. The PMIP protocol is that MS does not support the Mobile IP registration
function, and there is a PMIP client helping sending the Mobile IP registration to HA.
PMIP protocol is used with the DHCP protocol for MS mobility service. Because
under CMIP protocol MS must support Mobile IPv6 [7] protocol, we will not take it

into consideration in our article. CSN anchored mobility is also called R3 mobility
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because the changing of R3 IP-in-1P tunnel.

Figure 7 shows the PMIP solution for CSN anchored mobility. The MS will get a
DHCP address first by DHCP Discover/Offer/Request/ACK messages, than trigger the
PMIP client to register the FA address (or CoA) to HA by MIP_REG_REQ/
MIP_REG_RSP messages. This IP host configuration procedure is combining the
DHCP protocol to the PMIP protocol. After the CSN anchored mobility, MS could be
found by its new CoA. In the CSN anchored mobility, the data path and the IP-in-IP

tunnel will all change.

Anchor ASN-GW

| MS I | BS I FA/PMIP Client | DHCP Server I | HA I
DHCP Discover=—Fm
——DHCP Discover—"»
DHCP Discover=——»-
-<@——DHCP offer=————
~a—DHCP offer=—m——

- DHCP offer
——DHCP Request=—f

DHCP Request® -

DHCP Request=——1»
-t DHCP Ack

IMIP REG R

MIPREGProc. | Lq P REG RSP

-t DHCP Ack

- DHCP Ack

Figure 7 CSN Anchored Mobility by DHCP and PMIP protocols

3.4 R4 Mobility

ASN and CSN anchored mobility have different mobility domain in MS moving,
they also have different handoff latency. In ASN anchored mobility, it only
re-establishes the data path between BS and ASN-GW. But in CSN anchored mobility,
it must re-establish the data path and the IP host configuration. The CSN anchored
mobility sends registration message to the HA, and the HA is a remote server behind
the internet. If every time MS moves from one ASN domain to another, then starts

CSN anchored mobility, the procedure will spend at least one RTT (round trip time) to
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do Mobile IP registration. It increases the delay time of handoff and if MS is in a
highly mobility situation, the throughput will decrease because of the frequently CSN
anchored mobility (R3 mobility).

Apparently, if it always re-builds the data path (R6) but not the IP-in-IP tunnel (R3)
is a better mechanism for MS roaming. R6 mobility will reduce the at least one RTT
of the Mobile IP registration to HA and it is more seamless for MS while handoff. The
R4 connection is very important for the MS moving inter ASN network, and it is the
extension of ASN anchored mobility. Between the ASN-GWs the R4 follows the GRE
tunneling protocol in delivering data packet. The R4 mobility connects two
ASN-GWs, it can make the anchor ASN-GW unchanged and set up a serving
ASN-GW in the middle of anchor ASN-GW and the target BS. Data packet from
outsider arrives at anchor ASN-GW than transfers to serving ASN-GW, finally is
received by the target BS. The connection amoeng anchor ASN-GW, serving ASN-GW,
and target BS is also the data path, so“in-R4-mobility, MS moving will only rebuild
the data path. Figure 8 shows a simple graph-how inter-ASN mobility builds the data

path and the red dotted line is the data path that after the R4 mobility.
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(1) Intial Entry (2) After R6 HO Girgine

Figure 8 The inter-ASN Mobility (R4 Mobility) Data Path
Figure 9 shows the inter-ASN mobility message flow between the network
components by R4 mobility. In rthirs graph; we réduce some procedure such as data
path pre-registration, context retrieval, data path de-registration, because it is very

similar to the ASN anchored mobility-message flow in Figure 6.
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Figure 9 R4 Mobility Message Flow

3.5 The Pre-constructing Data Path

In our research, we implement a pre-constructing method of data path
establishment. In this mobility method, we assume that the mobility path of MS is

known, so the target BS in the predictive mobility path is a candidate BS for data path
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establishment. The pre-constructing data path method knows where the MS going,
and then pre-establishes the data path between the BS and the ASN-GW. Even the
roaming of MS is inter-ASN mobility, we can pre-constructing the R4 and R6 data
path. When MS initial entries the network and establishes the data path among anchor
ASN-GW and serving BS, then the anchor ASN-GW will pre-constructing the data
path in the predictive data path. The pre-constructing procedure uses the
PATH_REG_REQ/PATH_REG_RSP/PATH_REG_ACK messages for data path
establishment but the pre-constructing data path is not active when MS does not yet
roam to the candidate BS. When MS is roaming to the candidate BS (target BS), MS
will send the PATH REG REQ/PATH_REG RSP messages to make the
pre-constructing data path active. In this method, the message flow is similar to the
other methods above. The only different is that' when MS initial entries, the data path
establishes predictive, and when.MS'roams, the only thing to do about the data path is
registering it active. MS does not establish-the data path when roam because it is
pre-constructing. Figure 10 shows the predictive data path establishment of MS. We
can see that the green line of R6 is current data path when MS connect to serving BS,
and the blue line of R4 and R6 is that the anchor ASN-GW according to the predictive
path of MS to pre-establish the data path.

Next chapter we will implement the inter-ASN mobility by R4 mobility and CSN
anchored mobility. Also, we implement the predictive data path establishment by
using the R4 data path pre-constructing. In the Final, we evaluate and compare these

methods in data packet loss.
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Chapter 4

Performance Evaluation

In this chapter, we implement the mobility:methods in chapter 3 on the WiMAX

ASN-GW and BS emulator and gvaluate the: packet loss of handoff.

4.1 Evaluation Tool

The Institute for Information Industry (HH1).[12] is in a leadership of WIMAX in
Taiwan and the M-Taiwan project that Ill involved is a goal to make Taiwan be a
completely mobility environment. The Il is now researching and designing the
WiIMAX BS and the BS developed by I11 has already passed the testing by connecting
and interflowing with the WiChorus [13] WIMAX ASN-GW. We implement the
mobility methods in NWG End-to-End Network Architecture by the ASN-GW and
BS emulator supported by Ill, and the MS is also an emulator that developed in the
BS. Although the ASN-GW and BS are just emulators, if we port them into hardware
with WiMAX physical specification, the BS and ASN-GW can be real work devices

of WiMAX.

25



4.2 Evaluation Environment

- CN/Packet Generator

HA/Mobile IP HA
R|3 R3

ASN-GW_1/FA_1/CoA_1

R4

Figure 11 Evaluation-/Architecture

Figure 11 is the evaluation architecture of WiMAX End-to-End Network
Architecture in our article. There are two subnets, ASN-GW _1 connects to the BS 1
and BS_2 is an independent ASN network and also as ASN-GW_2 with BS_3 and
BS_4. The whole network is under the local area network (LAN) that has private IP
address. The corresponding node (CN) is a packet generator sending packet to MS
and the home agent (HA/MIP HA) will receive the packet and repack it in IP-in-IP
header then send to the foreign agent (FA/ASN-GW). Following Table 1 shows the

experiment parameters.
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Data Packet size 64 bytes/packet

Protocol UDP

Packet Sending interval | Every 60 millisecond/0.06 second

BS to BS interval 1 second
Experiment duration 100 seconds
Handoff scenario Hard handoff

Table 1 The Setting of Experiment
According to the architecture of Figure 11, the MS will move from BS_1 to
BS 4 in 100 seconds. At the movement, handoff occurs three times in BS 1 to BS 2,
BS 2 to BS_3, and BS_3 to BS_4. When MS leaves the serving BS, it will arrive at
the target BS in next second, so the interval between BS to BS is 1 second. Between
the MS roaming interval the CN. will constantly sending packet to the MS, and we

will count the packet loss of MS:

4.3 Evaluation Cases

In this experiment, there are three kinds of handoff will occur. First is the ASN
anchored mobility (R6 mobility) between BS_1 and BS 2, BS 3 and BS_4. Between
BS_2 and BS_3, the inter-ASN mobility, we will use the CSN anchored mobility (R3
mobility) in case 1 to compare with the R4 mobility in case 2. The CSN anchored
mobility will register the new ASN-GW/FA of MS to the HA and the packet will
redirect to the new ASN-GWI/FA, and the R4 mobility will not change the anchor
ASN-GW but build an data path (GRE tunnel) between anchor ASN and serving ASN
that the packet from CN will still send to the anchor ASN-GW then follow the data
path to the serving ASN-GW and the serving BS. In the case 3, we use the
pre-constructing data path in this experiment. We assume that the anchor ASN-GW is
already know the moving path of MS and pre-establishes the data path for BS 2,
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BS_3, and BS_4, the BS_3 data path establishment uses the R4 mobility data path

concept. The pre-established data path will be active when MS roam to the target BS.

4.4 Numerical Results

Figure 12 and Figure 13 shows the evaluation result of the two handoff
mechanisms, CSN anchored mobility (case 1) and R4 mobility (case 2). We can see
the packet sequence number accumulates in Figure 12 and Figure 13, there are three
broken points in the graph, the first and the third broken points are resulting in the
ASN anchored mobility between BS 1 and BS 2, BS_3 and BS_4. The second
broken point is the handoff between BS 2 and BS_4, and we can clearly see that in
Figure 12 the broken interval is longer than that in Figure 13. The Result shows that if
we could use the R4 mobility to replace the.R3 mobility in roaming between different
ASN domains, the packet loss will decrease.-The pre-constructing data path method
(case 3) evaluation result is showed in Figure 14, there are also three broken point in
the data packet accumulation graph: We-could saw that pre-constructing data path
case has fewer packet losses than the other twa cases.

Table 2 shows the total packet loss of handoff in the three cases, we could find
that the R4 mobility handoff could decrease the 20% packet loss than the R3 mobility
handoff. But the pre-constructing case does not show the significant improvement
than the R4 mobility method, although it still has less 10% packet loss. We can figure
out the result is that the emulator is not in a real WiMAX hardware and the procedure
delay occurs because the experiment setting is six emulator in one kernel, and the
pre-constructing data path is still need the PATH_REQ/PATH_RSP message to make
the data path active. Although the active message is shorter and fewer, the procedure
also speed time in handoff and it causes the packet loss. Table 2 also shows the data

packet delay in case 1 and case 2, it apparently presents that the R4 mobility will
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spend more time sending a packet than R3 mobility because R4 mobility will not
route the path to the serving ASN-GW. Even the data packet delay is a tinny
difference, but the experiment is on the emulator. If we experiment in the real
WiMAX environment, the data packet delay will increase and R4 mobility also has its
trade-off in MS roaming. We will test this experiment in real WiMAX hardware in
future, and we believe that the pre- constructing data path method will show better

significant result than other methods.

1800
1600
1400
1200
1000
800
600
400
200
0]

Packet Sequence Number

0] 20 40 60 80 100 120

Experiment Time

Figure 12 Case 1: CSN Anchored Mobility (R3 mobility)
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Figure 13 Case 2: R4 mobility
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Figure 14 Case 3: Pre-establish Data Path
4y, Casel: Case 2: Case 3:
* - [\R3mobility | R4 mobility | Predictive
R6 Mobility between BS_1and:BS_2| | = 59 42 35
Inter-ASN mobility between BS_2 an_'d"'BS_'S' | T4 45 40
R6 Mobility between BS_3 and BS 4 | 42 50 38
Total packet loss (loss/total) 175/1640 137/1640 113
Packet loss rate 10.67% 8.35% 6.89%
The inter-ASN handoff delay 4.44 sec 2.7 sec 2.4 sec
The data packet delay after inter-ASN HO 64ms 93ms

Table 2 The Packet Loss Comparison While Handoff
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Chapter 5

Conclusion and Future Work

In our thesis, we implement the,R4-mobility between two ASN-GWs to replace
the CSN anchored mobility of inter-ASN, ‘mobility and use the R4 mobility to
implement a pre-establishment data path-method. In the highly mobility environment,
the seamless handoff is an very. popular topic in WiMAX network, and the
improvement of handoff could not only in the IEEE 802.16 PHY and MAC layer
protocol but also could be in the End-to-End Network Architecture. Because the
network architecture is the special feature of WiMAX, the network environment
assistant handoff would be a workable method to improve the handoff in WiMAX
network. We have emulated the WiMAX End-to-End Network Architecture and
evaluated the packet loss of R3, R4, and R6 mobility in this article, but it only uses
hard HO method between MS and BS.

In the future, we will do the experiment in the real WiMAX hardware and try
other mobility methods according to the network architecture or the MS/BS handoff
scenarios to improve the network assistant handoff by the design of ASN-GW and BS.

And also we will implement the data integrity method in ASN-GW for buffering the
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data packet to reduce the data packet loss when MS roaming. Because ASN-GW is an
central role in ASN network, the information gathering in ASN-GW can be numerous
MSs, so how to make the resource in better using is also a research topic in our future

work.
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