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ABSTRACT

In this thesis, we discuss the implementation and design of Secure
JiniIME architecture which addresses the security issues of JiniME
architecture, a version of Jini Connection Technology designed to run on
wireless mobile computing devices and not equipped with security
mechanism. To that end, we incorporated security mechanism such as
Kerberos authentication protocol to JiniME. The proposed architecture
needs to be programmable since Jini is a programming model and able to
evolve as rapidly as the environment itself. Therefore, this thesis also

shows some implementation details of the proposed security architecture.
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