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ABSTRACT

In the IEEE 802.11, a long frame will obtain a lower possibility to
successfully transmit/receive when the channel Bit Error Rate (BER) is getting
worst. And the Fragmentation,-definediinthe IEEE 802.11 MAC, is decided to
solve the situation like this. Unfortunately, the Fragmentation not only improves
the packet loss on the noisy channel, but also increases the packet delay and
decreases the throughput. In this thesis, a new transmission scheme called
Sectional Transmission, backward compatible with the IEEE 802.11 MAC, is
proposed to improve the packet loss, packet delay and throughput at the same
time when the IEEE 802.11 MAC is working on noisy channel. The more
efficiency Frame-Level Auto Repeat reQuest (ARQ), like Selective Repeat ARQ
and Multi-copy ARQ, can also be easily implemented on this scheme as
compared with the inefficiency MAC-Level Stop-And-Wait ARQ in the legacy
IEEE 802.11 MAC. Finally, both of numerical result and simulation result show
that our proposed scheme efficiently improves the packet loss, packet delay and
throughput at the same time when the IEEE 802.11 is working on noisy channel.
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Chapter 1

Introduction

1.1. Motivation

In recent years, wireless local area networks (WLANSs), such as the IEEE
802.11, are going wider and wider popularity in many fields. Now, the IEEE
802.11 WLAN is an essential condition of those mobile/portable devices in this
few years.

The IEEE 802.11 MAC [1] uses positive acknowledgements to inform the
sender of successful delivery of data frame. It will be immediately (after Short
Inter-Frame Space (SIFS) delay) sending an ACK frame back to the sender if
the receiver received an error-free data frame. Else, the receiver will send
nothing back to the sender. Thenuithe:sender must be waiting an Error
Inter-Frame Space (EIFS) delay time.to, perform Stop-And-Wait [2] ARQ to
retransmit the unacknowledged frame or dropping the unacknowledged frame
immediately when the Short:Retry Limit was-been reached. There are two
possible cases to cause an unacknowleédged frame during the transmission.
Firstly, the receiver didn’t receive a perfect.data frame and not to send an ACK
frame back to the sender. Secondly, the positive ACK frame was lost. When the
channel BER is getting worst, the 1st case will frequently happen as compared
with the 2nd case. Because the length of an ACK frame is only 14 octets and the
length of a data frame up to thousands of octets. In another word, the higher
BER may cause more packet loss. Of course, the packet delay will be increased
and the throughput will be decreased at the same time, because the
retransmission wastes both bandwidth and transmission time.

The IEEE 802.11 MAC may fragment directed MAC Service Data Unit
(MSDU) or MAC Management Protocol Data Unit (MMPDU) into several
MAC Protocol Data Unit (MPDU). Such operation, called Fragmentation [1], is
designed to solve the 1st case (damaged data frame) as we talk above. A MPDU
will obtain a higher possibility to pass through the noisy channel without any
error, because the size of a MPDU is smaller than or equal to the size of a
MSDU/MMPDU. But those redundancies (Preamble, PLCP header, MAC
header, IFS and ACK frame) are also introduced into each MPDU. Although the
fragmentation makes packet loss under control, both of the packet delay and



throughput are seriously degraded at the same time.

The related work in [3] considers a MAC-Level Forward Error Correction
(FEC) scheme with retransmission combining to avoid the 1st case as we talk
above. They split the frame body (payload) into several (N) small blocks, and do
the Reed Solomon (RS) encode on each block & header. Thus, the new data
frame is consisted of MAC-Header, header FEC redundancy, N*block and
N*(data FEC redundancy). Receiver will perform the RS decode, if necessary,
to try to correct each non-perfect block and header. If the whole data frame, all
of the blocks and header, is completely perfect then the receiver sends an ACK
frame back to sender to acknowledge the frame. Else, the receiver sends nothing
back to sender and keeps those perfect blocks for the retransmission to combine.
Therefore, the more retransmissions done by sender the fewer necessary blocks
are needed to the receiver to combine a perfect data frame. Note that the length
of an unacknowledged frame is never changed during those several
retransmissions. Although the FEC (Reed Solomon code) strongly improves the
packet loss, the architecture is much more complexity (iterative computation)
and the large FEC redundancy (16 octetsion each block and header) degrades the
maximum throughput distinctness. The,retransmission combining is simply and
efficiency, but it could be better as long as it does not transmit the unnecessary
block(s) during retransmission

Another related work ‘in [4]7rconsiders a Dynamically Adaptive
Retransmission (DAR) scheme to improve the packet loss when the 2nd case
(ACK frame loss) is occurred. But the improvement is indistinctness, because of
the ACK frame is too small to obviously degrade the packet loss.

In this thesis, we consider a Sectional Transmission scheme to avoid the 1st
case (damaged data frame) as we talk above. Sectional Transmission scheme
performs a flexible data frame format for those well-known error-control
schemes (like FEC and ARQ). In this scheme, we split the original frame body
(payload) up into 16 subframes; all of the subframes and MAC header perform a
Frame Check Sequence (FCS) separately. And the FCS is simple as the original
(32-bit CRC). Additionally, the subframe number (1 octet) is appended in front
of echo subframe for indication. Therefore, each subframe is fully independent
of the outer (original) FCS, so they can perform FEC and ARQ inside each
sub-frame separately (call Frame-Level). As compare with the [3], we only
introduce 5 octets in each sub-frame and the Error-Detection code is simple
CRC. Especially, both of the Selective Repeat ARQ and Multi-copy ARQ can
be easily implemented on the Frame-Level at this scheme. Finally, we prove that
the packet loss, packet delay and throughput will be improved at the same time



when the channel BER is getting worst via numerical analysis and simulation.

1.2. Outline

The rest of this thesis is organized as follows. A brief introduction of the
IEEE 802.11 MAC is made at Chapter 2. In Chapter 3 our Sectional
Transmission scheme will be described in detail. The numerical analysis and
simulation results are presented in Chapter 4 and Chapter 5. Finally conclusions
will be made in Chapter 6.



Chapter 2
IEEE 802.11 MAC

In this Chapter, we consider an infrastructural basic service set (BSS) which
is consisted of one Access Point (AP) and a number of Stations (STASs)
associated to the AP. Those STAs communicate only via the AP even the
communication between two STAs. The carrier sense multiple access (CSMA)
is used in the IEEE 802.11 MAC, it means that every sender (AP/STA) needs to
sense the channel before sending a packet. Thus, the collision avoidance (CA)
must be implemented in every STA/AP due to the decision of sending packet is
distributed in all STAs/AP.

The IEEE 802.11 MAC receives a MAC service data unit (MSDU) or a
MAC management protocol data unit (MMPDU) from the upper layer, and
sends one or more MAC protocol data units (MPDUs) to the lower layer. If the
length of a directed MSDU oraudirected MMPDU is greater than
aFragmentationThreshold, then.the MSDU/MMPDU shall be fragmented into
several MPDUs.

The problem of hidden node in the TEEE 802.11 MAC is solved via
exchanging short control frames [requestitorsend (RTS) and clear to send (CTS)
frames] between AP and STA. The RTS announces that the sender prepares to
transmit a packet and those stations near to the sender will not attempt to
transmit any packet after hearing a RTS, and the CTS announces that the
receiver prepares to receive a packet and those stations near to the receiver will
not attempt to transmit any packet too after hearing a CTS. Thus, all stations
near to both sender and receiver will not send any packet until the transmission
between sender and receiver is finished.



2.1. DCF Access Procedure

The time interval between frames is called Inter-Frame Space (IFS). There
are four IFSs in the IEEE 802.11 MAC as shown in following listing:

a) Short Inter-Frame Space (SIFS).

b) PCF (i.e., Point Coordination Function) Inter-Frame Space (PIFS).

c¢) DCEF (i.e., Distribution Coordination Function) Inter-Frame Space (DIFS).

d) Extended/Error Inter-Frame Space (EIFS).

The SIFS is defined at section 10.4.3.2 of [1], and the DIFS is equal to one SIFS
plus one Slot Time, where the Slot Time is also defined at the section 10.4.3.2
too. The DIFS is given by DIFS = SIFS + 2*SlotTime and the EIFS defined at
section 9.2.10 of [1].

The basic protocol in the IEEE 802.11 MAC is referred to as the DCF, which
operates as a listen-before-talk or CSMA/CA scheme. The sender senses
(“listen”) the medium as idle for a DIFS time after Backoff procedure (described
at section 2.3) is finished, when the sender attempts to send (“talk””) a MPDU.
The sender defers its access until the medium becomes idle for a DIFS time,
after it senses the medium that is;busy. And the receiver immediately (after a
SIFS time delay) sends an ACK:frame back to the sender to acknowledge the
received MPDU, after the receiver-receives: a MPDU successfully. The
following figure shows those relationships wetalk above.

Immediate access when medium is free >= DIFS

L DIFS. i DIES
R J s & Contention Window
_PIFS_| [° ”
—SIFS| 7T T
Busy Medium |e—» ;Backoff-wlndow / Next Frame
T i )
| |, Slot timg
Defer Access Select Slot and Decrement Backoff as long
= B as medium is idle

Figure 1 — Some IFS relationships and DCF timing.



2.2. Acknowledgment Procedure

The positive acknowledgement is performed in the IEEE 802.11 MAC, and
such scheme ensures the reliability of the communication between two stations.
The receiver immediately (after a SIFS delay time) sends an ACK frame back to
the sender to acknowledge the received frame when the data frame, from the
sender, is successfully received (i.e., FCS is correct) by the receiver and such
frame needs to be acknowledged. As shown in figure 2, if the receiver receives a
data frame that needs to be acknowledged and its FCS is incorrect (after decode),
then the receiver sends nothing back to the sender. In the sender, such data
frame shall be concluded that its transmission has failed after an ACKTimeout
delay time, and the unacknowledged data frame shall be retransmitted.

In the receiver side, it could receive the same data frame more than one time
due to the last ACK frame could be damaged by the unknown interference from
the wireless channel. In another word, the sender doesn’t know that the data
frame is successfully received in the receiver side, and then the sender will
retransmit the same data frame again after'an ACKTimeout delay time. Thus,
the receiver needs to discard the data frame, that receives more than one time, to
ensure that the output byte stream (at the sender side) is exact the same as the
input byte stream (at the receiver side).

A4
Data Dx{a
N

O o

Source

SISIFSK- SISIFS

Destination Ack d i Ack |

Figure 2 — Positive acknowledgement.



2.3. Backoff Procedure

In the IEEE 802.11 MAC, all stations have to maintain a Backoff timer for
the contention, such contention (period) is called Contention Window (CW).
The CW is set to the minimum value CWmin after each successful transmission,
and the value of the Backoff timer is uniformly selected from zero to CW which
1s a multiple of a Slot Time. The Backoff timer doubles itself, until the CW
reaches the maximum value CWmax, after collision. Both CWmin and CWmax
are defined at section 10.4.3.2 of [1].

Every station that attempts to transmit a MPDU must senses the medium that
should be idle for a DIFS time, and its Backoff timer must be counted down (if
the medium still be idle after a DIFS time) to zero. Once the medium is busy
during the Backoff timer counting down, the station stops downcounting the
Backoff timer and defers (instead of reset) itself until the medium becomes idle
for a DIFS time again.

Although all stations use the same CWmin and CWmax (i.e., they have the
same priority), they select their Backoff timer.individually. And the collision
will be reduced due to they have different Backoff value. In figure 3, it shows
the Backoff relationship with five stations that all attempt to transmit their frame
at the same time.

DIFS
Station A —_Frame ]| CVindow
Station B |« =" || Backoff I | I
StationC | Deter | Frame CWindow
Station D | Dsfer i [ Fame | M’M‘
Station E |Pe_fe£, = ] Frame | | CWindow

CWindow = Contention Window

= Backoff
| = Remaining Backoff

Figure 3 — Backoff procedure



2.4 Fragmentation

The IEEE 802.11 MAC may fragment directed MAC Service Data Unit
(MSDU) or MAC Management Protocol Data Unit (MMPDU) into several
MAC Protocol Data Unit (MPDU) as shown in figure 4, if the length of MSDU
or MMPDU is greater than the parameter aFragmentationThreshold. Note that
every MSDU/MMPDU will not be fragmented, even its length is greater than
the aFragmentationThreshold, when it is a multicast packet. Each fragmented
MPDU will be transmitted separately, and shall be retransmitted when it is
unacknowledged. At the receiver side, it shall reassemble all fragmented
MPDUs into a MSDU/MMPDU according to the information that included in
each fragmented MPDU.

MSDU/MMPDU
MPDU MPDU MPDU MPDU
rvHrSlg Frame Body | cre k}gr(; Frame Body | crRC 1;143;; Frame Body | crc ’}VIIDAE Frame Body | crc

Fragment 0 Fragment 1 Eragment 2 Fragment 3

Figure 4 — Fragmentation

In the DCF, those fragmented MPDUs are sent as a burst period called
Fragment Burst (as shown in figure 5). The receiver sends an ACK frame back
to the sender to acknowledge the incoming MPDU after a SIFS when it receives
an error-free MPDU, and the sender will send the next fragmented MPDU after
a SIFS when the last outgoing MPDU is acknowledged by an error-free ACK
frame, such circle will be repeated until all fragmented MPDUs is successfully
transmitted or any failed transmission interrupt the Fragment Burst.

DIFS
- Fragment Burst ¢ >
< * PIFS
SIFS SIFS SIFS SIFS SIFS éIFS’
Fragment 0 [+ <« Fragment 1|« i Fragment2|<—> 4 gaCEOﬁ-WindOW
Source
ACK 0 ACK 1 ACK 2

Destination

Figure 5 — Fragmentation Burst



Chapter 3

Sectional Transmission

Figure 6(a) shows the original IEEE 802.11 MPDU format. The minimum
length of the frame body is 0 octets and the maximum is 2312 octets when the
Wired Equivalent Privacy (WEP) is employed. In the IEEE 802.11 MAC, it will
cause retransmission/discard (i.e., packet loss) even if only one error-bit was
found (i.e., FCS check fail) inside the MPDU. And the retransmission/discard
will occur frequently when the BER of the transmission channel goes worse and
worse. It will be the worst, especially, when the size of the frame body is
maximum amount. No doubt the fragmentation, defined in IEEE 802.11 MAC,
improves the packet loss (the 1% case as we talk in Chapter 2), however it
introduces 3 disadvantages. Firstly, it leads a large redundancy (MAC header
and FCS) into each fragmented MPDU, but the MSDU/MMPDU takes only one
MAC header and one FCS. Secondlyyithose fragmented MPDUs all need to be
acknowledged separately, and. perform .the. Backoff procedure when the
Fragment Burst was interrupted by any'one of damaged MPDU or damaged
ACK frame. Lastly, the Fragment Burst needs more SIFS. According to those
disadvantages, we can easily -understand that both of the packet delay and
throughput are terribly degraded ‘when the fragmentation is working. Of course
the packet loss is improved because the length of MPDU is smaller than that of
MSDU/MMPDU.

Figure 6(b) shows the new MPDU format for the Sectional Transmission
that we proposed. The original frame body is split up into N subframes, where N
= 1~16. Each subframe is packed with one subframe number (1 octet) and one
subframe FCS (4 octets). The subframe number indicates which piece of the
original frame body inside the subframe data field, and the subframe FCS
performs the Error Detection (32-bit CRC) through the subframe number and
subframe data (1~288 octets) field. There are two new fields in the MAC header,
one is subframe control field (2 octets), and the other is header FCS field (4
octets). The header FCS performs the Error Detection (32-bit CRC) for the
whole MAC header, and the subframe control field provides the necessary
information about MPDU format (for receiver decoding).



MAC Header
N

Frame | Duration | Address | Address | Address | Sequence | Address | QoS Frame FCS
Control /ID 1 2 3 Control 4 Control Body
2 2 6 6 6 2 6 2 0~-2312 4
(a)
MAC Header
N
Frame | Duration | Address | Address | Address | Sequence | Address | Subframe | QOS Header |
Control /1D 1 2 3 Control 4 Control | Control | FCS
2 2 6 6 6 2 6 2 2 4
S 1288 4 i 1288 4 1 1288 4
“» Number | Data FCS | Number | Data FCS .... | Number | Data FCS
N N e
Subframe 1 Subframe 2 Subframe N
(b)
2 2 6 2 4
Frame . Ack
Control Duration RA Bitmap FCS

©)
Figure 6 — IEEE 802.11 MPDU format without and with the Sectional Transmission. The
QoS control field only occurs,in the IEEE 802.11e, and the number (top/bottom of
each field) represents the ‘corresponding size in octets, where N = 1~16. (a)
Original MPDU format. (b) New MPDU format for Sectional Transmission with
the subframe control field and the subframe blocks. (¢) New ACK frame for

Sectional Transmission with the Ack Bitmap field.
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3.1. New acknowledgement policy

A new ACK frame for Sectional Transmission was depicted in Figure 6(c).
The included Ack Bitmap field (2 octets/16 bits, because of N,,,,=16) is the only
difference in format between the original ACK frame and the Sectional
Transmission (ST) ACK frame. Such Ack Bitmap field informs the sender about
which subframe is “no good”, and the sender performs the subframe (i.e.,
Frame-Level) retransmission according to the subframe status from Ack Bitmap
field. In the IEEE 802.11 MAC, there is no need to send an ACK frame back to
the sender when the MPDU is not perfect. But the receiver, in the Sectional
Transmission Scheme, responses in three cases:

1) The receiver responses nothing after checking header FCS is fail.

2) The receiver responses an ACK frame when the whole ST-MPDU (i.e.,
Sectional Transmission MPDU) is completely correct.

3) The receiver responses a ST-ACK frame (i.e., Sectional Transmission
ACK frame) to inform the sender of which subframe still needs to be
retransmitted.

For example, the sender transmits a ST-MPDU with 5 subframes to the receiver
(as show in Figure 7), but bothisubframe 2 and subframe 4 are not correctly
received. Therefore, the receiver sends a ST-ACK frame (case 3 as we talk
above) back to the sender, and set both 2% 4% bit of the Ack Bitmap field (i.e.,
0101000000000000,/50004¢) to inform-the sender of the retransmission of both
subframe 2 and 4.

Sender Receiver

Figure 7 — The two-way frame exchange protocol under the Sectional Transmission, where
“Hdr” means the MAC header and “SFn” means the subframe n.
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3.2. Frame-Level ARQ

Originated ST-MPDU
MAC

(a) SF1 | SF2 | SF3 | SF4 | SF5 [ SF6 | SF7
Header
Selective Repeat ARQ
MAC

(5) | onger SF2 | SF4 | SF6

Both Selective Repeat ARQ & Multi-copy ARQ

© "¢ I'sro | sr2 | sra | sra | sre | sF6
Header

Figure 8 — Frame-Level ARQ Behavior, where “SFn”” means the subframe n.

The purpose of ST-ACK frame is not only to avoid the EIFS when the
sender doesn’t receive the expected ACK: frame but also to inform the sender of
the subframe status of the ST-MPDU. According to the independent subframe
format and the subframe status from ST-ACK frame, we introduce both more
efficient Selective Repeat ARQ [2,5,6] and more reliable Multi-copy ARQ [6]
into the Sectional Transmission SchemerAs the view of MAC-Level, it is
performing the same Stop-And-Wait ARQ no matter the Sectional Transmission
is employed or not. In another view of Frame-Level, we can perform the
Selective Repeat ARQ and the Multi-copy ARQ under the MAC-Level
Stop-And-Wait ARQ if and only if the Sectional Transmission is implemented.
For example, figure 8(a) shows the origination ST-MPDU sent from sender to
receiver. Unfortunately, those subframes {2, 4, 6} was damaged by the unknown
interference. Receiver will notice the sender which subframes to be
retransmitted are needed via a ST-ACK frame. Whatever the Sectional
Transmission is performed, the sender retransmits the same ST-MPDU until it is
completely received by receiver (i.e., MAC-Level Stop-And-Wait ARQ). In the
MAC-Level, there is nothing we can do except the Stop-And-Wait ARQ.
However there is something we can do in the Frame-Level; we can only
retransmit the necessary subframe [i.e., Selective Repeat ARQ as show in figure
8(b)] to improve the throughput and the packet delay and/or retransmit the
subframe more than one time in a single ST-MPDU [i.e., Multi-copy ARQ as
show in figure 8(c)] to improve the packet loss and the packet delay. Of course,
the receiver must keep the error-free subframe(s) for the retransmission to

12



combine a perfect ST-MPDU. Base on the Frame-Level ARQ, the length of the
retransmitted ST-MPDU is going smaller and smaller when the retransmission
time is getting more and more. Hence, the packet loss will be decreased, the
packet delay will be decreased and the throughput will be increased when the
Frame-Level ARQ is employed. Note that the Multi-copy ARQ can be
performed even at the first transmission of ST-MPDU not only the
retransmission of ST-MPDU.
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3.3. FCS and ST-MPDU format decoding

Every FSC in the ST-MPDU is performing the same Error Detection code
(i.e., 32-bit CRC) as the definition on section 7.1.3.6 of [1]. The initial
remainder must be preset to all 1’s before the field’s calculation, and results
error-free in a unique nonzero remainder value. In the IEEE 802.11 MAC, the
CRC Remainder Initialization (CRCRI) is easy to be finished, because it occurs
only one FCS and the position of the CRCRI is the begin of the MPDU. But
there 1s more critical to finish more than one CRCRI in a ST-MPDU, because of
the number of FCS is up to 17 (Header FCS + subframe FCS). Each FCS of a
ST-MPDU must do their own CRCRI separately, so there are (up to) 17
positions needed to be located. Figure 9(a) shows an origination ST-MPDU with
4 subframes. Because the length of a ST-MPDU is not divided without
remainder all the time, thus the length of the last subframe (as the subframe 4
shown in Figure 9a) is usually smaller than the non-last subframe (as the
subframe 1~3 shown in Figure 9a).

subframe 1 subframe 2. ' subframe 3  subframe 4

MAC No No No No
(@) | yonder S =1 Data=Fcs|,| Data FCS| ;| Data Fcs| 2| DatafFcs

A1 A2 A3 Ad A5 A6
<DI—>»<—D2— P> D2 >»P<—D2—><—D3—>

subframe 2  subframe 2 subframe 4 subframe 4

MAC No No No No
(b) Hea derFCS _, Data FcCs _,| Data FCS|_, DatafFc§ _,| DataFC§

B1 B2 B3 B4 B5 B6
<—D—>»<—D2—>»<—D2—><—DFI—><—D3F—>»

subframe 4 subframe 4 subframe2  subframe 2

MAC No No No No
(c) HeaderFCS _, | DataFcsl _,| DatafFcs| _, | Data [FCS| _, | Data FCS

C1 C2 C3 C4 C5 C6
<—D—>»<4«—D3—>»<—DF+—>»<«—D2—P><—D2—>

Figure 9 — Frame-Level FCS decoding. (a) Origination ST-MPDU from sender to receiver.
(b) Retransmission with both Selective Repeat and Multi-copy ARQ. (c)
Realistic ST-MPDU format for the case shown in (b). Where “D1” is the length
of the MAC Header + Header FCS, “D2” is the length of the non-last subframe
and “D3” is the length of the last subframe.

At the receiver, the CRCRI must be done at point Al, A2, A3, A4 and AS
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[as show in Figure 9(a)] to correctly perform the Error Detection (FCS/32-bit
CRC). So, the length D1 and D2 must be given. Figure 9(b) shows a
retransmitted ST-MPDU that retransmits subframe 2 and 4 under both Selective
Repeat and Multi-copy (Double) ARQ. At this case, the CRCRI must be done at
the point B1, B2, B3, B4 and B5 [as show in Figure (9b)]. Not only the length
D1, D2 and D3 must be given to finish the CRCRI, but also the location of the
last subframe (in the subframe sequence) must be given too. As the case shown
in figure 9(b), the receiver can’t determine where the point B5, because the
distance between B4 and B5 could be D2 or D3. Hence, the location of the last
subframe must be given to notify the receiver where the D3 located. Therefore,
the length of the non-last subframe, the length of the last subframe and the
location of the last subframe must be given after Header FCS field, because the
length of the MAC Header and.'the length..of the Header FCS are known
(constant) number. Figure 9(c) $hows: the realistic ST-MPDU format when the
case as shown in figure 9(b) is occurred. Actually, the last subframe must be
placed between the 1% subframe slot and the 4™ subframe slot after Header FCS
(i.e., it will not be more than 4 last subframes present in a ST-MPDU).

b0 [ b1 [ b2 | b3 | b4 [ b5 | b6 |b7|b8]|b|b10|b11|b12]b13|b14]|b15

Length of the
non-last subframe

(Unit: octet)
000: 8

001: 48
010: 88
011: 128
100: 168
101: 208
110: 248
111: 288

Bitmap for the last Length of the last subframe
subframe (Unit: octet)

Figure 10 — The partition of the Subframe Control Field.

Figure 10 shows the partition of the Subframe Control Field (located in the
MAC Header). The Subframe Control Field, total 2 octets, provides three
important messages for the receiver to recognize the ST-MPDU format. The first
is the length of the non-last subframe, and it is located in bit 0~2 (total 3 bits).
There are only eight numbers for the length of the non-last subframe. For
example: if 011, present in bit 0~2, it means the length of the non-last subframe
1s 128 octets. Thus, the maximum MSDU size allowed in ST-MPDU is 288 * 16
= 4608 octets, but the limitation could be broken at the coexistence between
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Fragmentation and Sectional Transmission. The second message is the location
of the last subframe, and it is located in bit 3~6 (total 4 bits). The last subframe
will not be inserted more than 4 times in a ST-MPDU, and they must be located
between the 1% subframe slot and the 4™ subframe slot. And those bit 3~6,
located in the Subframe Control field, indicate which subframe slot is the last
subframe. For example: if 0101, present in bit 3~6, it means both the 2"
subframe slot and the 4™ subframe slot are the last subframe, and both the 1%
subframe slot and the 3" subframe slot are the non-last subframe. The third
message is the length of the last subframe, and it is located in bit 7~15 (total 9
bits). Finally, the necessary information for the receiver to organize the
ST-MPDU is completely provided in the Subframe Control field, and the
Frame-Level ARQ will be fully implemented in Sectional Transmission.
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3.4. Reception Flow

The Sectional Transmission scheme is backward compatible to the IEEE
802.11 MAC, but there is no extra information field (in the ST-MPDU) needed
for the identification of the ST-MPDU. Figure 11 shows the reception flow to
accomplish the compatibility as we talk above. If the incoming packet is a
MPDU, the receiver goes toward the “Path B” or “Path C” [as shown in Figure
(11)]. If the incoming packet is a ST-MPDU, the receiver goes toward the “Path
A” or “Path C”. The “Path A” means the incoming packet is a ST-MPDU, thus
the Header FCS is checking pass. After the checking Header FCS, the receiver
determines how many subframe in this ST-MPDU and which point of the
ST-MPDU needed to perform CRCRI. Further, the receiver will combine the
entire (ex) error-free subframe together and then check the integrity of this
ST-MPDU. If the ST-MPDU after combination is perfect then go toward “Path
Al1” to send an (traditional) ACK frame back to the sender, else if the
ST-MPDU after combination is non-perfect then go toward “Path A2” to send a
ST-ACK frame back to the senders And the “Path B” means the incoming packet
is a (traditional) MPDU, thus the Header FCS is checking fail and the receiver
will send an (traditional) ACK-frame back to the sender after the outer (original)
FCS is checking pass. Lastly, the ‘“Path"C*means the incoming packet could be
a ST-MPDU with error in header or a (traditional) MPDU with error, thus the
receiver will send nothing.

Path B ass 2
panal ¥ [T }
—

Send ACK

- o
Decoding 8
ST-MPDU format ;:

A

Subframe
Combination

Send ST-ACK END

Figure 11 — Backward compatible ST-MPDU reception flow.
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Chapter 4

Numerical Analysis

The analysis of the packet loss probability is based on those given in [3]. In
this numerical analysis, we assume that the channel model is uniform
distribution and modeling all channels in BER. And the Fragmentation ignores
the limitation of the aMaxTransmitMSDULifeTime, defined in section 9.4 of [1].
Although those assumptions are making here, but we believe that our analysis
results will show the same trend with the realistic (simulation) results.

4.1. Loss Probability of MSDU/MMPDU

Let B, denotes the bit error rate, and the byte error rate Py =1-(1-P,)°,
and the error probability Fuitof a ‘block in length of [ bytes is

P, ()=1-(1-P,)" . Hence, the érror probability’ £, of a MPDU is given by

P

ferr

= P, (24 + PayloadSize+4) (1)

where PayloadSize is the length of the frame body (payload) and the constants

24 and 4 denote the length of MAC Header and the length of FCS [as shown in
figure 6(a)]. In the IEEE 802.11 MAC, it does have a retry limit for every
MPDU, if the retransmission times over the retry limit then the sender discard
the MPDU instead of the retransmission. Let g denotes the retransmission times,
and the probability of a MPDU successfully received by the receiver at the
R —th transmission is given by

P]g)’];g = (P err)R_l (1 - Pferr) . (2)

Finally, the loss probability of a MSDU/MMPDU within R
(re)transmissions is obtained by

R

Pof(R)=1- Ppe(i) 3)
i=1

The Fragmentation, defined in the IEEE 802.11 MAC, could fragment the
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MSDU/MMPDU into several MPDU that the length is not greater than
aFragmentThreshold. The length of a fragmented MPDU shall be an equal
number of octets (bytes) for all fragmented MPDUs except the last, which may
be smaller [1].

Py, = P, (aFragmentThreshold) @)
By, = By (PayloadSize — aFragmentThreshold * (N —1)) (5)

Equation (4) and (5) show the error probability for the fragmented MPDU
and the last fragmented MPDU, where N is the number of fragmented MPDU
after fragmenting a MSDU/MMPDU.

R

Py (R = 2 (Pyer) ™ (1= Py, ©
R .

Py (R) =D (B, )™ (1= By,) (M)

i=1

Equation (6) shows the probability. of a‘fragmented MPDU successfully
received by the receiver within R (re)transmissions, and equation (7) shows the
probability of the last fragmented MPDU successfully received by the receiver

within R (re)transmissions. Lastly, the loss probability Pt (R) of a MSDU/

MMPDU, with the Fragmentation, within R (re)trans-missions is obtained by
T N-1
P (R)=1-P,,(R)"" P, (R) ®

loss
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4.2. Loss Probability of ST-MPDU

In the Sectional Transmission, the receiver will ignore the received
ST-MPDU if any reception error is found inside the MAC header or header FCS,

because of the ST-MPDU format couldn’t be decoded. Just like the
Fragmentation, the length of a subframe shall be an equal number of bytes for

all subframes except the last, which may be smaller. Let P, denotes the error

probability of the MAC header of the ST-MPDU that is given by
P, = F,, (30) (28 octets in MPDU and 30 octets in ST-MPDU). Equation (9)
1s an approximation equation for the error probability of a subframe,

Pt = [Pblk (1+ SubframeSize + 4)]k )
where the k¥ means how many times a subframe, needed to be retransmitted,
will be retransmitted in a single Multi<copy ARQ, and the SubframeSize is

the mean length of all subframes. Itet N denotes the number of subframes
after splitting a MSDU/MMPDU then the mean length of all subframes is given
by

SubframeSize = PayloadSize/ N (10)

Thus, the probability of i subframes, out of j subframes, are incorrect is given by

L J ; -
PE,k(l | j) = ( j(})s];b) (I_Ps];b)J
i (11)

Therefore, the probability of a subframe that successfully receives at the

R —th (re)transmission is given by

R-1
Po <R>=[ . j(&dr>R'l<1—Phdr>PE,l (O1N)+

RIMR-1 il Rl N n  ng
Z( ; j(l—Phdr) (P Yy

i=1 n=ln,=1 n;=1 (12)

Py (n, IN)P;  (n, I n)..P,  (n; In_)P;,(0ln,)
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where the "y means the number of the incorrect subframe after x

transmissions. For example: R = 3
P (3) =

2
(I_Phdr)o(Phdr)z(l_Phdr)PE,l(Ol N)+

(1- Phdr)l(Phdr)l(l_ Phdr)z Py (n IN)Pg (Olny)+

n=l1

D D =N O

(1- Phdr)z(Phdr)O(l - Phdr)zz ZPE,1(”1 | N)Py, (ny 1)) Py (01 1n,)

m =1 n,=1

Eventually, the loss probability Fo(R) of a MSDU /MMPDU, with both

Selective Repeat and Multi-copy ARQiunder the Sectional Transmission, within
R (re)transmissions is obtained by

R
Py (R)=1- Py (i) 1)
i=1
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4.3. Numerical Results

Figure 12 shows those packet loss probabilities of 12 cases, and those cases

could be classified in following four groups:

1) “DCF”: the MPDU without Fragmentation using equation (3).

2) “Fragment”: the MPDU with Fragmentation using equation (8).

3) “SRARQ”: the ST-MPDU (i.e., Sectional Trans-mission is enabled) with
Selective Repeat ARQ using equation (13) andk =1.

4) “MCARQ”: the ST-MPDU (i.e., Sectional Transmission is enabled) with
both Selective Repeat ARQ and Multi-copy ARQ using equation (13)
andk =2

And the number with parts per million (ppm) denotes the channel BER. Note

that, all charts in this thesis depict the same form like this. For example: case
“100ppm-SRARQ” means the result comes from equation (13) (i.e., the third

group shown above) and the channel BER is 100ppm. The aFragmenThreshold

in equation (8) is the sum of (Threshold + MAC header + FCS), i.e., Threshold
+ 24 + 4, where the Threshold;is: shown in Table 1, and the number of
fragmented MPDU (N) in equation (8)-and’the number of subframe (N) in
equation (13) are referred to the same“row (N) shown in Table 1, and the Retry
Limit (R) 1s 7 in all cases.

Table 1
Five different thresholds, remainders and numbers of (ST-)MPDU

for five different Payload Sizes

Length of Length of Frame Body Number of
MSDU/MMPDU Threshold Remainder ST-MPDU/MPDU
(PayloadSize) (Non-last subframe) | (Last subframe) N)
500 48 20 11
1500 128 92 12
2500 168 148 15
3500 248 28 15
4500 288 180 16
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Figure 12 — Loss Probability vs. Payload Size.

We firstly observe the first group (i.e., without Fragmentation and Sectional
Transmission) under 3 different channel' BERS as shown in figure 12, such 3
curves are the worst performance under there ‘own channel BER due to no
Fragmentation and Sectional Transmissiony They show that both the Payload
Size and the channel BER will significantly increase the loss probability when
either the channel BER or the Payload Size is increased. Hence, we can easily
imagine that both packet delay and throughput will be rapidly degraded when
both channel BER and Payload Size is large. Now, we observe the rest of group
at the same time, all of them are obviously improved the loss probability even
those loss probabilities show the same result (close to zero) when the channel
BER is 50ppm or 100ppm. In those cases of the channel BER equal to 500ppm,
case “500ppm-MCARQ” presents the best performance. And the performance
between case “500ppm-SRARQ” & “500ppm-Fragment” are very close, but it is
easily conclude that both packet delay and throughput should be better in the
case “500ppm-SRARQ” due to the overhead in the Sectional Transmission is
smaller than that in the Fragmentation.
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Chapter 5

Simulation Results

In the previous Chapter, we make both approximation and assumption in the
numerical analysis. Now, we should further confirm the performance in more
realistic environment. We modify the network simulator (NCTUns 3.0) to
perform the Sectional Transmission and Frame-Level ARQ, and there is only
one AP and one STA presented in all scenarios those we talk about in this
Chapter. The traffic is saturated from AP to STA, and the protocol of Transport
Layer could be UDP (User Data Protocol) or TCP (Transport Control Protocol),
and the channel model is the uniform distribution BER that only occurs inside
the MAC frame (i.e., the PLCP header and Preamble not included). The
conditions of the IEEE 802.11 are:

a) PHY rate = 11Mbps.

b) DCF is used.

¢) Slot time = 20us.

d) SIFS = 10us.

e) CWmin = 31.
f) CWmax = 1023.
g) No RTS/CTS.

h) Retry Limit = 7.
1) Preamble = 144bits.

J) PLCP header = 48bits.
And the fragment threshold (in Fragmentation), splitting threshold (in Sectional
Transmission) and the number (N) of MPDU/ST-MPDU are shown in table 1.
Lastly, the simulation time is 15 second in each case, and we determine the
statistics with the data of the last 10 seconds due to the unstable link may occur
in the first 5 seconds. In this Chapter we only consider three groups (“DCF”,
“Fragment” & “SRARQ”), and the depicting form is the same as the previous
Chapter. Thanks to network simulator “NCTUns”, all figures in this Chapter
show the realistic statistic measured from the real TCP/IP protocol stack of the
Linux kernel, those figures with an even figure number are the result under TCP
and those figures with an odd figure number are the result under UDP.
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5.1. Loss Probability

Firstly, we observe those results are shown in figure 12 and figure 13, they
are very close on each other due to the UDP is an unidirectional flow (unlike the
TCP is a bidirectional flow). Because the numerical analysis in the previous
Chapter only considers the data frame lost (i.e., no model the ACK frame lost),
that 1s why those results shown in figure 13 are worse than that in figure 12
about several percent of loss probability except the group “Fragment”. The case
“500ppm-Fragment” in figure 13 is up to 13% worse than that in figure 12 due
to the Fragmentation needs an ACK frame in each fragmented MPDU separately
(i.e., much more ACK frames are needed). No doubt the biggest difference,
between numerical analysis and simulation, will be occurred in those cases of
the Fragmentation. Although there is not the same result shown in figure 12 and
13, they still have the same trend. Now, we observe those cases of the first group
shown in figure 13, i.e., “DCF”, such 3 curves show that the loss probability will
still significantly increase when either the channel BER or the Payload Size is
increased (the same as those numerical results);.and they are still the worst under
there own channel BER. Both case' “500ppm-Fragment” and “500ppm-SRARQ”
(in figure 13) are confirmed that they greatly improve the loss probability and
the loss probability is close to zero. whemnthe channel BER is S0ppm or 100ppm.
In fact, the case “500ppm-SRARQ” “‘totally outperforms the case
“500ppm-Fragment” within UDP (as shown in figure 13).

Each packet sent by TCP to be acknowledged is needed, due to the TCP
performs the positive acknowledgement, and both the flow control & the
congestion control are implemented in TCP. Thus, the result of loss probability
within TCP is more unpredictable as compared with that within UDP. But in
figure 14 those loss probabilities still show the same trend (as figure 13), and
both Fragmentation & Sectional Transmission are also confirmed that they
greatly improve the loss probability within TCP.
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Figure 13 — Loss Probabiliiy vs. Payload Size in UDP.
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Figure 14 — Loss Probability vs. Payload Size in TCP.
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5.2. Packet Delay

Figure 15 shows the packet delay in 10 cases (with 3 groups and 4 channel
BERs). The first we observe the case “Oppm-DCF”, the result of such case is the
best performance in this chart. Because the channel BER in case “Oppm-DCF” is
zero (perfect channel), and it has the smallest overhead (as compared with
Fragmentation and Sectional Transmission). In those cases of group “DCF”, the
packet delay will rapidly increase when the channel BER increases, and such
effect will be worse and worse when the Payload Size is larger and larger.
Hence, the curve of “100ppm-DCF” is lay higher than that of “50ppm-DCF”,
and the curve of “50ppm-DCF” is lay higher than that of “Oppm-DCF”. The
second, we observe those results of Fragmentation, the curve of
“Oppm-Fragment” 1is lay at the lowest position and the curve of
“100ppm-Fragment” is lay higher than that of “50ppm-Fragment”. The third, we
observe those results of group “SRARQ”, the curve of “Oppm-SRARQ” is lay at
the lowest position and the rest of curvestis lay higher when their channel BER
is higher. Now, we observe three groups.at.the:same time, those results of group
“SRARQ” provide amazing performance. The curve of case “Oppm-SRARQ” is
very close to that of case “Oppm-DCF”; it means that the overhead of Sectional
Transmission only introduce a little packet delay. Although, the packet delay
still increases when the channel BER is worse and worse, the packet delay
increases slowly even the case “500ppm-SRARQ” performs an acceptable
packet delay. In the other hand, the packet delay of Fragmentation is better than
the group “DCF” if and only if both the channel BER is greater than 50ppm and
the Payload Size is greater than 1500 bytes. According to the figure 16 we could
make the same conclusion as we made in figure 15, it means that those results in
TCP have the same trend as those in UDP.

27



p 5 X1 0! ]
—— Oppm-DCF

--+-- Oppm-Fragment
--+-- Oppm-SRARQ

2] —— 50ppm-DCF

--6-- 50ppm-Fragment

3 | --=-50ppm-SRARQ
1.5/ —=— 100ppm-DCF

8 --E-- 100ppm-Fragment
% --5-- 100ppm-SRARQ
S --4-500ppm-SRARQ
o

=)

=)

800 1,500

2,500 3,500 4,500
Payload Size (Byte)

Figure 15 — Packet Delay Vé.:Payload Size in UDP.

4

35 x 10
—+—O0ppm-DCF
3|-| =+ Oppm-Fragment /J
--+-- 0ppm-SRARQ
o5 —e—50ppm-DCF
4 --e-- 50ppm-Fragment
% ol --e-- 50ppm-SRARQ
e —&—100ppm-DCF 4
% -=-100ppm-Fragment| " A e A
& "3 - 100ppm-SRARQ -
§ 1 4~ 500ppm-SRARQ
x
0.5
Y

2,500 3,500 4,500
Payload Size (Byte)

Figure 16 — Packet Delay vs. Payload Size in TCP.
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5.3. Throughput

Figure 17 shows the throughput in 11 cases (with 3 groups and 4 channel
BERs). The case “Oppm-DCF” performs the best throughput in all cases, due to
both the lowest overhead and the perfect channel (BER=0) that it has. The
throughput of group “DCF” will speedy degrades when the channel BER is
increase, but it slowly degrades in the group “SRARQ”. And the curve of case
“Oppm-SRARQ” is very close to the curve of case “Oppm-DCF”, it means that
the overhead of Sectional Transmission lightly degrades the throughput. Now
we observe the group “Fragment”, they perform terrible throughput even the
case “Oppm-Fragment” still worse than the case “100ppm-SRARQ” (due to the
Fragmentation introduces a large overhead). According to the figure 18 we
could make the same conclusion as we made in figure 17, it means that those
results in TCP have the same trend as those in UDP.
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Chapter 6

Conclusion

In this thesis, we propose the Sectional Trans-mission scheme that is a
backward compatible and easy to be implemented scheme, it improves the
packet loss, packet delay and throughput at the same time when the IEEE 802.11
i1s working on noisy channel. The novel Frame-Level ARQ (Selective Repeat
ARQ and Multi-copy ARQ) is also introduced to improve the retransmission
performance, and the performance is confirmed via both numerical analysis and
simulation.

31



References

[1] IEEE Std 802.11-1999 (R2003), Part 11: Wireless LAN Medium Access Control (MAC)

(2]

(3]

[4]

[5]

[6]

[7]

[8]

and Physical Layer (PHY) specifications, ANSI/IEEE Std 802.11, 2003.

S. Lin, D. J. Costello, Jr., and M. J. Miller, “Automatic-repeat-request error-control
schemes”, IEEE Communications Magazine, vol. 22, no. 12, Dec. 1984.

S. Choi, Y. Choi, and 1. Lee, “IEEE 802.11 MAC-Level FEC Scheme with
Retransmission Combining”, IEEE Transactions on Wireless Commu-nications, vol. 5,
no. 1, pp. 203-211, Jan. 2006.

H.-L. Wang, J. Miao, and J. M. Chang, “An Enhanced IEEE 802.11 Retransmission
Scheme”, Wireless Communications and Networking, 2003. WCNC 2003. 2003 IEEE,
vol. 1, pp. 66-71, Mar. 2003.

R. D. Stuart, “An Insert System for Use with Feed-back Communication Links”, IEEE
Transactions on Communications, vol. 11, pp. 142-143, Mar. 1963.

A. Annamalai, and V. K. Bhargava, “Analysis and Optimization of Adaptive Multicopy
Transmission ARQ Protocols for Time-Varying Channels”, IEEE Trans. on
Communications, vol. 46, no. 10,pp. 1356-1368, Oct. 1998.

S.Y. Wang, The GUI User Manual for the NCTUns 3.0 Network Simulator and
Emulator. Network and System Laboratory, Department of Computer Science, National
Chiao Tung University, Mar. 2006.

S.Y. Wang, C.H. Huang, C.C. Lin, C.L. Chou, and K.C. Liao, The Protocol Developer
Manual for the NCTUns 3.0 Network Simulator and Emulator. Network and System
Laboratory, Department of Computer Science, National Chiao Tung University, Mar.
2006.

32



