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A Wireless Sensor Network Prototype for

Smart Home Applications

Student: Teng-Wei Yu Advisor: Dr. Chih-Wei Yi
Institute of Computer Secince and Enginerring

National Chiao Tung University

Abstract

ZigBee technology is a low data rate, low power consumption, and low cost wireless net-
working protoecol designed for automation and remote control applications. In this work,
motivated byrthe blooming demand on smart home application, we develop a smart home
environment based on a wireless'sensor network connected by ZigBee technology. The
smart home environment is able to offer householder a security, comfort and convenient
living. The smart heme platform includes a group_ofiserving sensor nodes, a sink server,
and a home server with datapase. The serving sensor nodes perform sensing environment
and controlling home appliance in the home environment. These sensor nodes accomplish
home security, home care and home automation service. The upstream and downstream
messages between the sink server and WSNs are delivered via a modified MultiHopLQI
routing protocol. The sink server that is a dedicated sensor node attached on a PC’s
interface is the gateway between WSNs and Home server. The home server contains a

packet management subsystem, a web-based monitor and user interface. The sensing data

11



stored in a database can be retrieved and monitored via Internet. Furthermore, in order

to provide a easily-deployed smart home platform, a simple web-based development tool

is developed for householder user.
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wireless sensor network, smart home, home security, home automation
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Chapter 1

Introduction

1.1 Wireless Personal Area N etworks

WPANSs (wireless personal area networks) are wireless networks for interconnecting
devices around.a personal area. The technology of WPANSs permits communication within
a very short range — (about 10-100 meters). WPANSs can be served to interconnect the
ordinary compufing,and communication devices or served to more specialized purposes
such as communication between spacemen. The techmologies which support WPAN are
Bluetooth, ZigBee, UWB (Ultra-Wide-Band), IrDA; HomeRF, etc.. Each of them serves
as some specialized application and performs tasks in the best situation.

ZigBee: ZigBee is a low data rate, low power consumption, and low cost wireless net-
working protocol applied for automation and remote control applications [1].The protocol
stack of ZigBee is shown in Figure 1.1.

ZigBee adopts physical and medium access control layer defined in the standard IEEE
802.15.4 and further defines network, security, and application framework.. ZigBee Al-

1
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1.2 Motivation

Based on the recent research by ON World, which investigated 100 home installers,
vendors, and suppliers, the result indicates that the wireless smart home market is boost-
ing. Hundreds of products currently established service providers are starting to offer
Wireless Sensor Network (WSN) based home monitoring services. ON World researcher

2



pointed out that while proprietary WSNs systems have been used by professional installers
in luxury homes for over a decade, wireless protocols, such as Z-Wave and ZigBee, will
make smart home solutions affordable for the average household.

Therefore, the investigation brang the motivation of our smart home project. A set
of ZigBee-ready hardware modules, such as micaz or telosb, is utilized to implement ex-
perimental smart home platforms over WSNs. To sense the home environment by using
the sensor embedded in the ZigBee-ready hardware module is the major objective of this
thesis. Besides, we proposed a web-based development tool that allows householders to
build smart home environment, by themselves. Furthermore, the prototype of integrated
smart home hardwate and software sensor node module isideveloped to serve main home
appliances. The sensor node module contains application unit and networking unit. The
application unit is responsible-for sensing environment, controlling appliances, and mon-
itoring home security.“A simple scenariosof assumptionis shownas follows:

A specialized handheld devicefis.carried by a heuseholder. After installing a designate
home server, householder is.able to setup the relative program for smart home module onto
the handheld deviced Thehandheld device can be used as a €lectronic key, tracking target,
and smart home control panel in the house. In addition, a group of sensor nodes with
smart home module are installed for sensing environment, controlling home appliances,
and detecting accident. The home server can build the sensor node program and configure
the position of all sensor nodes during building period. During running time, the home
server will control home appliances and monitor the house environment. The householder
can use either the handheld device or the Web-browser to control other home appliances.

Furthermore, when some urgent events, such as fire accident and thief intrusion, are taking

3



place, the home server can monitor the process of this accident and notify the householder

whether he is at home.

1.3 Thesis Organization

The framework of this thesis is organized as follows. In chapter 2, we present the

concept of wireless sensor networks and smart home. In addition, the previous works are

discussed in the chapter. In chapter 3, the development environments of this project, such




Chapter 2

Related Works

An overview of ¥
into two sections.: : o ¢ ifeless sensor network design
principle and a luce ez /€ i ireless sensor networks.
In section 2.2

projects.

many aspects of science and our life. Applications of WSNs ranging from environmental
monitoring and business asset management to smart houses and health care automation
and are unlimited. WSNs are composed of three fundamental functions, wireless trans-
mission, data processing, and environment sensing. In the following, we’ll introduce these

three functions.



e Wireless Transmission

Generally, the wireless sensor network systems are designed according to IEEE 802.15.4
and ZigBee PHY (Physical Layer) standards. The working frequency bands of wireless
sensor network systems are central at 915MHz, 868MHz, and 2.4GHz, as shown in Table
2.1. For 2.4 GHz band, which has 16 channels with a maximum over-the-air data rate
at 250 Kbps, is adopted worldwide. Comparatively, 915 MHz band (10 channels and 40
Kbps burst rate) and 868 MHz (1 channel and 10 Kbps burst rate) are utilized in the
Americas and most of the Pacific Rimy andsEurope, respectively [2]. In this study, 2.4GHz
is selected as the designed frequency for the advantages of higher date rate, lower latency,
and lower duty cyele; comparing tollower frequencies.

For applying WSNs that are compesed-of large humber of low cost nodes to spread out
and it is necessary to transmit data from sender to receiver in themmulti-hops. Therefore, a
mechanism isirequired to control thepath of transmitting data, wihich is so called routing

protocol.

¢ Environment’ Sensing

With the development of MEMS in the past few years, the technology of sensor de-
vice has been improved and many functions can be integrated into a micro node, which
can sense some specific environment information, such as temperature, humidity, and
acceleration. Besides, most the default sensor nodes equipped with sensing module can
collect data from external 10 interface in the Tmote Sky, such as ADC ( Analog to Digital

Converter) and GPIO( General Purpose Input and Output).



PHY Freq. Sperading parameters Data parameters
(kchips/s) Mod. (kb/s) | (ksym./s) | Symbols(sym.)
868/915 | 868-868.6 300 BPSK 20 20 Binary
902-928 600 BPSK 40 40 Binary
868/915 | 868-868.6 400 ASK 250 12.5 20-bit PSSS
902-928 1600 ASK 250 50 5-bit PSSS
868/915 | 868-868.6 400 O-QPSK | 100 25 16-ary Orth.
902-928 1000 O-QPSK | 250 62.5 16-ary Orth.
2450 | 2400-2483.5 2000 O-QPSK" | 250 62.5 16-ary Orth.

As shown jin Figure 2.1, external sensors can interface: withy mote and pass sensing
data via those'interfaces played by 10-pin 4 6-pin IDC. Besides, sensor developers can
attach their sensors to the specific [/O port and then obtain data to convert from analog

signals to digital ones. In this research, ADC and GPIO interfaces are applied to acquire

Table 2:1: Frequency band and data rate of 802.15.4

information from sensing device.

e Data Processing

WSN5s systems must operate under uncertainty physical environments, through unre-
liable communication, and with severe resource constraints such as battery power. These
challenges require new and holistic approaches that bring together a variety of disciplines,
such as statistical modeling, signal processing, networking, distributed algorithms, prob-

abilistic reasoning, and databases. To develop proper processing approaches either at

7




FCE
e CC2420 Radio
Y 2AGH
ShA RSO g Silicon Serial D
Comt sk [ Towire
4 j’ﬁ
Humidity Power
Temparatira o E P0.34] LIART]O) i
Sensal Paf15.6] i2cio] f -
PAR ADC[4] nocioasz G §§
e doned TIMSP420 1A 3 (GRIO E E s
= —
Sensor Jsar

ITAG 8-pin ITAG 1, | UART[I]  Reset _ o prsia SV Z-pin
2mim IDE header 7 |map22 Tek I2cio]  spifo] JSVSout IDC hesaddar
Nz Vs 5 //1
(RUTH RTS/DTR] —

11AG s 2.0 Write Pratection 1024k {2.7V)
UART/RS232
Funetionality

nodes architecture and sin

2.1.1 Sensor Node Architecture

A typical WSN architecture is illustrated in Figure 2.2. Each scattered sensor node
has capabilities to collect sensing and route data back to the sink through multi-hop
infrastructureless path. The sink can communicate with the task manager node, such as

PDA, via Internet and satellite [4].



There are various demands placed on WSNs software. Efficiency in processing, storing
data and utilizing energy are essential. Besides, it is necessary for the software to allow
multiple applications, e.g. communication, computation tasks, and memory management,
to simultaneously run on the system. The most important of sensor node is the oper-
ating system(OS). OSs for WSNs nodes are typically less complex than general-purpose
operating systems because of the resource constraints of the hardware of sensor nodes.
Nevertheless, sensor nodes system are restricted to some specific embedded operating sys-
tems, such as uC/OS for sensor networks, for the reason of operating behavior such as
event-driven. However, this kind of operating systems is generally designed for real-time
applications, which ds.no necessary for the application of WSNs. Therefore, event driven
OSs which can call an event handler to handle the task when.an external event occurs,

such as an incoming data'packet ‘and a sensor reading, is suitable for sensor nodes.

Sink
Internet Server
Satellite
Task Manager
Node
Sensor Node
User Sensor field

Figure 2.2: Sensor nodes scattered in a sensor field



2.1.2 Sink Server

Most applications of the WSNs are data centric. They need to gather sensing data
and are managed by a server (or Host Computer), such as PC. The server can analyze
received data, response accordingly and control the node in the sensor networks to perform
some tasks. Thus, a device between the sensor networks and server is called sink or base
station. Sink can receive data from radio and place packet to the buffer before transmitting
it to Host Computer through interfaces, such as UART interface. A program run on
host computer can obtain this packet from its related interface and parse it to usable
information. For user friendly, visualization suppert of sensing data is essential as well.
Besides the servergsensor readings xeceived-at server need te keep for further processing.
The database setvice is provided by"SQL-based software which is installed on the host
computer. The logged data is accessed by the visualization tools and interface the data

to the user.

2.2 Smart. Home Concept

In September 2003, Housing Learning &lmprovement Network Lab, which has carried
out the project named DTI Smart Homes Project, published a smart home definition
offered by Intertek. Intertek considered that a smart home is ”a dwelling incorporating
a communications network that connects the key electrical appliances and services, and
allows them to be remotely controlled, monitored or accessed”. Remotely here means both
are within the house and from outside the house. Doubtless, a home, which is smart, must

contain three major elements: networking, intelligent control and home automation. An

10



internal network is the basis of a smart home, and it can be wired or wireless. Intelligent
control means a centralized control center to manage the systems. Home automation

means most of home appliances could be control remotely and intelligently.

)\

Home Automation Systems

Home Security Systems

Multi-Media Systems

i N l Telecommunication Systems rf———
A

Residential
Gateways

[

Figure 2,3: A schemtic model of a technical structure of a Smart Home

The Figure 2.3 which is proposed by Ilse Bierhoff [6] indicates that a Smart Home
environment basically “contains four components and a residential gateway. This smart
home environ}nent includes Home Automation Systems, Security Systems, Multimedia
Systems, and Communication Systems. The residential gateway is a centralized control
center of the smartthome.system and also connects to outside network to enhance its
capability. All functions of the smart home system can communicate with the residential
gateway. Mostly speaking, the gateway supports Internet access. Host can use PDA or
other handheld system to monitor house. In the following two sections, we’ll introduce

related projects of smart home applications.
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2.2.1 Wireless Sensor Network for Health Monitoring

A network architecture for smart healthcare based on WSNs is proposed by Virone
et al.[5]. It targets assisted-living resident and others who may benefit from continuous,

remote health monitoring.

Wearable Interface:| ____'_\./ Body Networks:
L CD Mote \ /N Pulse, Sp0O2,
(et ——/._:_ : EKG, Accelerometer

Emplaced Sensor Network:
Temperature,

i — .<——-~______h e ..Monon Light

\‘//Q/ \/H-:'\

D\ R ' f,_j;.\

[ Backbo .
/ aC ne. /

Back-End Database 3
Caregwer Interfaces: PC, PDA '

T ——

Flgure 9.4: Multi- tlerd System archtecture of Health Monitoring

-
" = i-

- -
-

The system arghltecture o'f that project is illustrated inFigure 2.4. There are three
tiers in this system: B(;dy Networks, Emplaced Sensqr Newaorks, and Backbone Networks.
The body network and its Subsg;stem are tingf'pz)rtable devices within a variety of sensors
that perform biophysical monitoring, patient identification, location detection, etc.. The
energy consumption of these sensor nodes is optimized. The emplaced sensor network
includes sensor devices deployed in the environment to support sensing and monitoring.

It also provides a spatial context for data association and analysis. Nodes in emplaced

sensor network do not perform extensive calculations or store data. Emplaced sensor net-

12



work interfaces to multiple body networks, seamlessly managing handoff of reported data
and maintaining patient presence information. A backbone network connects traditional
systems to the emplaced sensor network, such as PDAs, PCs and databases. These nodes
process significant storage and computation capability for query processing and location
services. The backbone may communicate wirelessly or overlay onto an existing wired
infrastructure. Yet, the count of backbone network is minimized to reduce cost. The
back-end database connected by a backbone node is dedicated for long-term archiving
and data mining. Human interface interfaces with the network using PDAs, wearable de-
vices. These are used for data management, querying, object location, memory aids, and
configuration. Caregivers can use these to specify medicalsensing and to view important

data.

2.2.2 UbiQ Smart Home Solution

The UbiQ'is aicommercial produet of Smart Home Solution [17]. The system archi-
tecture of UbiQ is shown in Figure 2.5. This system is divided into several components.
A Home Terminal is responsible for centrally controlling all appliances in the system and
other components, communicating with the home terminal through wired medium. Room
controller is responsible for controlling the room access and checking the identification of
hosts. Energy controller controls the curtain and other electric devices. A set of home
security devices, such as reed switch, gas sensor, etc., are directly controlled by the home
terminal. There is a scenario controller which performs controlling lighting relay or tem-

perature sensor according to scenario configuration. Host can remotly monitor the house

13
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platform layer, each sensor platform defines the boundary of a pervasive space within the
Smart House, “capturing” those object attached to it. Service layer contains the Open
Services Gateway Initiative (OSGi) framework, which maintains leases of activated ser-
vices. Context management layer lets application developers create and register contexts

of interest. The context engine is responsible for detecting, and possibly recovering from,
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Electrical devices with pow lamips and clocks, each have an RFID tag
attached to the plug’s end with information about the device. When a user plugs the

device into an outlet, the reader reads the tag and forwards the data to the main computer.
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Chapter 3

Development Environment

In this chapter,swe will ‘give a description of-the dewvelopment environment of our
project. In section 3.1, the-wireless sensor nodes:(called mote) and its external module
are referred. An introduction of the software development tools and the concept of the
specific language used in our project are proposed in section 3.2: Besides, the packet of
the basic TinyOS environment is.illustrated in Section 3.3. Kinally, an abstract link layer

protocol - sensdrnet protogol -.is deseribed in-Section 3.4.

3.1 Hardware Description

In this section, a description of the primary platform of our smart home hardware is
given. Taroko as shown in Figure 3.1 is selected as the mote hardware of this smart home
platform. Taroko is a telosb [21] based sensor network hardware module, and it is a new

generation mote hardware comparing to mica and mica2 [16]. Taroko features an 802.15.4

compatible 250kbps CC2420 radio which is controlled by an 8MHz 16 bit RISC MSP430

16



Figure 3.1: A picture of Taroko sensor node

microcontroller. The MSP430 microprocessor provides ADC ports, GPIO ports, USART

and other peripherals. The key features of telosb based platform, such as Taroko, are

described as following and the functional block diagram of the Taroko module is shown
= i 1| A

in Figure 2.1 7=

e In Microprocessor, the MSP430F1611 8MHz microcontroller manufactured by TI
[8] is utilized as the CPUof Taroko. It features 48KB-ROM and 10KB RAM. A
48KB ROM dneans that the maximum size of the ¢ode that fits Taroko is only 48KB
and the storage isismaller than ATmegal28L. HOWLeVGI", comparing to ATmegal28L
microcontroller of AVR which'is ‘utilized in micaz mote, Taroko is performed well
in the energy consumption as shown in Table 3.1 [20] [14] [15]. This 16-bit RISC
processor features extremely low active and sleep current consumption that permits
Telosb based mote to run for years on a single pair of AA batteries. It supplys

voltage ranging from 1.8 to 3.6 V, and then battery-operation is satisfied. Apart

from low power consumption, there are 8 external ADC ports that can be utilized

17



to receive external signals and a variety of peripheral, such as SPI (Serial port

Interface), UART (Universal Asynchronous Receiver /Transmitter), 12C (Inter IC),

ete..
Table 3.1: Mote Hardware Comparison
CPU | min.Vol. | Active | Sleep RX X Radio
MICAZ | Atmel 2.7V 8mA | 20uA | 23.3mA | 21.0mA | CC2420
Telosb | MSP430 1.8V 2mA | 27uA | 21.0mA | 19.5mA | CC2420

e Taroko provides a.CC2420 radio, which is'manufactured by Chipcon chip [9], com-
patible of IEEE 802.15.4 spec.. It/ provides PHY" and part of MAC layer function
of mote’s'wireless hardware module. ‘Furthermore, CC2420 radio provides different
power level, () to 31, that user can modify radio power in a variety of environment.
The CC2420 'radio provides two.metrics of RSSI (Receive Signal Strength Indica-
tor) and LQI (Link Quality Indicator) to evaluate thesignal strength or link quality
from sender $o receiver. The CC2420 chip is controlled'by MSP430 microcontroller
through SPI, andiit shares flash with the éxternal expansion connector. Therefore,
bus arbitration is necessary for these peripheral. Moreover, this radio module also
provides for clear channel assessment (CCA), which is used to implement CSMA-CA
MAC protocol. Taroko provides internal antenna which has indoor range of around

50m and an external range of 125m at full battery power separately.

e Taroko appears as a COM port in Windows device manager. Multiple motes can

be connected to the USB ports of a single computer at the same time. FEach Taroko
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mote will receive a different COM port identifier through FTDI driver. Taroko
communicates with the host PC through USART1 on the MSP430 microprocessor.
Software developers can program the mote through the USB interface, and do not
need a separated programming board. This feature is an advantage of develop-
ing comparing with micaz, which need an additional programming board, such as

MIB510 or Stargate, to program the motes.

Taroko hardware module supports IMB STM25P80 40MHz serial code Flash. This
can be conveniently utilized, to store data and code permanently on the Taroko
until that the flashs is formatted. The flashsshares SPI communication lines with
the CC2420:radio and the external:SPL pins. Therefore, Flash reading and writing
have to carefully interleave with radio comnwmication. In TinyOS embedded oper-
ation system for sensor hardware, there is.a Bus Arbitration module to control all

peripherals on SPI to prevent collision in data processing.

The humidity and temperature sensor is.manufactured by Sensirion AG. The SHT11
module is ditectly mounted on the Taroko hardware module in the U3 component
position. The SHT1L sensor is calibrated and‘generates a digital output. The
calibration coefficients are stored in the sensor’s onboard EEPROM. This sensor is
produced by a CMOS process and is coupled with a 14-bit ADC converter. The
low power relative humidity sensor is small in size and is utilized for a variety of

environmental monitoring applications.

Taroko hardware module has connections between two photodiodes, S1087 and

S1087-01, manufactured by Hamamatsu. The difference between these two chips is
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that S1087 is responsible for sensing photosynthetically active radiation and S1087-

01 is responsible for sensing the entire visible spectrum which includes infrared.

Besides the primary mote hardware described above, in order to support the smart
home applications of this project, some ready-made home security related products, such
as reed switch and smoke sensor, are utilized. These ready-made external hardware
modules are combined with the Taroko hardware module. Apart from the description
above, a simple circuit is implemented, including relay attached to Taroko for controlling
electric device by remote server prghandheldgdevice. Since there is a home gateway to be
a centralized controlling and monitoring system, a PC is utilized to install the relative
software, such as TinyOS developmént tools, database-, Java'Runtime Environment, etc..
The centralized home server is responsible for gathering information from sensor network

and controlling sensor nodes behaviors, suchsas starting sensingmexecuting command.

3.2 Software Description

a. Cygwin

The home server (a PC connected with a mote, which is called base station) runs a
UNIX like Cygwin [10] system that is required by TinyOS environment. Cygwin is a
collection of free software tools originally developed by Cygnus Solutions to allow various
versions of Microsoft Windows to act somewhat like a UNIX/Linux system. Cygwin cre-

ates a UNIX like environment with many of its standard utilities, including development

tools, such as GCC and GDB.
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b. TinyOS

TinyOS [11] proposed by UC. Berkeley is an open-source, event-driven, and real-time
operating system for embedded network sensors. TinyOS is available for free and is
ported to some embedded platforms, such as mica series motes(mica, mica2, and micaz)
and telos series mote(telosb, tmote sky, and Taroko), etc.. In the beginning of developing
smart home application, a TinyOS development platform is needed to install on PC. The
TinyOS software package contains some useful library modules, such as network modules,
hardware driver modules, and other optienal application related libraries. In order to
communicate with PC during executing period, TinyOS supports tools which allow the
base station moteto:communicate With| the home server through a Java application with
Java communication API.

According.to the view of kernel, TinyOS provides a two-level scheduling hierarchy
consisting of tasks and events. An event is a generalization ofian interrupt handler. A
7call” that is made from a low-levelscompeonentstosar higher-level component in response
to some events. Eyvents perform only lightweight works because they always run to com-
pletion and cannot bé preempted. Tasks are utilized for performing normal processing
operations, such as background data processing, and can be preempted by events.

The following Figure 3.2 is the TinyOS design architecture:

Main Scheduler part: It is responsible for arranging all TinyOS tasks. Main Sched-
uler maintains a FIFO queue. When a task is post to be executed, scheduler pushes it to
FIFO queue and wait for further executing. The Main components start this scheduler

before processes and threads. Main component is the entry point of TinyOS application
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Figure 3.2: TinyOS design architecture

operating system component is required, such as scheduling, process management, etc..

For simplification, TinyOS does not recommend user to modify or create operating system
by themselves. Hence TinyOS supports the basic operating system components which are
automatically assembled while making the TinyOS image file. These components are not

shown as the real hardware setting attribute. The abstract model (hardware abstract
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layer) is provided for user to use. According to a variety of platform, TOS is responsible
to call the lower layer (hardware present layer) component through interface between TOS
and hardware present layer.

The key limitations of developing TinyOS are illustrated below :

e There is no concurrency in TinyOS: Only one task can be excuted at the same
time. This task can not be interrupted by other tasks. The only exception of this

rule is hardware interrupts which may interrupt the current task at any time.

e TinyOS does not support dynamic memory allocation: There is no heap in
TinyOS so each wariable is allocated on the stack .” Hence, data structures have to
be initializéd to its maximum size at compiling time andtherefore probably reserves

too much of the limited memory of siall sensor nodes.

Apart from the TinyOS concept deseribed above, because we must use Taroko Sensor
module such as photodiodes, humidity and temperature sensor, we install Tmote sky
library (Moteiv €o. ‘distribution ) to"TinyOS directoryin eygwin. Tmote sky library
includes hardware module*library function and othér hardware relative library module,
such as sensornet protocol, etc.. In order to insure the latest version of TinyOS,we run

cvs to download the latest version of files.

c. NesC

TinyOS is written in a programming language called NesC. NesC has syntax similar
to C but supports the concurrency model of TinyOS. NesC applications are built out of
components which have well defined bidirectional interfaces. It also defines a concurrency
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model, based on tasks and hardware event handlers, to detect data races at compiling time.
Each NesC application consists of several components which are wired together to form an
executable program. A component provides some interfaces for other components and may
use several interfaces of them. These interfaces are points of access to these components.
An interface declares commands that the interface provider has to implement and events
that the interface user has to implement. Therefore, if developers want to use a command
provided by an interface, they have to implement all the events specified by that interface
first. Modules are used to implement interfaces and configurations are used to wire other

components together.

d. MySQL

We ported an opeéen source database, MySQLL, to the server in our implementation. It
is a multithreading,’ multi-user SQL database management system. MySQL is popular
for web applications and is often combined with PHP. PHP and MySQL are essential
components for running popular.content=management systems. In our system, all the

informations of the home environment are stored in the database and shown on web page

written by PHP.

3.3 TinyOS Packet Format

The message buffer in TinyOS 1.x is TOS_Msg. A buffer contains an AM (active
message) packet as well as packet metadata, such as timestamps, acknowledgement bits,
and signal strength if the packet was received. TOS_Msg is a fixed size structure whose

size is defined by the maximum AM payload length (the default is 28 bytes in Moteiv co.
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distribution). Fixed sized buffers allow TinyOS 1.x to have zero-copy semantics: When
a component receives a buffer, rather than copys out the contents it can return a pointer
to a new buffer for the underlying layer to use for the next received packet. The packet
format of the smart home platform is shown in Figure 3.3. TOSMsg in TinyOS1.x is not
well defined all the newly packet format of 802.15.4 MAC layer. The Length and FCS
value in message header and message footer of MAC layer are generated by hardware
platform. The TinyOS radio stack assigns the fcf, dsn, destpan, AM type and group field
to beginning of data payload. All the active messages are packaged within the data field

of the TOSMsg packet.

3.4 Sensornet Protocol

In this section, a description of the lower layér implementatioh of this wireless sensor
network platform is given below. In.Motéiv provided module, thel sensornet protocol(SP)
plays as a rule of coordinating warious linklayer protocols and various network layer
protocols and we wutilize SP to handle lower layer behavior.

The objective of utilizing"SP is to simplify development and use of reliable commu-
nications in low power wireless network. The'key challenge for SP is providing adequate
insulation between the hardware below and the various communication abstractions above
while still providing adequate efficiency. It should allow network level protocols to opti-
mize for the underlying link in terms of the characteristics expressed at SP, rather than
knowing which particular link and physical layer resides beneath. SP allows the coex-

istence of multiple transport and routing protocols. Moreover, SP must allow network
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Figure 3.4: The sensornet protocol architecture

protocols to chogse neighbors wisely, and be taken.into account information available at
the link layer [12].

Figure 3.4%is the SP architecture [12] which maintains a shared neighbor table and
message pool. The shared neighber pool allows SP to decide when to listen, receive,
transmit, and sleep.. The message pool. allows network protecols to request message
transmissions. Theé message pool contains references-to messages which can be accessed
out of order. The messages aré not stored in the SP layer; They are either stored in the
network or the link layers.

Figure 3.5 shows the operation scenario of sending a message by using SP [12]. First
of all, the network protocol layer desires to transmit a message, which is submitted to
SP. The pointer of transmitted message is added to message pool in SP. The SP decides
the transmitting time which depends on the batching and link protocol inspection of the

neighbor table. After transmitting, SP requests the next packet of the SP message to
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Chapter 4

Smart Home Platform Design

about how to construct hé S ver design described in section 4.3 is
concerned about the home server supported for smart home platform. We analyze detail
feature in each component and design all functions in each component. Finally, an electric

digital device emulator described in section 4.4 is proposed to make up the lack of smart

home platform.
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4.1 Smart Home Service Design

In the design of mote-based smart home service, the smart home requirements are
break three kinds of service which are home security service, home care service, and home
automation service respectively.

a. Home security service:

Home security service which includes two subsystem, entrance guard system and anti-
thief system is a significant service in smart home platform. These two home security
subsystems are described as belows

Entrance guard subsystém supports a safety gate control. Householder utilizes a
reaction mote (Human Mote) to either get in ot step-outthe house. The stranger who
doesn’t carry the Human Mote can’t open. the gate unless the host opens the door inside
for him. The entrance guard system utilizes.a mote attached to-the gate (Gate Mote) to
receive the tagrinformation of Human Mete. If a stranger attempt to utilize a fake mote
to get in the house, the Gate Mote.checks-the.errortag information and sends a message
back to the Home Server to notify householder and to trigger.the alarm noise at the same
time. Figure 4.1 shows the architecture of Entrance guard system.

Anti-thief subsystem supports a solution to react the intrusion of thief. To employ
infrared rays sensor or reed switch to detect the intrusion is a common approach. Each
anti-thief mote (Security Mote) integrated infrared rays or reed-switch circuit is attached
on the window lock. When detecting the intrusion, the Security Mote reports intrusion
event back to home server and turn on the alarm noise at the same time. It also integrates

auto-dial system to notify police and householder and is able to combine with video
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Figure 4.2: The architecture of Anti-thief subsystem

b. Home care service:
In recent years, there are many retired people in the world and the elder care com-

mercial product becomes more and more popular. Smart home platform is one of these
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supplied solutions for elder and defective. If there is a home care service in the smart
home platform, the condition of elder or house is able to be monitor. Therefore, the
accident can be prevented and the elder and defective can be take care well.

Home care service in the smart home platform can be divided into indoor room lighting
subsystem, environment sensing subsystem and fire detecting subsystem. These three
home care subsystems are described as below.

Indoor room lighting subsystem is a kind of home care service application for elder and
defective. It is an application of location awareness service. As the paper [7] mentioned
that the mainly types of localization are physical location, symbolic location, absolute
location, and relative location. The concept of symbolie location is employed as the
principle to design indoor room lighting subsystem in the smart home platform. It means
the location we.expressed in natural language way, such as in.the kitchen, in living room, in
bath room, ete:r. The metric to estimate,the position in this smart home platform is RSSI
(Received Signal Strength, Indicator) which is ineluded in'the 802.15.4 PHY standard.
The experiment result. of the relationship hetween RSSI and distance is given in Chapter
5. It shows that there is & positive correlative property between RSSI and distance of pair
mote. Therefore, a static'mote (Room Mote) is attached in each room, and the Human
mote receive the signals transmitted by each room in a little period. Human mote select
the maximum mote RSSI which is also upper the threshold as the designated Room. This
symbolic location approach is combined with automatic indoor light switch. If a host gets
in a room and the irradiation is dark enough, the room light is automatically opened. The
server can monitor the symbolic position of the Human mote. Figure 4.3 is the design

architecture of the indoor room lighting subsystem.
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Sink Server

The other home care service in the smart home platform is smoke sensing subsystem.
The design objective is to prevent fire and prevent injuring if a fire accident occurs.
Figure 4.5 is the design architecture of the smoke sensing service in the smart home
platform. There is a smoke sensor integrated with the Room Mote. If the fire accident
occurs, the generated smoke triggers the smoke sensor to notify Room Mote to transmit

an alarm message to home server. The home server performs urgent tasks, such as notify
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Figure 4.5: The architecture of the smoke sensing subsystem

c. Home automation service:
A home automation service includes the security, cooling, heating, and lighting auto-
matically for comfort, energy savings, and convenience. It integrates home appliances into

a whole system via data processing technologies. First of all, the home automation system
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needs a network to communicate with all controlled home appliances which are able to
accept control commands and / or return execution results or internal states. Ex: Net-
work Refrigerator, Media Server, etc.. There are some standardized protocols between
home appliances and the control system, such as X.10, LonTalk, UPnP, etc.. Finally,
context-aware service makes the computer aware of the home environment and provides
a comfortable living environment for householder. The auto-dial system is proposed to
response the alarm of home security. It is the represent of the context-awareness service.

However, there is a problem of controlling all home appliances in existence. Each
appliance have to be control by itself controller or device. The home appliances can be
classified by device signal:

1. Infrared rays (IR) appliances: It is common home appliances in being such
as DVD, TV gete.. They are controlled by infrared ray remote controller. The home
appliances camrlearn all the control code.of the remote control and then correspond to the
relative key.

2. Relay: Commonly; the light or other large current appliances are controlled by
relays.

3. RS-232, 422, 485;: Such as projector. All the actions and behavior of the
appliances is controlled by control code which is transmitted through RS-232 or RS-422
or RS-485.

4. Network: Such as [P Cam.

Briefly, for the sake of developing a whole home automation system, an integrated
appliance controller has to be implemented. The controller is able to control either IR-

based appliance or relay controlled appliance. However the complicated controller is
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not proposed in this smart home platform. For the sake of fulfilling the concept of
home automation service design, a control circuit and an emulator is referred. The mote
(Automation Mote) attached with the circuit is able to control non-digital home appliance,
and the emulator is employed to demonstrate the completion of home automation service.
The emulator includes several kinds of virtual appliance, such as TV, air conditioner, etc..

The design architecture of home automation service is shown in Figure 4.6.

Sink Server

value
switch channel XXX
sefting hours XXX

Figture 4.6: The architecture.of the home automation subsystem

|

4.2 Sensor Network Design’

The smart home motes on WSNs have several specific behaviors which depend on
the objective. For example, if the mote is responsible for control room light, such as
Room Mote, it should be static and non-mobile. On the other word, the mote’s energy
is able to be supplied by the AC of the room. Therefore, the design of sensor mote

cannot consider the energy consumption issue. However, if the mote is responsible for
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householder, such as Human Mote, it is view as be mobile and the energy is constraint
by 2 AA batteries. Therefore, the design of this kind of mote cannot ignore the energy
consumption issue. Hence, the motes of the smart home platform can be broke into two
types, mobile and static. The Human Mote belongs to the mobile mote, and the other
motes proposed in this thesis are static motes, such as Gate Mote, Room Mote, Security
Mote and Automation Mote. The lower layer function of mote is different from mote
behavior. As we can see in section 4.1, most smart home services are data-centric based
services, which have to forward data packet back to sink, the home server. Therefore,
for the sake of improving the throughput of the smart home platform, a collection-based
routing algorithm istutilized as the network layer function:

The MultiHopLQI" module in Moteiv distribution is’selected as the major routing
algorithm in the smart home platform. Since.most smart home services are many-to-
one based services, the only sink server torcollect the-data sensed by the mote in the
environment. “For the sake of eoptimize many-to-one based service, the MultiHopLQI
routing module‘is.selected. Besides of the reasonmentioned above, MultiHopLQI routing
module collocate petfectly with sensornet protocol which'is selected as the lower layer
function of the smart home platform:

However, there is a problem using MultiHopLQI module. If the message has to be
send to the sensor network, it is failure for original MultiHopLQI forwarding module.
Therefore, the module is modified to support one-to-any packet delivery.

The routing algorithm in the smart home platform is not a dynamic on-demand routing
algorithm. It is a tree-based distributed proactive routing algorithm. Therefore, since the

Human Motes are not in the same area for a long period, this kind of mote not need to
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route packet for other motes. If the mote route packet for other mote, the failure occurs
constantly. Hence, routing for other motes is not meaningful. However, the static motes,
such as Gate Mote, Security Mote, Room Mote and Automation Mote, are deposited in
a fixed position. Therefore, routing for other motes is the other task besides the main
service task. Figure 4.7 shows a large scale view of the routing in the smart home network
platform. The beacon message is sent to set up a routing tree from the sink server (As a
root of the routing tree). Each node keeps the information of parent and s set of neighbors.
The parent is selected by the link quality measured from LQI. The sink server keeps a
table of forwarding path. ‘The updated routing path.from root to node in the network is
listed in the table. As receiving a down-stream packet, thie server gets the routing path

and forwards tq.the designated mote hops by hops.
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Figure 4.7: Large scale view of routing
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4.3 Sink Server Design

The sink server takes the responsibility for data processing, data storing, and respond-
ing event. It is the core section of smart home platform. Many researches focus on design
a systematic home server. Figure 4.8 is the framework of the home server in the smart
home platform.

The packet level of the system is the component that directly sense context. Our
categorization of the context is mainly come from Schilit et al [18]. Physical context
includes the humidity data, the temperature data, the reed switch and smoke sensor
reporting data. User context includes the user location, user ID, and another user data.
Appliance contextiincludes media device data and. other device generated data.

Data from packet level of server stores inte the related data table in the database
respectively, since it must always be possible to utilize data on the;basis of diverse criteria.
Database management layer manages.context information and offers upper layer the access
to it.

The upper layer is Applieation layer. The application. layer is divided into three
sections, home security section; home care section’ and. home automation section. Each
section has the decision sublayer to determine and access the related context in database
management layer. Task layer is used to response event according to the result of the
decision layer. Therefore, each section exists several tasks to provide the whole platform
behavior.

Besides of context-aware system architecture, the server also needs a development

section during constructing the smart home platform. Hence, a development tool is
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proposed and built on the home server. The householder is able to generate the service

program mote and create related server section support simultaneously.

Home Server

Sink Server

I
N
=
=
m

of controlling home appliance 1 \ sides the home server, a visualized user
interface is employed to emulate the behvior of home appliance, such as turning of or
off, controlling other actions.

The emulator architecture is shown in Figure 4.9. On WSNs side, it performs radio
transmitting and receiving. It looks like the radio module on the home appliances. Packet
processing module is responsible for data encapsulation and packet parsing. Event handler

module is responsible for triggering the emulated appliances to perform some specific
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action and managing emulator to add or delete controlled virtual appliances. Visualization
module performs visualized user interface.

There is a problem that how to control the whole virtual appliances on a mote, which
is utilized to receive and transmit all virtual appliances data. Logically the appliances
being controlled have to perform at the same time. However, there is only one mote
to responsible for data processing. For the sake of distinguishing each virtual appliance
performs the related action. For simplicity, the virtual mote ID is proposed to verify each
virtual appliance. According to the virtual mote ID, the data is able to be distinguished

in processing module at the emulator and the homesserver (sink).

Home Automation Devices

Event Handler Parser

Java-based processing Module ‘

Buffer | Buffer | Timer

UART ‘ ﬁ —B CC2420Radid

Mote Hardware (Driver

Figure 4.9: The.emulator architecture
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Chapter 5

System Implementation

The smart home'platform implementation is deseribedsin this chapter. The modified
sensor mote networking module in the smart home platform is proposed in section 5.1.
It contains a tree-based routing module and a_proactive forwarding module. In section
5.2, the wholeamote application programsof the smart home platform is implemented. It
contains homersecurity serviges, home care services and home antomation services. Be-
sides, a digital electric device emulator is implemented for home automation service. The
emulator emulates the behavior of electric digital and its communication module. Finally,
the smart home server and database design which includes the smart home development

Ul is proposed in section 5.3.

5.1 Sensor Mote Networking Module

The modified MultiHopLQI and Forwarding Module are proposed upon the sensornet

protocol. As shown in Figure 5.1, there are four components in this tier. The default
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routing module, MultiHopLQI in Moteiv distribution, is modified for fulfilling the draw-
back discussed in Section 4.2. The MultiHopLQI and MultiHopDataM are responsible
for data collection application and also provide the essential information for forwarding
module to construct the forwarding tree which is utilized to forward down-stream packet
into the network. The additional ForwardingTreeM and ForwardingM play as a rule of

forwarding network function between base station and the other nodes.

Application

me-r::w}'rez 4?{1“* dingh I

SensorNet Protocol

Figure 5.1: Sensor.network implemanted architecture

-

The MultiHopLQI module:is a distance-vector routing protocol. It generates one
routing path per node from no;ie to sink (base station)# Therouting path is a shortest path
tree with minimum number of transmissions. The baLse station sends periodic beacons
that are broadcasted by each node after receiving packet and incrementing a hop count
in the packet. The mote selects the received beacons with lowest hop count from the ones
it received, and adds the transmitter address as one of potential parents. Neighboring
nodes exchange periodic beacons for the sake of evaluating link quality (utilize the LQI
metric reading from the CC2420). MultiHopLQI has a continuously updated tree. The

low-quality links and incorrectly attracting children is able to be avoided upon exploiting
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the MultiHopLQI protocol.

However, the problem of using MultiHopLQI protocol in the smart home platform is
that there are some kinds of data need to be forward to the node in networks. The default
MultiHopLQI protocol in Moteiv distribution does not support this kind of service. For
simplicity, a modified the MultiHopLQI protocol is proposed to support the demands in
the platform. The design idea is that each data packet is transmitted follow the routing
path created by MultiHopLQI, and the path normally don’t fail soon. Therefore, keeping
the reverse path to transmit data from sink to node is a simple solution. In addition, the
route recovery mechanismyis to recover the failure path when the ACK is not received by
sink.

The modified routing module is illustrated in Figure 5.2." At the base station mote,
the ForwardingTreeM component aceepts the Create-ForwardingTree message. This kind
of message keeps the past mote address.in an array. The base station maintains all mote
routing path."When base stationsneed to send a message, ForwardingM module is called
to obtain the newly forwarding path from ForwardingTreeM.module and copy the path
into the sending megsage’s header. In next step, ForwardingM checks the next hop mote
address from the message and sends to niext hop mote. The relay node also checks the
next hop mote address at ForwardingM module and performs sending event. This kind
of approach decreases the flooding problem in wireless sensor network if using broadcast
mechanism, since every node drops the message which not sends to it.

However, if the path is not built correctly, the base station is not able to receive the
ACK message from the exactly mote. Then the base station utilizes broadcast approach

and TTL (Time-to-Live) mechanism to send this message until getting the newly forward-
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ing path. By experimental result, there are few failing path over a long time, therefore

the broadcast approach is not performed frequently.
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As the descr i Apte is proposed a set of the
mote-based smart h Services. ; ; lement approach of the three
kinds of smart home servic ermore, for the sake of showing the
workable of the home automation with the digital home appliance through WSNs, an

emulator is implemented to emulate the behavior of the mote which is attached to the

home appliance.
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5.2.1 Home Security Service Implementation

The home security service contains a set of Security Motes, which can be attached
on the window to protect thief intrusion. Besides Security Motes, the Gate Mote is
implemented as a gate guard controller.

a. Anti-thief Application:

This program is performed via the GPIO interface on the expansion connector of
Taroko. A simple conducted circuit is manufactured which is integrated with a reed
switch. As the datasheet of Taroko described, there are four GIO port on the processor.
The GIO2 (P2.3) is seleeted-as our interface of this program. The module configuration
of the anti-thief application is showmgin Figure5:3. The operating flow of this service is
as following. If*the householder is at*homeé; he can select -which Security Mote has to be
disabled. Besides, before he goes outside, he can.send a signal to every Security Mote to
wake up and perform security service./If a thief intrudes the house, the Security Mote is
opened. It continuously sends.alarm event message by short interval. However, the thief
tries to close thelwindow and_home server not détects event. For the sake of preventing
this condition, a simple state transition version of Anti-thief Application is proposed. If
the host is at home and not sleeps, he can configire the Security Mote at Home mode
and the window is able to be opened. If he goes outside, the Security Mote is able to
be configured at Safe mode. When a thief opens the window, Security Mote starts to
send alarm event message, and even the window is closed. Until receiving a SAFE_ACK
message by server, the Security Mote is return to Safe Mode.

b. Entrance Guard System Application:
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Figure 5.3: Anti-thief implement module

The entrance guard service supports a safety environment of the smart home. This

ate Mote and the Man Mote. The
The Gate Mote maintains

n Mote. The Man Mote

The Gate Mote sends
is outside and receive
ntrance ACKMsg message.
he Man Mote and Home
an Mote is in the house, it
does not response Entrance/

The working flow of entrance guard service is illustrated in Figure 5.4:

5.2.2 Home Care Service Implementation

The home care service of the smart home platform is desired to provide a comfortable

and safety house. In the testbed, a fire detecting application is implemented to detect
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Figure 5.5: Home care service packet format

a. Fire Detecting Application:
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Smoke sensing is a simple instance of integrated external sensor. For the sake of
providing smoke sensing service which is not support by Taroko embedded sensor, a
smoke sensor product is integrated with the Room Mote. This sensor send electric signal
for detecting unusual smoke. The signal line is connected to the interrupt IO port on
Taroko. The MSP430Interrupt module provided by TinyOS is able to fulfill this service.

b. Environment Sensing Application:

Environment sensing is an instance of utilizing the embedded sensor of Taroko. This
service programmed on Room Mote periodically senses indoor information, such as hu-
midity, temperature and photosynthetically. The information is sent back to server for
performing context<aware seérvice. The Room Mote alsotaccepts command from home
server to get run-time indoor information. A set of sensor module library provided by
Moteiv co. isutilized to implement this application. The compenents graph of environ-
ment sensingrapplication is shown as intFigure 5.6.  There arefour channels which are
allocated to store four types of sensor: Humidity, Temperature, TSR and PAR. The TSR
and the PAR sensor are provided to sense'total solar radiation and photosynthetically
active radiation respectively, The transform functions forithese four sensors are shown
as in Figure 5.7. Since the FPU is not provided by Taroko, the real meaning value of
each channel cannot been obtained on Taroko. The sensing data is forwarded back to the
home server and transformed into real meaning data

c.Room Light Control Application:

This service is proposed for handicaps and elderly people. The Human Mote is carried
by elder or handicap. The Room Mote is settled at the position with a fixed distance to

each room. The room mote periodically sends a hello message to Human Mote. If the
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Figure 5.7: Transform function for the raw data of embedded sensor

50



Human Mote receives message, it can make a decision that select a Room Mote with good
RSSI value in a period time. If the value is higher than the threshold, the Human Mote is
determined as a mote coming into the room. If the Room Mote receive a confirm message
sent by Human Mote, the Room Mote and its neighbor Room Mote decide the designated
room and perform lighting task upon the insufficient of sunlight. The designated Room
Mote sends a report message to home server. The message indicates symbolic position of
the Human Mote.

RSSI is register values and have no units. The radio chip CC2420 provides RSSI
(Received Signal StrengthsIndicator) that may besread anytime. RSSI is part of the
TOS_Msg packet buttnever transmitted. It can be accessediby Msg->strength (In TinyOS
terms). The correlation of RSSI with the distance between the motes is very important
for our work. With the help-of the following experiment we would;like to see how the RSSI
vary with distance. The experiment result isillustrated as in Figure 5.8. The radio power
can be changed by CC2420 radie chip. The level.3 is the minimal radio power and the
level 31 is the full radio pewer: However ~the distance cannot be clear verified via RSSI
value if the radio pewer higher than level 5 in the indoor environment. Hence, the radio
power of level 4 and the distance of 4 meters is recognized as the proper configuration for

sensing correlated RSSI value.

5.2.3 Home Automation Implementation

Home automation is a fundamental application of smart home service. Every home

electric appliance, such as Media Player, Air conditioner, and coffee set, are able to be
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Figure 5.8: RSSI experiment result

controlled by the Automation Mote. The smart home platform performs the workable of

home automation service by mote. The circuit to control complex digital home appliances

This servi pplic ! iteh, by Human Mote or

trol service. The circuit

Afterwards the relay will be triggered to control switch.

5.2.4 Emulator Implementation

This service mainly provides a demonstration that Automation Mote can control dig-

ital home appliance on WSNs. The emulator is proposed to emulate the appliance’s
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Figure 5.9: The circuit of remote control service

behavior when receiving all kinds of commands. A mote is attached with the PC and
communicates with it via UART interface. dhe mote can be view as a digital home ap-
pliance coordinator. Thetarchitecture of the emulator is based on Figure 4.9. The mote
receives and sends emulator message between JUART ‘and'radio. A Java-based packet
processing module is responsible for_packet; parsing and generating. An event handler
triggers GUI and packet processing module-generates relative response. The GUI can
employ severalwirtual home applianges, such as TV, Air conditioner. The GUI reacts on
the event message sent byt Home Server.or-Human-Mote. However, in virtual implemen-
tation, the moteID which is aised to recognize different device has only one ID in each
mote. Therefore, a virtual appliance ID is proposed in. message payload. The server or

PDA can send command to eaeh virtual appliance by the virtual appliance ID.

5.3 Sink Server Implementation

In our testbed, the sink server is another significant section besides WSNs. Actually
the sink server is the core of the Smart Home platform. There are many popular researches

on building context-awareness smart home environment. However, this smart home does
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not mainly focus on building context-aware environment. The mainly contribution of our
server is to build a development tools for smart home environment. The development
tool on the designate Home Server can help to indicate the mote position and build mote
program. After building period, the server is performed as a sink via the attached base
station mote. It receives all messages and insert usable information into the database on
the server. All events and command can be shown on the Web-based UI. Host can see the
information of the house through Internet. The implement result of our server including

development tools is illustrated at the following paragraph.
o ; 1T

Server Implementation i S ol T
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Figure 5.10: The implemented web-based home server

Development Tools Implementation

Figure 5.11 and 5.12 is the development period of the server. The designated smart
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home service is built into the mote. The mote icon can be set on the home plan figure

after build mote program.
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Figure 5.12: The development toolssof smart home platform
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Chapter 6

Conclusions and Future Works

Conclusions:

The smart home platformprovides mostapplications including building a smart home
environment. In this thesis, a testbed of smart home platform on WSNs is implemented.
The smart home platform is divided as mote-based smart home application design, sensor
network design and sink seryer .design. Mote-based smart' home application program
is build in Taréko sensor hardware module.”~ The smart home services are classified as
home security, home care and home automation seryvice. /A modify the sensor network
module is proposed for' the 'smart homerenvironment. The network module performs
bidirectional routing behavior. The downstream routing path is created by sink mote via
CrtForwardMsg message sending by sensor motes in the home environment. Home server
and sink server are implemented to monitor the event of the home sensor and control the
home appliance. The sink server is responsible for low-level packet parsing and sending
and the home server performs friendly user interface and illustrates the status of the home

environment. The home server also provides a development tool for smart home service
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program. The householder can easily construct a smart home environment by using the
development tool.

Future Works:

The future works of this project will focus on network protocol, specific smart home
service, and home server design. The network routing protocol should perform two ways
packet transmitting in smart home platform. Moreover, for the sake of designing a robust
smart home platform, it is better that some specific service motes can communicate with
each other directly. There are other useful smart home service that can be developed in
the platform, such as exaetly position tracking, human behavior monitoring, etc.. The
positioning techniquéiin our smart home platform is symbélic positioning technique. The
drawback is that it only indicates the room number in the smart home. Hence, if a
positioning teehnique can be-applied the smart _home platform, some specific smart home
services can hedeveloped by all means. .Home server is the central processing component
of the smart home platform. Improving the feature of home server is the most benefited
way for designing a faultless smart home platform. However, mote-based smart home
services also need tol operate with home server in coordination. For example, a universal
plug and play interface canlet any home @appliance to be controlled if they are attached to
the mote. Besides, a development tool on home server can provide householder a simply

way to construct the smart home environment.
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