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Abstract

With the advent of the Internet, the
Electronic Commerce (EC) becomes areality.
Openness creates security threats to
cooperator’s confidential information. The
Virtual Private Network (VPN) provides a
good solution to the security of business
information. According to business
requirement, we will an VPN architecture for
business to use.
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