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important data, after sharing, in the
shadow stego images. The purpose of
data hiding is achieved in the premise
that the methods do not need additional
storage space. In the second topic, we
investigate two watermarking techniques
suitable to embed watermarks in
( 512x512 4 shadows. In addition to the advantage
256x256 Host ) that the secret image sharing itself
adready has failure-tolerance and
transmission efficiency, this extension
enforces the image sharing methods
applicable to  various  practica
applications, including property rights.
The third topic considers the cases in
which the shadows might be processed
using certain image processing steps (e.g.
equalization, sharpness, and image
enhancement). We intend to propose a
protection method which makes the
secret image can be recovered. In the
fourth topic, we try to design secret
image sharing methods in the frequency
domain.
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Abstract t
There are four topics in the second year.
The first topic is to design some image
sharing methods so that we can embed
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