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Abstract

Each copy of a text document can be
made to be different in a nearly invisible way
by repositioning or modifying the appearance
of text such as lines or words. Through this
way, the information of the origina owner
can be embedded in atext document. Thus, if
the text document is illicitly disseminated,
the origind owner information can be
extracted to prove the illegal use. This will
reach the goal of copyright protection.

Some methods have been provided to
hide data in text files. However, most of
these methods need the origina file to do
data extraction, this is impractical. In this
proposal, we will provide a method to hide
data in text document. And the hidden data
can be extracted directly without referring to
the origina file. The method first converts
the text document to a postscript file, then the
secret data is embedded in the file by
adjusting the spaces of lines or words. The
hidden data can be extracted directly from the
postscript  file or a printed copy.

postscri Fl,E)fperimentaI results are also given to show

the effectiveness of the proposed method.
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Data hiding in text is in the discovery of modifications that are not noticed by
readers. Some methods have been provided to hide data in text files. Most
these methods need the original file to do data extraction, this is impractical.
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Because of the relative fack of redundant information, hiding data in the
text document is more difficult than in a picture or a sound bite. In addition,
while it is often possible to make imperceptible modifications to a picture, even
an extra letter or period in text may be noticed by a casual reader. Data hiriing
in text is in the discovery of modifications that are not noticed by readers.
Some methods have been provided to hide data in text files. However, most of

these methods need the original file to do data extraction, this is impractical.

Each copy of a text document can be made to be
different in a nearly invisible way by repositioning or
modifying the appearance of text such as lines or words.
The original owner can be retrieved if the text document
was illicit dissemination, because its owner registered each

unique copy.

In this paper we will provide a method to hide
data in text document. And the hidden data can
be extracted directly without referring to the

original file.
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an extra letter or period in text may be noticed by a casual reader. Data hiding
in text is in the discovery of modifications that are not noticed by readers.
Some methods have been provided to hide data in text files. However, most of

these methods need the original file to do data extraction, thisisimpractical.

Each copy of a text document can be made to be
different in a nearly invisible way by repositioning or
modifying the appearance of text such as lines or words.
The original owner can be retrieved if the text document
was illicit dissemination, because its owner registered each

unique copy.

Inthis paper we will provide a method to hide
data in text document. And the hidden data can
be exiracted directly without referring to the

original file.
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